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Preface

The 11th International Conference on Security, Privacy, and Applied Cryptography
Engineering 2021 (SPACE 2021) was held during December 10–13, 2021. This annual
event is devoted to various aspects of security, privacy, applied cryptography, and
cryptographic engineering. This is a challenging field, requiring expertise from diverse
domains ranging from mathematics and computer science to circuit design. It was first
planned to host SPACE 2021 at IIT Kharagpur, India, but it took place online due to
the worldwide COVID-19 crisis.

This year we received 42 submissions from authors in many different countries,
mainly from Asia and Europe. The submissions were evaluated based on their sig-
nificance, novelty, technical quality, and relevance to the SPACE conference. The
submissions were reviewed in a double-blind mode by at least three members of the
Program Committee, which consisted of 51 members from all over the world. After an
extensive review process, 13 papers were accepted for presentation at the conference,
leading to an acceptance rate of 30.95%.

The program also included two invited talks and three tutorials on various aspects of
applied cryptology, security, and privacy, delivered by world-renowned researchers:
Christof Paar, Ahmad-Reza Sadeghi, Nele Mentens, Peter Schwabe, and Blase Ur. We
sincerely thank the invited speakers for accepting our invitations in spite of their busy
schedules. As in previous editions, SPACE 2021 was organized in cooperation with the
International Association for Cryptologic Research (IACR). We are grateful to the
general chair, Debdeep Mukhopadhyay, for his willingness to host it physically at IIT
Kharagpur and his assistance with turning it into an online event.

There is a long list of volunteers who invested their time and energy to put together
the conference. We are grateful to all the members of the Program Committee and their
sub-reviewers for all their hard work in the evaluation of the submitted papers. We
thank our publisher, Springer, for agreeing to continue to publish the SPACE pro-
ceedings as a volume in the Lecture Notes in Computer Science (LNCS) series. We are
grateful to the local Organizing Committee, especially to the general chair, Debdeep
Mukhopadhyay, who invested a lot of time and effort in order for the conference to run
smoothly.

Last but not least, our sincere thanks go to all the authors who submitted papers to
SPACE 2021, and to all of you who attended it virtually. At least due to the COVID-19
crisis we were able to have so many of you attending the conference online and
registering for free. We sincerely hope to meet some of you in person next year.

December 2021 Lejla Batina
Stjepan Picek

Mainack Mondal
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