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ABSTRACT This paper presents an out-of-step protection algorithm based on angle derivatives, which
makes use of wide-area measurements and can be applied on arbitrary tie-lines in electrical power systems.
The developed algorithm uses PMU measurements that are taken at both ends of a transmission line. Based on
the changes of the electrical quantities in the power system, the algorithm detects unstable system conditions.
Thus, the developed solution is settingless and can be easily applied where an out-of-step condition is
expected. The concept is deployed by using an industrial controller and tested by conducting numerous
hardware-in-the-loop simulations. Additionally, recorded data from actual out-of-step events in the Icelandic
power system are used to validate the developed algorithm. The performance of the implemented method is
compared against the traditional impedance-based out-of-step protection methods. The results confirm that
the proposed algorithm detects out-of-step conditions more reliably and faster than the traditional impedance-

based solutions.

INDEX TERMS Out-of-step protection, power system transient stability, tie-lines, real-time HIL testing.

I. INTRODUCTION

Electric power systems are the backbone of modern society.
It is very important that the power system remains operational
at all times. The continuous increase of energy demand puts
additional stress on the power network, and forces the sys-
tem to operate closer to the stability limits. In addition, the
growing amount of renewable energy sources increases the
intermittency of the power generation accordingly, putting
additional stress to the power system. Moreover, disturbances
like short-circuit faults naturally occur during power system
operation. As the system becomes more stressed, a variety of
disturbances can propagate into a larger scale event, causing
a major imbalance between the mechanical input and the
electrical output power of the generators, resulting in a loss
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of synchronism in the power system. This is known as an out-
of-step (OOS) condition and it causes additional mechanical
and thermal stresses on power system components, which can
lead to catastrophic failure of equipment and blackouts in
the electrical power system [1]. Therefore, protection systems
must be ready to detect and react to this kind of conditions in
order to prevent permanent failure of crucial equipment and
avoid blackouts.

The conventional OOS protection is realized by impedance
relays and is based on the trajectory of the impedance, the rate
of change of the impedance and the continuity of the com-
puted impedance value [2]. Impedance-based methods are
easy to implement, however, to operate correctly, they need
specific settings. Therefore, they are susceptible to challenges
because of network reconfigurations, and the computation of
settings is time consuming due to required extensive system
stability studies.
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TABLE 1. Existing 00S protection methods and approaches in literature and industry.

Classification

Method

Advantages

Limitations

Commercially available
OOS detection
approaches

Impedance-based de-
tection [1] [2]

Angle-controlled
OOS protection [3]

R-Rdot method [4]

Superimposed current
detection [5]

Depending on the implementation, can differenti-
ate between stable and unstable swings.

More reliable and faster than impedance-based
OOS protection

Faster detection compared to impedance-based de-
tection

Very fast swing detection, ability to detect fast
swings.

Difficulties in detecting very fast swings; rigorous
analysis is required to set the blinders; no predic-
tive properties

Needs predetermined settings to operate and can-
not adapt to system reconfigurations; no predictive
properties.

Requires protection settings; no predictive proper-
ties.

Difficulties in detecting slow swings, no discrim-
ination between a stable and unstable swing; no
predictive properties.

Unconventional OOS
detection approaches
based on local
measurements

Detection based on
Power-time (P-1)
curve [6] [7]

Faster than real-time
OOS detection [8]

Lyapunov  function
based OOS detection
[9]

Instability is directly detected from measurements.

Provides extremely fast OOS detection; predicts if
a swing will become unstable.

The method shows excellent results in OOS detec-
tion.

Can only be applied directly at generator terminals;
no predictive properties.

Requires detailed knowledge about generator pa-
rameters; can only be applied directly at generator
terminals.

Highly dependent on the estimation of swing-
center voltage value.

Unconventional OOS
detection based on
wide-area information

Direct angle compar-
ison based OOS pro-
tection [10]

Predictive OOS based
on  synchrophasors

[11]

Clarke transform
based method [12]

Machine learning
approaches [13] [14]
[15]

Proposed approach

OOS detection based
on PMU-determined
impedances [16]

Fast online coherency
0OS detection [17]

Voltage fluctuations
based OOS detection
[18]

The method does not require any computation of
protection settings.

Enhances existing OOS protection, provides more
secure and reliable operation for oscillatory OOS
compared to existing methods; has predictive prop-
erties.

Provides settingless OOS protection, has been pro-
totyped in a real industrial system.

Methods offer fast and accurate OOS condition
detection, can predict OOS conditions.

Method does not require offline studies or predeter-
mined settings. It provides faster and more reliable
OOS detection than conventional approaches, and
has been fully prototyped.

The method is more secure and provides faster
OOS detection than conventional solutions.

The method shows more reliable OOS detection
than conventional solutions.

The method shows fast detection of instability.

Requires monitoring of all the generator buses
in the network; operates after several out-of-step
cycles.

OOS detection speed is not known; not effective in
detecting non-oscillatory unstable swings.

OOS detection speed is not elaborated; no predic-
tive properties.

The correct performance of the methods requires
extensive training using detailed models.

No predictive properties.

Requires a step change in the network to determine
network impedances for OOS detection; no predic-
tive properties.

OOS detection speed is not elaborated; only appli-
cable at generator terminals, requires a threshold
setting; no predictive properties.

Requires a high level of observability in the net-
work; no predictive properties.

Table 1 represents an overview of currently available
approaches to detect an OOS condition, based on the
prior industrial and academic achievements. The advan-
tages and the limitations of the conventional and notable
non-conventional OOS protection methods that have been
published so far are highlighted.

In [3], an angle-controlled OOS protection is proposed,
in which the whole power system is reduced to a two-terminal
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network, and the equivalent generator voltage vectors are
compared. This also relies on the predetermined impedance
settings of the equivalent networks, and thus is difficult
to adapt to real-time system reconfigurations. The solution
proposed in [6] utilizes power-time curves at the measured
location to determine generator stability by applying the
energy equilibrium criterion. The advantage of this approach
is that the instability is detected directly from the power-time
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(P —t) curve, and it does not require any network reduction
and offline studies. However, this concept can be applied
only directly at the generator terminals and not on tie-lines
in the network because in a multi-machine network, each
generator output needs to be individually monitored. In [8],
the authors proposed a method to detect the generator insta-
bility by utilizing measurement data during the disturbance.
With this method, the simulations are run faster than the
measurements in real-time. This solution results in a very fast
OOS detection, however, it requires detailed knowledge about
the generator parameters, which a network operator might not
have access to.

Additionally, there are also approaches that have made
use of machine learning techniques to tackle the OOS prob-
lem [13]-[15]. These approaches, however, require extensive
model simulations for the purposes of training the machine
learning algorithms, and therefore do not show major
advantages (at present) over the classical impedance-based
protections.

Furthermore, a number of effective OOS protection meth-
ods based on wide-area information have been published
recently in literature. Some of the most notable recent work
can be found in [19]-[21] and [22]. All these methods,
however, rely on measurements that are located directly at
the generator terminals or at the corresponding high-voltage
terminals. This limiting factor is often overlooked, while it
makes the developed methods difficult to apply in actual
power systems due to the lack of coverage of PMUs in a large
power system.

Apart from the methods listed in the comparative table,
some recent work on OOS protection based on local measure-
ments include [23], [24] and [25]. These methods, however,
can only be applied on generator terminals, since they require
direct input from generator measurements.

In addition there exist OOS protection algorithms in liter-
ature, that make use of state estimation techniques together
with local and wide-area information in [26]. The method
shows improved results compared to impedance-based gen-
erator OOS protection, however, the effectiveness of this
method on arbitrary tie-lines in the network has not been
investigated.

This paper proposes a new OOS protection algorithm based
on angle derivatives, which requires only two PMU measure-
ments to be applied. The developed algorithm is suitable to be
used in arbitrary power systems on transmission lines where
an OOS condition can be expected. It relies on PMU mea-
surement data from both ends of the transmission line, and is
based on the well-known power-angle curve, and the stability
phenomena of the power system when an OOS condition
takes place. The novel algorithm is implemented and tested
using an industrial controller by using real-time hardware-in-
the-loop (HiL) simulations. A real-time simulation model of
the Icelandic power system (Landsnet) is developed and vali-
dated using measured OOS event data. This model, as well as
the existing wide-area measurement data from Landsnet, are
used for testing the proposed algorithm in various scenarios.

78292

Furthermore, a comparative study using two commercially
available impedance-based OOS relays and the newly devel-
oped solution is performed in a customized IEEE 39-bus
network.

The rest of the paper is organized as follows: Section II
presents the proposed algorithm; Section III describes the
methodology for the algorithm testing; Section IV details and
validates the real-time network model of the Icelandic power
system; Section V shows the performed case studies with
results, and finally, the paper ends up with conclusions.

Il. PROPOSED ALGORITHM

A. THE OUT-OF-STEP PHENOMENON BACKGROUND

The proposed algorithm relies on the widely applied
power-angle characteristic of a generator. According to the
classical representation, a generator’s dynamic behavior is
represented by the swing equation [27] (1) as follows,

M d?s

=Py — PS5 1
o ®) M)

where M - the inertia constant of the equivalent machine;
wy - the rotor speed of the generator; § - the internal voltage
angle of the generator; P,, - the mechanical input power of the
generator; P, - the electrical output power of the generator.

The electrical output of the generator (P.(5)) depends on
the angular difference of two equivalent voltage phasors that
are separated by impedance x;,,. This relation forms, what
is known as, the power-angle curve of a generator and is
expressed by equation (2),

|EJNE>| .
—SI1n

Xtot

P.(8) = 8 @)
where |E;|, |E>| - the equivalent internal voltage phasor
magnitudes of the sources; x;,; - the equivalent reactance
between the two sources, and § - the angle difference of the
equivalent phasors.

The resistances of machines and transmission lines are
neglected in equation (2), since resistances introduce a damp-
ing term in the swing equation. In addition the mechanical
input power of the generators is assumed to be constant,
as well as the generators are assumed to be constant voltage
sources behind a reactance, which neglects the effects of
automatic voltage regulation. In this way we consider the
worst-case scenario of the power-angle relationship in the
network. Furthermore, it should be acknowledged that the due
to the these reasons the actual power-angle curve may devi-
ate from the idealistic curve, which is used to explain the
general phenomenon of transient stability. However, it has to
be pointed out, that in the networks used for case studies,
the generators are equipped with voltage control and the
resistances are considered as well as the losses in the network.
With this approach the algorithm is tested in near-realistic
conditions.

This power-angle curve can be applied to determine the
power transfer across a single transmission line in a meshed
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transmission network. A multi-machine system can be sepa-
rated into two groups of machines, that represent the inertia
centers at either end of a transmission line [28]. Note that
the equation (2) is applicable also for power flow through
an arbitrary transmission line, when the equivalent internal
voltage phasors are replaced with the voltage values at the
ends of the transmission line in question. Hence, by using the
power-angle curve, the dynamic stability around a tie-line can
be assessed.

Fig. 1b represents the power-angle characteristics for pre-
, faulted- and postfault state of a two-machine equivalent
system shown in Fig. 1a. On the power-angle characteristic,
two operating points can be determined by using a prefault
steady-state power transfer (noted as P,,). The operating point
located in the left half of the characteristic is a stable operat-
ing point. According to the Equal Area Criterion (EAC) [27],
the maximum angle difference of a recoverable swing cannot
be greater than the second operating point (called Last Stable
Angle - LSA), though it may be smaller. The further increase
of the angle difference beyond the LSA point will definitively
result in an unstable generator operation. Thus, the LSA point
is critical to distinguish between a stable and an unstable
swing. The LSA point is located on the postfault curve, which
sits lower than the prefault curve due to the transmission
impedance increasing upon switching off the faulty element.

When observing the dynamic behavior of a power system,
it can be noted that during a fault, the electrical active power
is lowered due to the reduced voltage magnitudes. However,
the mechanical energy given to the generators by the prime
movers remains rather constant. Due to this difference in
energy the angular difference between the equivalent voltages
begins to increase. After the fault clearing the increased value
is indicated as §;, and the surplus of energy obtained during
a fault condition is indicated by the shaded area in Fig. 1b.

Thereafter, the electrical output power is higher than the
mechanical input power, and the increase of the angular
difference is slowing down. Due to inertia, the angular dif-
ference keeps increasing, until the surplus of energy obtained
during fault disappears. This means that during that time the
first derivative of the angle value will be positive, because
the angle difference keeps increasing. However, the second
derivative of the angle difference will be negative, since the
rate at which the angle is increasing, is lowering. In addition,
during this process the electrical power output will also be
increasing. Accordingly, the first derivative value of the active
power will have a positive value. The angular difference will
increase until reaching a maximum value denoted by §,,.
At this point, equality between the obtained and the dissipated
energy is reached. This process is illustrated in Fig 1c.

Once the maximum angle value is reached, the angular
difference will start to decrease, and the system will move
towards a new stable equilibrium point. During this process,
the angle change speed and the change in active power will be
negative, thus the derivative values are negative. The process
is illustrated in Fig. 1d, and is known as a stable power
swing. It has to be noted that during a stable power swing
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FIGURE 1. Two-machine system and the demonstration of a stable power
swing process on a power-angle curve. (a) Two-machine equivalent with a
connecting transmission reactance, (b) Power-angle curve illustrating the
pre-, faulted- and postfault operations, with the Last Stable Angle point
denoted as 5;54. (c) Power system operation after a disturbance; during
this operation the angle difference is decelerating until reaching the
maximum angular difference of é;;, where the surplus of energy has all
been dissipated. (d) Power system operation after the surplus of energy
after the disturbance has been dissipated and the angular difference is
decreasing while system is settling at a stable operation point.

Prefault curve do &’ dpP
P Postfault curve dr >0; a7 <0 >0
P A P = L54
| T
9 0 Orsu 4 dp O O OLsa d
(a) (b)
ds _, d’5_, dP ) K P
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P N L54 P LS4
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7 7
dy 0 O Orsa 4 dy O L g
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FIGURE 2. Demonstration of an unstable power swing process on a
power-angle curve (a) Power-angle curve illustrating the pre-, faulted- and
postfault operations, with the Last Stable Angle point denoted as ;4.
(b) Power system operation after a disturbance, during this operation the
angle difference is decelerating, and power derivative remains positive
until reaching the maximum active power value at §,. (c) Power system
operation after passing the maximum power value, during this operation
the power derivative is negative and the angle difference is decelerating
until reaching the Last Stable Angle point. (d) System operation becomes
unstable after passing the Last Stable Angle point.

the operating point may pass beyond the maximum power
point 82, however, it will not cross 87s4.

The process of an unstable swing is illustrated in Fig. 2,
where post-fault impedance is assumed to be higher than
in the stable case. For comparison purposes this example
of an unstable swing is again started with a fault in the
power system. The beginning of the swing process is sim-
ilar to the stable swing explained before, and is illustrated
in Fig. 2a. After the fault clearance the angular difference
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is again increasing, and during the start of the process the
acceleration and the speed of the angle change have the same
signs as those with the stable swing, as illustrated in Fig. 2b.
However, in this case, the angular difference continues to
increase, passing the point §, in the power-angle curve. The
electrical power value begins to lower, and consequently the
derivative of power will become negative, as illustrated in
Fig. 2c. Subsequently, with the further increase in angular
difference, the LSA point (denoted by §r54) will be passed.
When the system has passed this point, the angular difference
will start accelerating. This means that the stable operation
of the power system is no longer possible and the system
will experience an OOS condition. This condition is indi-
cated by the second derivative of the angle value becoming
positive, with the first derivative value remaining positive.
Simultaneously, the first derivative value of the active power
is negative. This situation is illustrated in Fig. 2d. It has been
shown that the use of the power-angle characteristic and EAC
concept applies for assessing complex stability phenomena
in large multi-machine systems, in addition to a two-machine
equivalent network [29].

It should be noted, however, that in reality the power-angle
curve is different than the idealised curve used for the expla-
nation above, i.e. the amplitude value of the power-angle
curve is shifted away from the theoretical maximum at
90 degrees. The reason for this is that the voltages are not
constant and the losses are not taken into account. The mech-
anisms and mathematical explanation of the variations in
the power-angle curve are discussed in more detail in [30]
and [31].

To summarize, the growing angle difference and dropping
active power together point to the right half of the power-
angle curve, while the change of sign of the angle difference
acceleration (second derivative becoming positive) indicates
the crossing of the LSA point. These three criteria unambigu-
ously identify that the power swing becomes non-recoverable
and therefore can be used as a basis for the proposed OOS
protection algorithm.

B. DEVELOPED OUT-OF-STEP PROTECTION ALGORITHM
The developed protection algorithm uses the measurements
provided by the PMUs on both ends of a transmission line.
This allows for the computation of angular difference deriva-
tive values, in addition to the monitoring of the voltage,
current and power values.

It must be noted that due to the discrete nature of
PMU measurements the continuous derivatives mentioned in
Section II should be substituted with finite differences, i.e.
we are supposed to replace % with ﬁ—‘f. Nevertheless, for
the purpose of simplicity we will continue to use the same
terminology as above, bearing in mind that all the derivatives
will be estimated using sampled discrete measurements and
finite differences.

According to the explanation given above for an OOS
condition, shown in Fig. 2d, the criteria for the protection
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operation are as follows:

dé 0

ar

d*s

dr?

These conditions might be also fulfilled during normal

operation, while the operating point is situated in the stable

operation area of the power-angle curve. In order to stop the

OOS protection algorithm from operation during normal con-

ditions, blocking and restraining criteria have been defined.

The criteria for blocking the protection function during
normal grid conditions are as follows:

for two consecutive measurements

> (0 for three consecutive measurements

Measured voltage above 0.89 p.u.
Measured voltage below 0.2 p.u.

The first criterion is used to ensure protection is blocked
when the network operates in nominal condition. The second
criterion is used to check if there is a fault present on the pro-
tected line. The values proposed above should be considered
as indicative, the exact thresholds may be adjusted based on
the local deployment conditions. If either of those conditions
are fulfilled, the protection will not operate.

In order to restrain the protection from operation while the
system is experiencing a stable power swing, the following
criteria are used:

dpP .
E > (0 for two consecutive measurements
av .
I > (0 for two consecutive measurements

The first criterion restrains the protection from operat-
ing whilst the operation point is located in the first half of
the power-angle curve, where, during the angular difference
increase, the active power transfer also increases. The second
criterion restrains the protection algorithm from operation
when the system is in the process of leaving the swinging
condition, and the voltages increase. The objective of using
these criterion is to allow the protection to only operate when
the system is moving towards instability after passing the
theoretical maximum power transfer point on the power-angle
curve.

It has to be noted that the algorithm requires multiple con-
secutive measurements to fulfill the presented criteria in order
to operate, in order to avoid the algorithm from operating
from a singular measurement result which may be caused
by noise. Therefore, the operation time of the algorithm is
also dependent on the sampling rate used for the input data
streams.

The algorithm is divided into three main segments and
its structure is shown in Fig. 3. The first segment, circled
in red in Fig. 3, is responsible for checking the data valid-
ity and blocking the protection based on voltage measure-
ments. The second segment, circled in green, computes and
assesses the active power and voltage derivative values and
restrains the protection operation if necessary. Finally, the
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Start
algorithm

Failed

Active power
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operation

Angle difference
measurement

<
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FIGURE 3. Principle diagram of the developed 0OOS protection algorithm.

third segment, denoted in blue, computes the first and second
derivatives of the angle difference, and is responsible for
OOS detection and protection operation command. The main
advantages of the developed algorithm compared to existing
solutions are, that it requires no offline studies or simulations
and requires little processing power, therefore it is easily
adoptable on already existing hardware.
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IIl. TESTING METHODOLOGY AND TEST SETUP

In this section, the implementation of the developed algorithm
is explained together with the simulaion platform and the
IEEE 39 bus model used as a testing network. The algorithm
is tested using HiL. simulations by feeding PMU measure-
ment data into a dedicated phasor-based controller. Simulta-
neously, analogue voltage and current waveform signals are
provided to the impedance-based OOS protection devices in
order to compare the performance of the new method and
existing solutions.

A. IMPLEMENTATION OF THE DEVELOPED ALGORITHM
FOR Hil TESTING

The algorithm is developed and deployed on an external
programmable controller device [32]. This phasor-based con-
troller is capable of receiving multiple PMU data inputs and
executing complex custom-built algorithms in a fast, deter-
ministic manner.

The data validity check shown at the start of the algorithm
in Fig. 3 is handled by the controller hardware. If the mea-
sured data does not pass the validity check, meaning that the
data is not time-synchronized or PMU frames are missing,
the protection algorithm is blocked. When the validity check
is passed, the measurement values are allowed to be supplied
to the protection algorithm described in Section II.

The controller, where the proposed algorithm is imple-
mented, receives measurement data from real-time sim-
ulations over an Ethernet network according to IEEE
C37.118 standard. The data rate used affects the decision
time of the algorithm, since the algorithm’s criteria are linked
to consecutive measurements. Therefore, the slower the data
rate, the slower the decision time. For uniformity throughout
the paper, the PMU data rate used for the tests conducted
with IEEE 39 bus networks was 60 fps (frames per sec-
ond). The data rate for tests with the Icelandic simulated
network, as well as recorded OOS events from Iceland, was
50 fps. The controller provides feedback signals and calcu-
lated values back to the Real-Time Digital Simulator using
IEC 61850 GOOSE messages. PDC (Phasor Data Concen-
trator) Wait Time [33] of 100 ms was implemented in the
controller in order to consider the representative latency of
the data collection using PMUs from different geographic
locations. The processing cycle time of the controller was
configured at 16.667 ms and 20 ms for the IEEE 39 bus
network and Icelandic system tests respectively.

The proposed algorithm installed on the controller is tested
in parallel with two physical relays using HiL test setup. The
illustration of the setup is shown in Fig. 4. The information
marked by red represents the input values to the hardware:
analogue voltage and current signals for the impedance-based
OOS protection relays, and IEEE C37.118 PMU data for the
phasor-based controller. The information marked in green
shows operation signals in the form of digital inputs from the
relays and IEC 61850 data for the controller. The particular
test scenarios and the test network model are explained fur-
ther in the next sections.
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Real Time ) _ o
Digital Digital output signals for tripping from relays
Simulator
Analogue Analogue =
-

V&Il ——
— = B\ ——

Power amplifier

Physical relays
IEEE C37.118 data under testing

50 or 60 frames/s

IEC 61850 GOOSE

<=

External controller with
developed algorithm

FIGURE 4. Experimental setup for HiL OOS protection testing using
hardware.

FIGURE 5. Modified IEEE 39 bus network with added type 4 wind farms.
Red marks Case A testing location and blue Case B testing location, wind
farms W1-W5 are added to buses 21, 15, 25, 16 and 29, respectively.

B. MODIFIED IEEE 39 BUS TEST SYSTEM AND TEST CASES
In order to test the performance of the algorithm in a multi-
machine network, the IEEE 39 bus network model was used.
The model is modified by adding generic grid-following wind
farms (W1 - W5) at some buses, using an existing wind
power plant model in the simulation software [34]. In this
way, the developed solution can be tested for different grid
and generation mix conditions. The modified test network is
shown in Fig. 5. Two different test locations are chosen to
investigate different power swing conditions in the network
and test the protection devices for various scenarios. The first
test location is circled in red and shown as Case A, whilst
the second denoted in blue is Case B. The former location
demonstrates the power swing scenario occurring between
two larger parts of the network, while the latter location
represents a case of a single machine connected to an infinite
bus system.
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Both locations cover two tie-lines each in order to see the
proposed algorithm’s behavior for different tie-line lengths.
For Case A, the protection was tested for the lines between
buses 14-15 and 16-17. To create an OOS condition in the
power system, a three-phase short circuit is applied on bus 16.
The fault is cleared by disconnecting one of the transmission
lines emanating from bus 16, and thereafter power swings
take place on the remaining tie-line between the two parts
of the network. For Case B, the transmission lines under
observation are those between buses 26-29 and 28-29. Power
swings are created by applying a three-phase short circuit on
bus 29. The fault is cleared by disconnecting one of the two
tie-lines connected to this bus, leading to power swings along
the remaining transmission lines.

For the studied Case A, the impedance-based protection
relays are situated on bus 15 for line 14-15 and on bus 16
for line 16-17. For Case B, the impedance-based protec-
tion relays are at bus 29 of the transmission lines for both
tested lines. The PMUs that stream measurement data to
the phasor-based controller are situated on both ends of the
transmission lines in all of the tested cases.

Both of the tested relays incorporate an impedance-based
OOS algorithm, and are set to trip on the way in (TOWI) and
on the way out (TOWO) of the configured impedance char-
acteristic. The settings of the protection devices are obtained
according to the manufacturer guidelines as explained in the
user manuals of the relays; the settings were calculated using
a base case of fully synchronous system [35], [36].

In order to test the OOS protections for various grid condi-
tions, the output power of the wind power plants is scaled up
while simultaneously decreasing the synchronous generation
capacity. For Case A, for a specific renewable penetration
scenario (RES %), all four wind power plants (denoted as
W1-W4 in Fig. 5) in the network area provide the specific
percentage of the base case synchronous generation output
of the four generators (denoted as G4, G5, G6 and G7) in the
area. At the same time, the apparent power of these generators
is decreased from the initial value of 1000 MVA by the same
specific percentage of the RES % level. This is done in order
to also decrease the total inertia of the generators together
with their output power. For Case B, one generator (G9)
and one windfarm (W5) are scaled accordingly. Additionally,
at each RES % case the simulation is repeated five times to
evaluate the consistency of the tested OOS protection devices.
This results in a total number of 300 real-time simulations for
the case studies using IEEE 39 bus test network.

C. CONCEPT VERIFICATION

In this subsection, the developed algorithm’s response to a
stable and unstable swing for Case A location in the IEEE
39 bus network is shown.

The case of a stable power swing is shown in Fig. 6. The
swing is initiated by a five-cycle long fault in the system
occurring at 0.15 seconds (shown by (D), after which the
system goes through a stable swing. Fig. 6a shows the signals
associated with the developed algorithm in the controller,
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power swing in the network. (a) protection algorithm signals in the
external controller, (b) the voltage magnitudes at both ends of the
protected transmission line and (c) the active power through the
protected line.

as described in Section Il of this paper. Figs. 6b and 6c¢
illustrate the streamed measurement values of the voltage
and the active power through the transmission line from
the real-time simulation. It can be observed that after the
short-circuit condition has ended, the blocking criteria for the
protection function are disabled (specified by @). However,
the restraining criteria are inactive only for a very short
duration, right after the fault has been cleared, and, thereafter
become active, because the power transferred through the
transmission line is increasing, thus the derivative value is
positive. In addition, once the power starts decreasing, the
voltage value starts increasing. Due to this behavior, the
restraint criterion remains active and the protection provides
no operation command during a stable swing. After some
time the voltage values return to nominal operation level and
the blocking criterion is activated, as indicated by ).

The reaction of the algorithm to an unstable power swing
is shown in Fig. 7. The swing is initiated by a six-cycle
fault in the system occurring at 0.15 seconds (shown by (D),
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after which the system experiences an unstable swing. Fig. 7a
shows the developed algorithm signals in the controller,
whilst Figs. 7b and 7c show the measured quantities from
the simulation. From the response of the protection, it can
be observed that after the short-circuit fault the blocking cri-
terion is disabled, as shown by @). This is because the voltage
value is out of bounds of the blocking criterion. However, the
restraint criterion is active, since the measured active power
transfer through the transmission line is increasing. In the
meantime, it can be seen that the voltage value is decreasing,
and, accordingly, the derivative of the voltage value is nega-
tive. Once the active power starts decreasing, the restraining
criterion deactivates. This means that both the blocking and
the restraining criteria are not active; therefore the protection
will issue an operating command as soon as the first and
second derivatives of the angular difference are both positive
for two and three consecutive consecutive cycles respectively.
The protection detects the unstable condition, which is seen
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FIGURE 8. Icelandic power system, the corresponding corridors of lines
connecting two parts of the network are outlined in red and green for the
northern and southern ring connections respectively. [37].

by the operation signal activation at instance 3). Hence it
can be concluded that the developed protection algorithm is
able to distinguish between unstable and stable swings in the
network, and is able to issue tripping commands when there
is an unstable power swing developing on the protected line.

IV. ICELANDIC POWER SYSTEM MODEL VERIFICATION
FOR REAL-TIME SIMULATIONS

To display the developed algorithm’s robustness for the appli-
cation in arbitrary power systems, the Icelandic power system
has been used for additional simulations. In order to perform
real-time simulations to test the OOS protection, the Icelandic
power system was modelled in RTDS environment. Fig. 8
shows the Icelandic power system, which has two centers
of inertia, situated in southwest and in the eastern part of
the island. The two main centers of inertia are connected
with links, known as the northern ring connection (north
corridor), circled with red, and the southern ring connection
(south corridor), circled with green. In addition, the southern
ring connection uses series compensation by utilizing a series
capacitor that can be switched on or off. On these two ring
connections power swings are expected, and the developed
protection algorithm is expected to be installed.

The Icelandic grid uses a wide-area monitoring sys-
tem with a number of PMUs installed in the network.
The wide-area monitoring system has recorded several
system-level events including OOS conditions, which are
used to compare the developed network model behavior to
the actual system behavior. The network model in RTDS
environment was developed based on the PSS/E® network
model provided by Landsnet.

Two recorded OOS events were used to validate the created
model in RTDS. The first OOS event was initiated by a busbar
flashover in one of the substations located in the northern
ring connection, which led to the loss of the substation and
disconnection of the northern transmission corridor, resulting
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with the fault in the north corridor substation, 2 - fault clearance,

@ - first pole slip in simulated values, @) - first pole slip in measured
values.

in an OOS condition in the southern ring. The second event
was initiated by a sudden loss of load in the south-western
inertia center. This contingency caused system split, where
some generators in the south west system were connected to
the rest of eastern network only through the southern ring
connection, and led to an OOS condition in the southern
corridor of the network.

The comparison of the measured values and the simulated
results for the first OOS event is shown in Fig. 9. The fre-
quencies of the south-western inertia center and the northern
inertia center are shown in Figs. 9a and 9b, whereas the
active power flow in the southern corridor during the event is
shown in Fig. 9c. The specific events of interest are marked
throughout the subfigures, where () marks the start of the
sequence of events with a flashover at the substation in the
northern corridor, at 10.2 seconds. After 300 ms (marked
as @), the fault is cleared by tripping the remote ends of the
lines from the faulted busbar, leading to the disconnection
of the northern transmission corridor. Thereafter, the active
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corridor, 3 - north corridor disconnection from overload, @ - first pole
slip in measured values, 5 - first pole slip in simulation.

power is transferred through the southern corridor, and the
system goes through a stable swing, after which it fails to
maintain stability. The northern and southern parts of the
network experience the first pole slip at @) and @ for the
measured and simulated results respectively.

It can be observed that the simulated and measured data
show a slight deviation, however, the general behavior of
the simulated network and the measurement data is similar.
For both cases, after the initial event occurs, the system goes
through a stable swing. The simulated results show greater
swing frequency than the measured one. This is likely caused
by a difference in generator dispatch during the event, as well
as by the effects of the user-defined governor models.

The comparison of the measured values and simulated
results for the second OOS event is shown in Fig. 10. The fre-
quencies of the south-western inertia center and the northern
inertia center are shown in Fig. 10a and Fig. 10b, respectively,
whereas the active power flow in the southern corridor during
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the event is shown in Fig. 10c. The specific events of interest
are marked throughout the subfigures, where (D) denotes the
start of the sequence of events with a large loss of load in
the network at 25.6 seconds. The loss of load is followed
by an inter-trip from the overload protection of the southern
corridor marked as @). Due to disconnection in the 220 kV
substation nearest to the southern link, only two generators
remain connected to the network through the southern cor-
ridor. At @), the northern corridor link is disconnected by
the overload protection, effectively separating the two inertia
centers of the network. As a result, the two generators left on
the southern corridor pass through three stable power swings,
which are increasing in magnitude, and experience a pole slip
at @ and Q) for the measured values and simulation results,
respectively.

From the comparison of the measured and simulated val-
ues it can be observed that the simulated results are well
aligned with the actual measured values for this event. The
frequency in the south-western inertia center follows closely
the measured values, and in the northern part there is a slight
difference in the gradient of the frequency increase, which
may be caused by a difference in production units during the
actual event and the simulation, together with the effect of
non-standard governors used in the Icelandic power system.
As for the power flow in the southern corridor, the simulated
values closely match the measured values. Based on these
results, it can be concluded that the model follows the real-life
characteristics of the Icelandic power system and can be used
to investigate OOS protection algorithm in the future.

V. CASE STUDIES

This section presents the test results of the developed pro-
tection algorithm using real-time simulations with the IEEE
39 bus test network and the recorded data from OOS events
in the Icelandic power system, as well as the simulations with
the developed Icelandic power network model. While there
are numerous other methods developed for OOS protection,
as shown in Section I, the aim of the conducted case studies
is to compare the performance of the developed solution to
currently available impedance-based protection devices.

A. COMPARATIVE RESULTS FROM IEEE 39 BUS NETWORK
SIMULATIONS
In this subsection, the results of the comparative analy-
ses of the developed algorithm and the currently available
impedance-based OOS protection relays are shown. The
overall detection rate of the OOS conditions for both of the
test cases, and the tested algorithms, is shown in Fig. 11.
Regarding Case A, it can be seen that Relays 1 and 2 fail to
operate in 6.7 % and 3.6 % of all the performed tests respec-
tively. In contrast the new algorithm operates in 100 % of all
the tests. However, when looking at a single machine going
OOS with the rest of the system (Case B), the conventional
relays show significantly lower detection rates compared to
the developed algorithm. The failure rate is 23 % and 22.2 %
for Relay 1 and Relay 2, respectively. At the same time, the
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FIGURE 12. OOS protection operating times of protection devices for
Case A. (a) represents a case study on the transmission line between
buses 14-15 and (b) represents a case study on the transmission line
between buses 16-17.

developed algorithm successfully operates in 95.8 % of the
Case B tests, giving the failure rate of 4.2 %.

1) COMPARISON OF RESULTS IN CASE A

The operating time comparison between the two tested
impedance-based relays and the developed OOS algorithm
is shown in Fig. 12. The operating times show how long it
takes the protection device to provide a trip command after
the short-circuit fault has been cleared. The value of 0’ means
that the protection device did not provide any tripping com-
mand within five seconds after the OOS condition, at which
point the simulation is terminated. Fig. 12a shows the operat-
ing times when the protection is installed on the transmission
line between buses 14-15, and Fig. 12b shows the operating
times when the protection is used on the transmission line
between buses 16-17.

From this figure it can be observed that the developed
algorithm shows significantly lower operating times on both
of the installed transmission lines. The developed algorithm,
on average, is 490 ms and 540 ms faster compared to Relay 1
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and Relay 2 respectively. For the transmission line between
buses 16-17 both of the impedance-based protection relays
failed to operate in the 55 % RES scenario and Relay 1 also
failed to operate in the 60 % RES scenario, however, the
developed algorithm successfully operated.

2) COMPARISON OF RESULTS IN CASE B
The protection operating time comparison for Case B is
shown in Fig. 13. Overall, the developed algorithm has the
same operating time in this simulation case compared to
Relay 2. Compared to Relay 1, the developed algorithm
operates 300 ms faster. Fig. 13a shows the operating times of
the case study on the transmission line between buses 26-29,
and Fig. 13b shows the protection operation times for the case
study performed between buses 28-29. It can be observed
that compared to simulation Case A the protection opera-
tion times are closer together for this case. The developed
protection algorithm displays very similar operating times to
Relay 2, whilst Relay 1 shows slower operating times for the
majority of conducted tests. For the cases performed on the
transmission line between buses 26-28, it should be noted that
Relay 1 issued a trip command from the distance protection
function instead of the OOS protection function. This applies
to tests conducted with 60 % and above RES % scenarios.
Additionally, it can be seen that Relay 2 does not operate
for some of the RES % scenarios, whilst the other two tested
devices do.

Regarding the case study performed on the transmission
line between buses 28-29, it can be seen that in this case
Relay 1 fails to operate on lower RES % as well as higher.
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In addition, the operating time is higher compared to the
other two tested approaches, because in this case study the
protection operates on the second swing.

B. PROTECTION TESTING RESULTS USING OUT-OF-STEP
EVENT RECORDINGS

The developed OOS protection algorithm has been also tested
using event recordings from the Icelandic power system.
To test the algorithm, the recorded historical PMU data
has been streamed from a personal computer (PC) using a
C37.118 emulator. The data was streamed to the phasor-based
controller, where the developed algorithm is installed. The
experimental setup for this case is shown in Fig. 14. The
response of the algorithm has been recorded for a total of four
OOS events that have been studied. The developed solution
showed good results, providing successful operation for all of
the recorded OOS events. The OOS event recordings used for
the algorithm testing are described as follows:

o Event 1 and event 2 are nearly identical; both events
were initiated by a flashover at a substation in the north-
ern corridor of the power system, followed by its discon-
nection; the increased power flow through the southern
corridor triggered an OOS event in the power system.

o Event 3 was initiated by an energization of a trans-
mission line in the eastern part of the system, which
caused undamped oscillations between the two centers
of inertia, however, the OOS condition did not occur on
the protected line.

o Event 4 was initiated by a large loss of load in the
south-western part of the network. After this contin-
gency, overload protection operated on the northern part
of the ring connection, and an inter-trip separated the
two generators in the southern corridor, which, after a
few oscillations, resulted in an OOS condition on the
southern ring connection.

Figs. 15 and 16 show the developed protection algorithm
response, the voltage variations at the two measurement loca-
tions on the southern link and the measured power for Event 1
and Event 2, respectively. For both events the power system
first goes through a stable swing and afterwards becomes
unstable, resulting in an OOS situation. The dashed line
denoted by (D shows the start of the event. From the pro-
tection signals shown in Figs. 15a and 16a for Event 1 and
Event 2 respectively, it can be observed that during the ifirst
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power in the southern corridor during the event.

stable swing the protection algorithm performs correctly.
During this process the algorithm gets deblocked, indicated
by @, due to the occurred voltage dips in the system, and
subsequently the restraint criteria are also lifted. The protec-
tion, however, does not give a trip signal, because the swing
is stable. The second power swing becomes unstable for both
events due to the large oscillations in voltages and power.
For the unstable swings, the developed protection operates
correctly, which can be seen from the operation signal traces
indicated by ). Since there is no specific OOS protection
currently active in the Icelandic system, the recorded event
continuous to evolve into OOS oscillations with increasing
frequency, until a distance protection operates somewhere in
the network. As shown in Figs. 15 and 16, this situation could
have been resolved more rapidly using the proposed OOS
solution.

Fig. 17 shows the developed protection algorithm response,
the measured voltages at the two ends of the southern cor-
ridor, and the corridor power for OOS Event 3. From this
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FIGURE 16. Protection algorithm response to Event 2 data. The dashed
line marked as (1) shows the start of the O0S event at 2.1 seconds. (a) the
protection algorithm signals from the controller, (b) the voltage at the two
measurement locations in the southern corridor and (c) the measured
power in the southern corridor during the event.

figure it can be observed that after the line energization at
0.5 seconds, marked by (D, the system starts to oscillate.
The oscillations are undamped and increasing in magnitude
for both voltages and measured power, as can be seen in
Figs. 17b and 17c. From the protection signal response shown
in Fig. 17a, it can be seen that the protection algorithm is
deblocked during the power swings, first of which is denoted
by @. As the OOS condition does not show on the protected
line, the protection is stable and does not provide any oper-
ation command. The condition is cleared by a distance pro-
tection operation elsewhere in the network, indicated by 3) at
34 seconds. Therefore, it can be concluded that the developed
protection algorithm is stable when the OOS condition is not
localized to the protected tie-line.
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Fig. 18 shows the developed algorithm response, measured
voltages at the two locations in the southern link and the
power flow for OOS Event 4. The dashed line marked in
the figure shows the start of the event with the loss of load
at 1.3 seconds, indicated by (D). Following the initial loss
of load, it can be seen that the power transfer through the
corridor, shown in Fig. 18c, starts increasing. At the same
time, the voltages, shown in Fig. 18b, decrease, which leads
to disabling the blocking criterion of the algorithm, as can be
seen from the protection signals shown in Fig. 18a. At the
time of 1.8 seconds a jump in power transfer occurs, marked
by @. This signifies the northern corridor disconnection
due to overload. Thereafter, the southern ring connection
experiences four stable swings, with progressively increasing
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magnitude, during which the protection does not operate.
After the fourth swing, the system runs into instability, and
the protection operates (marked as ) due to the OOS con-
ditions being fulfilled.

C. PROTECTION TESTING RESULTS FROM ICELANDIC
POWER SYSTEM SIMULATIONS

Using the previously verified Icelandic power system model,
which was developed in Section IV for real-time simulation,
a number of tests were carried out. The simulations were
conducted using Event 1 and Event 4 pre-fault conditions
as the base case. Different grid conditions were used to
test the developed protection algorithm. This was done by
switching the series capacitor on the southern link in and out
of operation, as well as disconnecting lines in the system. The
simulations consisted of symmetrical and asymmetrical faults
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performed on different transmission lines in the network
including single-pole reclose. From the numerous simulation
results, it can be concluded that:

o The algorithm is stable when the power system experi-
ences damped oscillations.

o The algorithm does not operate during single pole trip-
ping and reclosing process.

o The algorithm provides operation for cases when an
OOS event occurs for both the southern ring connection
and the northern ring connection.

Based on the conducted tests, it can be concluded that the

algorithm offers high security and dependability for OOS
protection in the power network.

VI. CONCLUSION

In this paper a new OOS protection algorithm based on
discrete angle derivatives has been presented, which is tested
and implemented on hardware. The testing of the developed
algorithm is done by using real-time simulations that build
on the well-studied IEEE 39 bus power network. The perfor-
mance of the developed algorithm is compared to the conven-
tional impedance-based OOS protection relays. Furthermore,
the algorithm is tested using the developed and validated
real-time simulations model of the Icelandic transmission
network, as well as using recorded data from several OOS
events that occurred in the Icelandic power system. The
algorithm shows reliable and fast operation for various states
of the grid in the case of OOS events, and high security
during stable power swings. The developed algorithm is fully
measurement-based and settingless. Therefore, it is suitable
to be applied on arbitrary locations in power systems, where
OOS conditions are expected to occur. The results of the
simulations and numerous tests show that:

o The developed algorithm performs better in terms of
operating time compared to present commercially avail-
able impedance-based protection devices.

« Based on the case studies, the algorithm has higher reli-
ability than the impedance-based protection algorithms.

« In addition to numerical real-time simulations, the algo-
rithm has been also tested on actual recordings of OOS
events, which proves its stability and dependability for
real installations.

Finally, the concept has been tested and implemented in

practice by Landsnet in their WACS scheme.
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