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 A B S T R A C T

While most research in human-building-interaction looks at the interaction between humans and building 
automation, few studies question the agency of the building itself. This paper explores how blockchain 
technology can be combined with intelligent buildings to achieve self-ownership and self-agency. Using a 
design science research approach, a blockchain-based smart meditation cabin, the ‘‘no1s1’’ prototype, is 
iteratively designed, tested and evaluated. no1s1 demonstrates that a building can autonomously manage 
access, finances, and operation with minimal human oversight. These findings suggest that blockchain can 
redefine technical system design by embedding ownership and agency into the building itself. The findings 
encourage further exploration into decentralized coordination mechanisms within intelligent environments, 
such as combining blockchain with artificial intelligence and advanced sensing environments, to rethink the 
coordination, ownership and agency of cyber–physical systems in the built environment.
1. Introduction

The introduction of new building technologies, such as the Internet 
of Things (IoT), digital twins, predictive maintenance, and building 
automation, has changed our understanding of buildings. Buildings 
have evolved from simple physical structures to ubiquitous living envi-
ronments of dynamic cyber–physical-social systems [1,2]. The activities 
of both the building and the human occupants can be recorded and an-
alyzed to simulate and optimize processes. This phenomenon has been 
described by scholars using terms such as ‘‘smart buildings’’ [3,4], ‘‘in-
telligent buildings’’ [5,6], and ‘‘autonomous buildings’’ [7]. Recently, 
the field has converged under the new terminology of ‘‘Human Building 
Interaction’’ (HBI) [8,9]. HBI scholars believe that as a building system 
becomes more sophisticated and interactive, the built environment also 
has a strong impact on human behavior and well-being [9].

This increasing intelligence has led scholars to emphasize the in-
dependence and autonomy of buildings. As technical systems enable 
more responsive real-time behavior of buildings [10,11], novel complex 
system characteristics emerge, such as sophisticated feedback loops that 
are similar to those observed in nature [12–14]. Therefore, scholars 
have designed buildings to achieve self-operation and management 
through real-time status detection and system response, such as self-
sustaining drainage and energy systems for buildings [15,16]. Another 

I To be noted, in this study, intelligent building serves as the overarching term that incorporates smart, intelligent, and autonomous buildings.
∗ Corresponding author.
E-mail address: wang@ibi.baug.ethz.ch (H. Wang).

example includes building skins and structures that can ‘‘self-heal’’ 
with real-time detection of the material behavior and corresponding 
predictive maintenance algorithms for repairs [17,18]. Scholars have 
even explored the emerging ‘‘awareness’’ of the cyber–physical systems 
in the built environment [19,20].

However, most of the existing research focuses mainly on technical 
systems, such as building operations automation, smart device inte-
gration, smart building data management, and cost-effective decision-
making algorithms [21–24]. Research has not yet addressed how an 
intelligent built environment can have impacts beyond the operation 
and management of buildings; it is likely that there are also significant 
psychological, social, and economic implications [25]. There is a gap 
in understanding how intelligent buildings interact with their own self-
agency. Traditionally, it is assumed that buildings must be owned by 
an external actor (be it a person or an organization) who is responsible 
for them. If an intelligent building could achieve self-sovereignty, it 
could overturn existing long-held assumptions about human, social, and 
economic systems.

Therefore, this paper investigates how buildings could not only 
be smart and intelligent, but how they might be conceptualized as 
sovereign, autonomous and self-owning agents. The main enabler is 
blockchain technology. Blockchain allows to encode the agency of 
https://doi.org/10.1016/j.autcon.2025.106309
Received 20 September 2024; Received in revised form 27 May 2025; Accepted 27
vailable online 20 June 2025 
926-5805/© 2025 Published by Elsevier B.V. 
 May 2025

https://www.elsevier.com/locate/autcon
https://www.elsevier.com/locate/autcon
https://orcid.org/0000-0003-4544-0715
https://orcid.org/0000-0002-1296-2384
https://orcid.org/0000-0002-0957-484X
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
https://github.com/no1s1labs/no1s1
mailto:wang@ibi.baug.ethz.ch
https://doi.org/10.1016/j.autcon.2025.106309
https://doi.org/10.1016/j.autcon.2025.106309


H. Wang et al. Automation in Construction 177 (2025) 106309 
buildings by bootstrapping their operational and financial logic through 
so-called smart contracts. The resulting building operating system offers 
the possibility of replacing traditional economic intermediaries, such 
as landlords, who often control financial transactions to date, with a 
code-based, logic-centered system embedded in the intelligent building 
system itself. The resulting ‘‘artificial agent’’ [26] has many implica-
tions for economic systems, such as the ability to code the blockchain 
to be non-rent seeking.

To demonstrate the potential of this new system of value and 
ownership, this paper details the design and implementation of the 
prototype ‘‘no1s1’’ (pronounced ‘‘no-one’s one’’), the first self-owned 
house on the blockchain. no1s1 is designed to be a solar-powered 
meditation cabin that can operate autonomously, rent itself out to the 
users, and own its rental income on the blockchain. Our development 
of no1s1 follows the Design Science Research (DSR) methodology, 
chosen for its systematic approach, broad acceptance, and emphasis 
on artifact creation and evaluation. The development of no1s1 follows 
the sequential steps of DSR, including concept development, prototype 
system design, development, iteration, and evaluation.

To describe these steps, the paper proceeds as follows. First, the 
paper introduces necessary background on blockchain technology and 
its applications in the built environment, the concepts of smart and 
intelligent buildings, and engineered ownership in Section 2. In Sec-
tion 3, the paper describes with more specific details the applied DSR 
methodology. Sections 4 through 6 then describe how the necessary 
functionality and technical system was designed and developed, and 
how the system was iteratively tested and demonstrated as an oper-
ational real-world prototype. Section 7 evaluates the design artifact 
no1s1 based on the results of the operation during the demonstration 
and the subsequent user feedback, while Section 8 discusses both 
implications and limitations related to the developed prototype, with 
the focus on topics relating to the future of automation in smart and 
intelligent buildings and potential ways to technically integrate the 
socio-economic aspects within these systems.

2. Background and conceptualization

2.1. Blockchain and the built environment

Blockchain uses cryptography and robust consensus algorithms in 
a peer-to-peer network to reach consensus and validate transactions, 
rather than using traditional intermediaries to store and validate trans-
action data [27,28]. The resulting transparent and immutable transac-
tions, along with the pseudonymity of users identified only by their 
blockchain addresses, allow for more decentralized alternatives to se-
curely facilitate transactions. The first blockchain application Bitcoin 
[29] demonstrated this as a digital currency for monetary systems. 
With the subsequent development of automatically executable and pro-
grammable digital scripts called smart contracts on the second largest 
blockchain network, Ethereum [30], blockchain enables customiza-
tion of interaction logic between transactions and data in blockchain 
networks [31].

Because blockchain provides a codable and engineerable digital 
representation of anything of value [32–34], which can be exchanged 
in a peer-to-peer network, it holds the potential to profoundly transform 
economic systems [35,36]. The digital representation of value can be 
utilized and applied in many different areas, including digital currency 
for monetized value [29,37], non-fungible tokens (NFTs) for the dig-
ital art economy [38], the voting tokens for the governance of new 
digital organizations [39,40], or digital identity and certification for 
reputational value [33,41,42]. The rapid growth of Decentralized Au-
tonomous Organizations (DAOs) is an example of ongoing experiments 
in organizing and governing blockchain-based online communities [43–
45].

Alongside these real-world experiments, various scholars are further 
discussing blockchain as an institutional technology that could facili-
tate the establishment of new economic coordination and governance 
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systems [46,47]. For example, the Finance 4.0 framework explores 
new incentive mechanisms for sustainability and more positive social-
ecological outcomes [48,49]. Legal scholars Filippi and Hassan leverage 
blockchain as a regulatory technology with the potential to substitute 
traditional legal institutions [35]. The transparent nature of blockchain 
networks allows digital data or assets to be managed as a common 
resource, facilitating the digitization and scaling of the global commons 
[50,51]. Overall, blockchain technology has the potential to revolution-
ize digital governance by re-engineering the social and economic design 
of digital value [32,33,52].

In the built environment, however, blockchain technology is not 
often seen as a means to transform or reimagine economic systems. 
Instead, blockchain is mainly being explored as an efficiency-enhancing 
technology for existing systems and processes [53–58]. For example, 
researchers use blockchain technology to improve supply chain man-
agement by providing transparency, traceability, and immutability, 
allowing stakeholders to track the movement of goods, verify authen-
ticity, and reduce fraud [59]. Other studies focus on improving material 
traceability to promote accountability and quality control through-
out the material life cycle, supporting sustainable development [60]. 
Blockchain has also been utilized to improve privacy [61], streamline 
process automation [54,62], improve promotion strategy for building 
information modeling [58], facilitate payment execution [53,63,64], 
streamline the building permit trading process [55] and enhance in-
formation and communication between devices [65]. A notable trend 
in blockchain research is its integration with artificial intelligence, 
machine learning, or digital twin technologies [56,66,67]. Studies ex-
plored using blockchain technology to improve data ownership in 
digital twins [56], enhance construction AI data security [66], and add 
additional incentivization layer to promote digital-twin-based training.

While the above studies contribute significantly to blockchain re-
search in the built environment, many of the practical applications 
often overlook the full potential of blockchain technology to reshape 
governance and value systems. Some recent research has begun to 
explore a more radical vision of blockchain technology to establish new 
social and economic coordination in the built environment [68–72]. 
One of the closest examples is the Block Foundation, which is using 
Solidity smart contracts to develop a blockchain-based land inven-
tory and management system [73]. Land ownership and managerial 
coordination are essential for the implementation of self-owning build-
ings. However, existing research in AEC largely concentrates on data 
management, rarely focus cyber–physical systems or integration with 
non-human agents.

This research identifies a unique opportunity in blockchain tech-
nology to enable self-owning entities, such as smart buildings, in ways 
that traditional databases cannot [42,74,75]. As previously noted, 
blockchain technology uniquely combines immutability, autonomous 
value transfer, and trustless coordination. Unlike distributed databases 
or permissioned ledgers, public blockchains facilitate genuine
autonomous ownership and financial asset transfer by non-human 
entities [27,76]. Distributed databases typically rely on centralized or 
trusted authorities for updates and lack a native asset and value transfer 
layer [74], whereas permissioned ledgers are governed by pre-approved 
actors, introducing higher custodial risk [77,78]. For the purpose of 
this research, smart contracts enable the distribution, accumulation, 
and usage of financial assets from a single blockchain address, owned 
and controlled by algorithms and their underlying system. To the 
best of the authors’ knowledge, only blockchain technology, especially 
the permissionless blockchain networks, currently enables non-human 
agents to autonomously exchange value with human actors on an agent-
to-agent level over a peer-to-peer network, without centralized human 
intermediaries.
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2.2. Smart and intelligent buildings

With the growth of information and communication technologies, 
the concept of intelligence, or ‘‘smartness’’ in buildings has gained 
popularity [4,11,23,79]. The terms smart buildings and intelligent 
buildings are often used interchangeably in research [4,80]. Some 
researchers view smart systems as a subset of intelligent built environ-
ments [13,81], while others view smart buildings as a more advanced 
concept that is more adaptive and responsive than intelligent buildings 
[4].

While there is no universally accepted definition, several key con-
cepts are generally accepted in the field [79,80]. First, buildings of the 
future will become more interactive, fostering greater engagement and 
interaction between occupants and the built environment [6]. Second, 
buildings can be adaptive, with the ability to respond dynamically to 
changes in occupancy, environmental conditions, and user preferences 
[81]. Third, building systems can be interconnected and networked, 
allowing seamless communication and integration between different 
components [10]. Finally, the control system should strike a balance 
between user control and automation, providing a flexible and sophis-
ticated technical structure that accommodates individual preferences 
while taking advantage of automation [82]. Overall, the development 
of this research has run in parallel to a large body of research on 
building efficiency, automation and performance [22,83,84].

A key assumption found in past intelligent building literature is that 
buildings are mostly viewed as an adaptive system that satisfies human 
needs [5]. Under this research paradigm, humans are viewed more as
service receivers from the building rather than collaborators or interactors
[10] with the building. The adaptability of an intelligent building is 
achieved by implementing sensing devices so that the building system 
can adapt to changing human needs [23]. However, with the rise of 
Artificial Intelligence (AI), recent research is exploring human building 
interactions with intelligent buildings as collaborators [6,8,9]. Con-
cepts such as the ‘‘cognitive city’’ view humans as part of the digital 
infrastructure.

When people and buildings work collaboratively, there is a need 
to create a suited digital governance system. Digital governance is 
the coordinating mechanism that manages the complexity of human-
building-environment interaction. Scholars have called for more studies 
on governance in all phases of the building life cycle [79]. Research into 
a new mode of digital governance has been defined as one of the most 
important research directions to move the field forward, but it has been 
understudied at both the technical implementation and conceptual 
levels. Early work suggests that blockchain-based governance may be 
well suited to building such new systems in the built environment [70]. 
As digital governance and artificial intelligence advance, the future 
of governance increasingly points to collaboration between humans 
and non-human entities. While human control of the built environ-
ment is well-studied, investigating non-human control in smart built 
environments is crucial for shaping future human-machine governance.

2.3. Engineered ownership

Some scholars see blockchain technology as a means to govern and 
coordinate networks composed of both human and autonomous ma-
chine agents [12,46,85]. Taking it a step further, blockchain technology 
can potentially radically change the ownership system for human and 
machine agents. For example, artificial agents can interact with human 
agents on the blockchain network without revealing their identities 
[86]. This opens up the possibility of autonomous, self-executing ar-
tificial agents that retain sovereign ownership and control over their 
own digital identities and digital assets [42].

Subsequently, several blockchain-based projects offer a future vi-
sion of human-machine coordination with a radical ownership system. 
McConaghy coined the term ‘‘Nature 2.0’’ to envision an autonomous 
digital infrastructure network, empowered by blockchain technology 
3 
and AI, that can be self-owned on the blockchain [12]. In this paradigm, 
the built environment becomes a digital version of nature with which 
humans can interact and live in symbiosis. There are also other studies 
of blockchain-based machine sovereignty. For example, researchers are 
proposing future logic-centric societies in which machines replace most 
of the work, leaving humans on the edge [87]. Other work implements 
blockchain-based life forms such as the Plantoid [88]. There have also 
been developments in blockchain frameworks to empower nature’s 
self-agency, such as the Sovereign Nature Initiative [89] and terra0 
[90].

Even without such futuristic visions, the automation in machines 
often leads to a decrease in human control and ownership over its 
actions and decision-making. However, for researchers in the built 
environment, automation has primarily been associated with increased 
efficiency, rather than a loss of ownership and control for human actors. 
This can be seen in the process of standardization and formalization of 
the level of automation.

The most widely accepted categorization for the level of automa-
tion by the U.S. federal government and the industry at large is for 
autonomous vehicles [91,92]. The SAE Levels of Driving Automation 
range from the lowest level 0 to the highest level 5 [93]. Level 0 
vehicles require full human control at all times, while level 5 vehicles 
are capable of operating independently in all situations. An example 
in the built environment is the level of automation for the digital 
twin (DT) [94]. DT technology aims to create a virtual replica of a 
physical building or system, enabling real-time monitoring, analysis 
and optimization [95,96]. Researchers are increasingly aware of the 
importance of discussing the role of humans in DT automation [94,97]. 
By assigning roles to digital twins, such as analysts and decision makers, 
it systematically demonstrates the DT’s ability to cause action. How-
ever, the lack of granularity in these roles undermine the ownership 
complexities inherent in human socio-economic coordination, limiting 
their broader applicability and impact.

The term ‘‘Engineered ownership’’ was created to address the above 
gaps [98]. Viewed from a systems engineering perspective [99,100], 
ownership is a complex system with interconnected and nested struc-
tures that intertwine with each other. The concept of ownership fun-
damentally relies on the provenance and acceptance of certain infor-
mational assertions; it can therefore be managed and engineered [101,
102]. Therefore, the idea of ‘‘engineered ownership’’ on the blockchain 
refers to two potential levels of application: (1) the ability to enable 
a peer-to-peer network of autonomous human and machine agents, 
and (2) the ability to engineer the digital ownership for networked 
agents [98]. An engineered ownership approach provides a promising 
framework for understanding and facilitating human-machine agent 
interactions for the future development of intelligent agents.

Research on ownership systems for automation of machine agents 
in the built environment often remains either theoretical or abstract, 
mostly focusing on broad societal or citywide scales [25,101,103]. 
Applied research in this area tends to be limited to economic evalua-
tions of construction processes or infrastructure planning, overlooking 
the deeper implications of ownership systems [104]. While some re-
searchers have explored the intersection of ownership and the built 
environment, their focus is often on time-stamping or fragmented 
representations of ownership, primarily to facilitate storage and trans-
fer [105]. Although blockchain technology fundamentally offers the 
opportunity to re-engineer ownership and value, it is rarely explored 
as an enabler of new human-machine coordination. Many of the pre-
vious studies remain conceptual and often lack practical implementa-
tion or integration with cyber–physical artifacts [106]. This absence 
of concrete examples limits our understanding of how self-owning 
buildings can shape and advance the future of smart and intelligent 
buildings and their communities. This shift, fundamentally enabled 
by blockchain technology, has the potential to transform the digi-
tal governance ecosystem for smart and intelligent buildings, estab-
lishing a foundation for studies on technology-based ownership and 
coordination.
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Fig. 1. Conceptualization of the scope of autonomy. The final selected autonomy aspects implemented in the no1s1 prototype are marked with *.
2.4. Conceptualization: Scope of autonomy

Building upon the above three sections, Fig.  1 clusters five distinct 
areas of autonomy that can be conceptualized for smart and intelligent 
buildings: creation autonomy, management autonomy, end-of-life au-
tonomy, interaction autonomy, and financial autonomy [11,79,107]. 
Each cluster includes a range of specific functionalities that contribute 
to the overall intelligence and efficiency of the building. The first three 
clusters are periodic and occur at a specific time frame of a building life-
cycle. The last two clusters represent continuous functions throughout 
the lifecycle of intelligent buildings.

• The creation autonomy category denotes the capacity for an intel-
ligent building to self-create. This includes the ability to oversee 
and manage its own planning, design and construction activities. 
Planning autonomy refers to the ability to define the scope, 
concept and outline of the creation process itself. Design auton-
omy establishes guidelines to self-solicit design proposals and 
self-select a final design. Construction autonomy enables the in-
telligent building to request, authorize, execute, and supervise 
construction activities.

• The management autonomy category pertains to the capacity for 
an intelligent building to self-manage during facility operations. 
Operational autonomy relates to the proactive or reactive inter-
action between humans and technical systems (e.g., control sys-
tems, sensors, and smart devices). Maintenance autonomy ensures 
longevity of operations through fault detection, sensor feedback, 
or predictive maintenance data feedback. These serve to enhance 
system efficiency and maximize the system uptime.

• The end-of-life autonomy category refers to the ability of intelli-
gent buildings to self-recycle, self-destruct, and self-dispose upon 
reaching the conclusion of it’s lifespan. In the pursuit of a holis-
tic approach to autonomy, it is essential to consider the entire 
lifecycle of intelligent building structures, including their even-
tual decommissioning. This consideration and shift of mindset 
from linear to circular symbolizes the forthcoming sustainable 
development in the built environment.

• The interaction autonomy category describes the communication 
capability between the intelligent building and outside actors or 
the environment. For instance, interaction with human actors 
traditionally occurs through an interface such as a screen. More 
immersive and advanced interfaces such as augmented reality, 
virtual reality, or extended reality allow for a more engaging 
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and intuitive experience. Further, understanding the surrounding 
environment forms the basis of context awareness using popular 
methods such as computer vision. It also entails machine-to-
machine interaction and the integration of their respective cyber 
systems. This also implies the possibility for mobility in the 
space. When certain interaction is needed, the space location and 
transportation can be re-arranged by itself.

• The financial autonomy category refers to mechanisms that enable 
the intelligent building to acquire, store, manage and spend its 
own funds. Most important is ownership autonomy, which neces-
sitates a digital treasury managed by an artificial physical agent 
capable of storing funds; without such a treasury, self-ownership 
is not possible. Other functionalities such as revenue and budget 
autonomy are often integrated with the other autonomy cate-
gories. For example, revenue autonomy such as fundraising and 
budget autonomy such as spending within a set budget could be 
part of the creation phase, or for the refurbishment phase.

2.5. Point of departure

Blockchain technology has great potential to transform digital gov-
ernance, but its applications in the built environment often focus on 
increasing efficiency rather than fully realizing its potential to reimag-
ine governance and associated systems of ownership. The emergence 
of smart and intelligent buildings underscores the need for effective 
digital governance to address the complex interactions between the 
human and cyber–physical integrated built environment. Recent radical 
research envisions blockchain technology not only as a tool to govern 
interactions between human and autonomous machine agents, but also 
as a means to radically transform ownership from a social concept to 
engineer-able system. Autonomous agents could control their digital 
identities and assets, highlighting the need for further research into 
the emerging complexities of automation and ownership in the built 
environment.

Overall, to the best of our knowledge, no research has yet effectively 
demonstrated the potential of radical ownership transformation in 
intelligent buildings. The idea of a self-owning building remains highly 
conceptual and abstract, with no prototyping yet achieved. Therefore, 
there is a need to design, develop, and iterate a technical artifact that 
can demonstrate the possibility of (1) intelligent buildings acting as an 
integrated cyber–physical machine agent, (2) these agents possessing a 
level of operational autonomy, and (3) these agents possessing a level 
of self-ownership in managing their own financial assets and resources.
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Fig. 2. Mapping the paper chapters and sections to the formative steps of DSR methodology.
3. Methodology

This paper uses the Design Science Research (DSR) methodology 
to design, develop, test, and demonstrate the above conceptualization. 
DSR is grounded in the scientific principle of creating innovative arti-
facts that address real-world problems and offer prescriptive scientific 
solutions [108,109]. This methodology aligns with this paper due to 
the futuristic nature of the concept, allowing for the formulation, 
implementation, and testing of a specific artifact. The artifact can be 
used to demonstrate technical feasibility, prompt user feedback and 
dialogue, and challenge present assumptions, in this case assumptions 
about the relationship between automation and ownership in the built 
environment.

The artifact for this DSR methodology is named no1s1, a self-owning 
meditation cabin designed to illustrate the conceptualization described 
above. Fig.  2 shows an overview of the process steps and associated 
sections in this paper used to apply the DSR methodology [110] for the 
no1s1 artifact. Below we elaborate further in Section 3.1 the steps of
problem and motivation identification and define objectives, in Section 3.2 
the step of design and development, and finally in Section 3.3 the steps 
of demonstration, evaluation and communication.

3.1. Problem, motivation and objective

The background and conceptualization as described in Section 2 
establish the motivation and scope of this paper (see Fig.  2, black 
5 
boxes). First, the researchers reviewed the existing literature to identify 
research gaps and situate the paper within the established academic 
context on the topics of blockchain and the built environment (Sec-
tion 2.1), smart and intelligent buildings (Section 2.2), and engineered 
ownership (Section 2.3). Section 2.4 presents a conceptualization of 
the potential autonomy scope for intelligent buildings, synthesized 
from findings in Sections 2.1 to 2.3, alongside existing categorizations 
[11,79,80,107,111]. This is illustrated in Fig.  1 and guided the artifact’s 
scope within the DSR research approach.

3.2. Design and development

Based on the established motivation and scope, Section 4 outlines 
the design of the prototype system (see Fig.  2, green boxes). In Sec-
tion 4.1, a list of key system requirements has been established to 
guide the design of the prototype. The key requirements integrate the 
functional and nonfunctional requirements derived from (1) cyber–
physical systems, emphasizing integrated operational functionality; (2) 
blockchain technology, highlighting the data requirements for ma-
chine self-ownership; (3) prototype users, underscoring an intuitive 
interface and seamless interaction. Subsequently, the use case of the 
artifact no1s1 was defined in Section 4.2 as a self-owning meditation 
cabin, with autonomous operation and renting experience for the user, 
allowing them to access and pay for their meditation usage. This 
choice reflects both the key system requirements and the chosen scope 
of autonomy (see Table  1 and Fig.  1). Next, the necessary system 
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components for the prototype were defined in Section 4.3 and Fig. 
3, referencing proposed architectures for cyber–physical systems of 
other work [112–115]. This provided an overview of the necessary 
system parts for both the physical and cyber environments. A technical 
framework was then created in Section 4.4 and Fig.  4 to illustrate and 
explain in more detail the interaction of the technical parts within the 
chosen system to guide the implementation of no1s1.

In the second part of the design and development phase, Section 5 
describes the actual development of the prototype (see Fig.  2, blue 
boxes). Guided by the design phase, the development process unfolds 
along three main topics always with consideration of the necessary user 
experience. First, the physical configuration and structure describes the 
construction of the structure and spacial arrangement (see Section 5.1). 
Section 5.2 describes then the implementation of the electrical op-
eration and power supply system of no1s1. Section 5.3 explains the 
necessary feedback loops and associated information flow and process 
logic to enable users to meditate in no1s1. Finally, Section 5.4 and 
Table  2 show the applied rationale of technology choice for the iden-
tified components and Section 5.5 explains the final integration of the 
software and hardware components with focus on the smart contract 
design and implementation crucial to facilitate the functioning of the 
prototype.

3.3. Testing, demonstration and evaluation

Section 6 describes the testing, demonstration, and evaluation of 
no1s1, with the aim to validate its operation, functionality, usability, 
and performance (see Fig.  2, yellow and light gray boxes).

The iterative testing process (see in Section 6.1 and Fig.  10) emerged 
from the system and technical design and allows for continuous refine-
ment throughout different phases, enhancing the system’s reliability 
and performance, including unit testing (see Section 6.1.1), integration 
testing (see Section 6.1.2), system testing (see Section 6.1.3), and user 
acceptance testing (see Section 6.1.4). Three user acceptance testings 
were carried out with various practitioners, researchers and users in 
different settings over the course of one year (see Section 6.1.5).

With the results of the above test phases, the final demonstration 
was performed (see Section 6.2). The demonstration was conducted 
with 31 participants over the course of three days with a designed 
onboarding session, testing session, and feedback session. The trans-
action data collected verifies the successful operation of no1s1 (see 
Section 7.1). The mapping of the achieved scope of autonomy proved 
that the prototype system design was according to key system require-
ments (see Section 7.2 and Section 7.3). The user survey was designed 
to provide insight into not only the usage of the prototype operation 
but also the future potential impact of the concept (see Section 7.4).

4. Prototype design

This section describes the key steps and considerations made during 
the design of the no1s1 artifact.

4.1. Key system requirements

To achieve the conceptualization, the researchers derived eight key 
system requirements to guide the prototype design and development:

1. Blockchain Integration. Utilize blockchain technology as the 
source of truth. The blockchain should record and store essential 
prototype status. It should also be used as input during the oper-
ation of the system and provide evidence to ensure operational 
security. Recorded data should include, but not be limited to, 
user transaction data and operational data.
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2. Comprehensive Metadata. Include critical metadata
(e.g., timestamp, user ID, transaction type, amount, and status) 
in all on-chain records to facilitate information verification and 
traceability. This will enable the prototype’s historical operating 
data to appear on-chain.

3. Self-agency. Encode an operational treasury which can be ac-
cessed by the prototype. This treasury should be inaccessible to 
all human stakeholders. Ensure that automated financial oper-
ational processes are encoded and secured by on-chain smart 
contracts that require minimal human intervention.

4. Financial Transactions. Record financial transactions on the 
blockchain, utilizing native blockchain-based tokens to ensure 
immutability and security in economic interactions.

5. Access Condition. Provide pseudonymous access for users, en-
suring broad accessibility while maintaining privacy and eco-
nomic security.

6. User Interaction. Enable essential user-prototype interactions 
with a user-friendly interface for seamless identity verification 
and transaction status via smart contracts, ensuring that all 
recorded verifications and statuses are kept on-chain as much 
as possible.

7. Physical Scale. Design the physical prototype to accommo-
date human-scale testing by individuals, enabling real-world 
interactions and validating the prototype’s functionality

8. Functionality. Minimize functionality to provide users with a 
cohesive experience that embodies the essence of space self-
agency, thereby simplifying the complexity of the initial pro-
totype. Functionality includes not only automated operational 
processes but also automated financial processes.

4.2. Definition of prototype use-case

To satisfy the key system requirements, the no1s1 prototype is 
designed to provide a simple space-rental experience. The primary use 
case selected is a meditation cabin. Users engage with the space by 
making a small cryptocurrency payment to the prototype. This design 
allows for a functional single-user prototype of feasible size and com-
plexity to develop and test the concept. This focused approach helped 
develop the necessary core functionality, streamline implementation, 
and ensure a consistent user experience.

Within the above context, the no1s1 prototype focuses on three key 
autonomy functionalities:

• Management autonomy is demonstrated through partial operation
of the meditation space,

• Interaction autonomy is demonstrated by the human interface that 
allows users to interact with the cabin for meditation,

• Financial autonomy is demonstrated by receiving revenue through 
selling meditation time, and ownership by transferring this rev-
enue to the treasury.

These autonomy functionalities meet the eight key system require-
ments as outlined in Table  1.

4.3. Main system elements

The prototype consists of five main system elements: software, 
hardware, logic, information management, and physical configuration 
(see Fig.  3).

The software includes the programming languages, libraries, frame-
works, packages, blockchain networks, and environment for both the 
front-end and back-end of the prototype. The software must enable the 
management and control of diverse building systems such as lighting, 
sound, security, and energy management. It should offer the possi-
bility to update real-time data to further enable data-driven deci-
sions. Importantly, blockchain networks should facilitate secure finan-
cial transactions and the storage of the prototype state. Additionally, 
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Table 1
Mapping of selected autonomy functionalities (see Fig.  1) to prototype system requirements (see Section 4.1). 
 System key requirements Operation Human interface Revenue Ownership

 Blockchain integration X X X X  
 Comprehensive metadata X X X X  
 Self-agency X X X X  
 Financial transaction X X  
 Access condition X X X X  
 User interaction X X X X  
 Physical scale X  
 Functionality X X X X  
Fig. 3. Necessary elements bridging the cyber and physical environment.
smart contracts on the blockchain should allow coded interactions and 
transactions between humans and the prototype.

The hardware refers to the electronics integrated with the software 
components. For example, different IoT devices, like thermostats, secu-
rity cameras, remote sensors, buttons, or LED lights, can be deployed 
to control and automate the operation of the prototype systems. These 
sensors and actuators act as the ‘‘muscle’’, ‘‘nerve’’ and ‘‘senses’’ of 
the prototype, consistently capturing and transmitting live data and 
initiating real-time responses.

The system operational logic determines the mode of interaction 
between the cyber environment, physical environment, and human 
actors. The rule-based logic defines how the prototype responds to 
various conditions and user actions and preferences based on real-time 
data captured by software and hardware components. For instance, the 
entry logic dictates the conditions for user access to the space.

The information management of the prototype system addresses ques-
tions such as what data is collected, where it is stored, and how 
accessible certain data is to specific actors. Decisions must be made 
to serve the objectives of the prototype, the request of the prototype 
system and the cohesion of operations.

The physical configuration integrates the hardware components and 
provides an interface between human users and between other compo-
nents. The strategic placement of IoT devices and sensors is essential to 
the spatial design. These devices need to be positioned throughout the 
building to capture relevant data points, ensuring optimal coverage for 
data collection and control, and basic security for the system and user 
interaction. The design of the physical space also indicates stability, 
security, modularity, mobility and even scalability for future expansion.

While each element is discussed independently, significant inter-
actions exist between the components. Hence it is essential to create 
iterative and systematic testing processes (see Section 6).

4.4. Technical framework

The technical framework that describes the relationship of these 
main system elements is shown in Fig.  4.
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• Front-end component: a web-based user interface. This interface 
facilitates user interaction with the prototype system, through 
which human actors obtain on-chain and off-chain information 
and interact with the physical component. Users can make deposit 
payments, input pseudonymized identity, and specify prototype 
usage duration through the front-end to gain access to the phys-
ical space. It also displays information and facilitating system 
maintenance.

• Actor component: human actors who perform actions in the real 
world. In the context of the prototype, they are the renters and 
users of the space. Their actions include entrance, exit, payment 
and meditation inside the prototype.

• Physical component: the physical structure and the electrical com-
ponents. The physical structure serves as the host environment for 
all systems. The electrical components include the solar panels, 
battery, sensors, camera and an electric lock. There are three main 
functions which are ensuring operation of the access and exit of 
users, providing steady energy supply and ensuring the security 
of the prototype.

• Back-end component: the computing component. This handles 
data processing, off-chain storage, broadcasting data to the
blockchain, communicating between and with sensors and actu-
ators, and controlling energy and access logic. With its ability 
to control energy usage and access permissions, the back-end 
helps optimize system performance and enhance the overall user 
experience. It also serves as the communication link between 
the local environment and the blockchain. For example, the 
remaining battery level is periodically and automatically updated 
to the blockchain, which allows the calculation of rental time 
availability for the user.

5. Prototype development

Building on the defined scope, system design, and technical frame-
work from Section 4, this section now focuses on the more detailed 
implementation and system integration of the prototype, including 
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Fig. 4. Overview of no1s1’s technical framework.
Fig. 5. Physical configuration of the prototype.
the physical configuration and structure (5.1), the power supply and 
electrical operation (5.2), the information flow and process logic (5.3), 
the software and network technical choices (5.4), and the software and 
hardware integration (5.5).

5.1. Physical configuration and structure

Physical design choices include the spatial layout, structure, and 
arrangement of different hardware and electrical components within 
the space to ensure that it provides a smooth experience for the user 
and serves the intended purpose of the prototype.

To meet the operational requirements of a meditation space, the 
minimum requirement is to provide an enclosed private area for an 
individual to sit comfortably. Simultaneously, the prototype must main-
tain a certain level of structural stability, flexibility, and mobility as 
it will be moved to several locations for demonstration and testing. 
Ultimately, a portable wooden A-frame structure was selected as the 
optimal structural solution for the prototype (see Fig.  5, Step 4). Then 
the A-frame structure is enclosed with side wood panels and semi-
transparent PVC Vinyl folio (see Fig.  5, Step 5 and 6). The final design 
of the physical configuration is shown as a whole in Fig.  5 Step 1. Steps 
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2 through 6 show the step-by-step assembly process from the base (Step 
2), electrical system (Step 3), A-frame structure and chair (Step 4), side 
wood panels (Step 5), to the enclosing folio (Step 6).

In addition to structural requirements, the physical space must 
accommodate the electrical system. RGB LED strips are incorporated 
into the door frame and chair frames to enable responsive interaction 
between the prototype and the user. Various sensors are embedded 
into the structure; for example, a distance sensor is integrated into 
the chair, and a camera is placed in the front panel next to the door 
for the user to scan their QR code. The wooden side panels provide 
structural support for a solar panel and battery, which is discreetly 
housed within the chair’s structure. The design of the structure went 
through significant iterations during the system testing phase and user 
acceptance testing phase (see Sections 6.1.3 and 6.1.4). The detailed 
design of the electrical and power system is described in the next 
Section 5.2.

5.2. Electrical operation and power supply

The operational and energy system design choices ensure reliable 
and efficient operation. They also enable the prototype to monitor 
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Fig. 6. Design of electronic system.
its own energy level. The electrical system has four main functions: 
ensuring power supply, providing space security, offering an interactive 
user interface, and controlling the computational power to operate the 
prototype.

The operation of the system is managed by the Raspberry Pi, a 
compact computer. It serves as the central computational hub for 
controlling the sensor and actuator network and the power network, 
overseeing space access, security, monitoring of the environment, and 
energy management. Python is chosen as the primary programming 
language for the electrical system for the reasons given in Table  2.

The prototype’s electrical system uses a hybrid energy system as 
shown in Fig.  6. The battery is a 12 V, 120Ah deep-cycle Absorbent 
Glass Mat (AGM) battery and the solar panels are 17 V, 100 W solar 
panels. An Arduino-based MPPT solar charge controller is used to 
regulate the voltage difference and accommodate the irregular output 
of the solar panel. This controller offers benefits such as a higher solar 
conversion rate, multi-stage charging for battery longevity, increased 
charging efficiency, and scalability.

A smart shunt of 500 A/50 mV is implemented to accurately mea-
sure the energy flow from the battery. This shunt device provides 
real-time energy data output that can be transmitted to Raspberry Pi via 
a data cable without relying on the Internet or a built-in interface. This 
ensures that the energy system reliably updates the electrical system 
regarding its voltage and current output. The voltage output can be 
used to estimate the battery’s state of charge (SoC), and the prototype’s 
energy level can be broadcast to the blockchain and transparently 
displayed to users. When the prototype is indoors, there is not enough 
light to effectively charge the battery. To ensure a stable energy supply, 
an alternative connection to the power grid is implemented. The design 
of the electrical system went through significant iterations during all 
testing phases (see Section 6.1).

5.3. Information flow and process logic

Two information flows were identified as critical to the functioning 
of the prototype. The first information flow is the space access logic 
that allows a user to interact with the prototype. It necessitates the 
interaction of all five components identified in the technical frame-
work: the front-end, the back-end, the blockchain, the human, and 
the physical space (see Fig.  4). The second information flow is the 
self-updating capabilities of the prototype, and involves only three 
cyber–physical components (the front-end, the back-end with feedback 
from the electronics, and the blockchain). Both are described in more 
detail below and in Fig.  7.
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5.3.1. Space access logic
The primary information flow must enable the user to (1) register 

and pay for the meditation, (2) access the prototype, (3) exit the 
prototype, and (4) receive an escrow return, i.e., if the price of the 
meditation was less than the escrow amount paid, the user should be 
able to redeem the difference as a refund upon leaving the space. Fig. 
7 shows in detail the information flow of the space access logic across 
these four processes. The process logic is triggered by physical events, 
mostly the user’s interaction with no1s1.

The information flow occurs in two directions. It can be initiated 
by the user using the front-end, triggering a smart contract transaction 
with a change of state on the blockchain, captured by the back-end, 
resulting in an action on the physical no1s1 space. For example, this 
is what occurs in the case of the registration and payment (see Fig.  7, 
‘‘registration and payment’’). The user initiates the logic by executing a 
smart contract function with the desired meditation duration, making 
a deposit of cryptocurrency, which is registered on-chain. If successful, 
the smart contract generates a unique access ID based on the user’s 
blockchain address and a chosen username. The front-end then creates 
a QR code based on this unique ID to provide secure and efficient 
access. Also the fourth step to redeem the difference between the actual 
cost after meditation and the amount paid upfront is following the same 
information flow by triggering a smart contract function by the user 
through the front-end (see Fig.  7, ‘‘escrow return’’).

The information flow can also occur in the other direction when it 
is triggered from events captured by electronic devices in the physical 
space, to the back-end. This triggers a smart contract function and state 
change on the blockchain, captured and displayed to the user in the 
front-end or through changing the physical appearance of no1s1. For 
example, this is applicable during the access and exit procedure (see 
Fig.  7, ‘‘access’’ and ‘‘exit’’). Upon entry, the user must show the QR 
code to the prototype’s camera to verify the user’s identity and payment 
status. This time, not the user but the no1s1 back-end triggers a smart 
contract function that verifies this and, if successful, opens the door 
and turns the green light red to signal the successful status change. 
Afterwards, the user can enter the space and close the door. A proximity 
sensor built into the chair detects the user’s movement, ensuring that 
the user has entered and that the door was locked. When access has oc-
curred, the back-end again triggers a smart contract function to record 
successful access on-chain, the occupation of the prototype so that no 
one else can enter, and to trigger the countdown and meditative music 
in the headphones. The door automatically unlocks when the time is 
up, and the back-end triggers a third exit smart contract transaction 
to record on-chain the actual meditation time of the user and the 
availability of no1s1 for the next meditation.
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Fig. 7. Information flow of space access logic. (Note: interactions between technical components and the user are orchestrated by blockchain through updating essential on-chain 
state of the prototype.)
5.3.2. System’s self-updating logic
The second type of information flow is autonomous and involves 

only no1s1 without the user. This is necessary to periodically update 
the blockchain state of no1s1, which informs the space access logic, 
for example, how long a user can purchase a meditation based on the 
available battery status of the prototype. The front-end can retrieve this 
information from the blockchain and display it to the user.
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The main example implemented in this prototype is the energy 
management of the solar-battery system. The prototype needs energy 
to operate, thus the status of energy levels need to be updated on-chain 
to secure the immutability and self-sufficiency of the rest of the system. 
The battery energy level is transmitted from the smart shunt device to 
the back-end. The live data is then decoded, temporarily stored, and 
sent to the blockchain by triggering a smart contract function. This 
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Fig. 8. Overview of hardware and software integration detailing the technical interactions between smart contracts, front-end, and back-end of the prototype.
update process is programmed to run every thirty minutes, ensuring 
the reliability and consistency of the data.

5.4. Software and network technical choices

The technical choices and rationales are detailed in Table  2. Net-
work and software design choices affect system efficiency and perfor-
mance by enabling communication and control of various components. 
These technical decisions impact digital governance, influencing data 
distribution across nodes, consensus mechanisms, and the maintenance 
of data immutability. These are not only technical decisions but also 
strategic choices that signal the ownership structure of non-human 
entities and the level of decentralization. However, this paper focuses 
on establishing an overarching discussion and a holistic framework. 
Technical choices are guided by the simplified system requirements 
outlined in Section 4.1. The following paragraph shows the simplified 
evaluation process of choosing a blockchain network.

The blockchain network configuration is responsible for data stor-
age and transaction management, ensuring data integrity, security, and 
transparency. Given the scope and length limitations of this paper, the 
choice and use of the blockchain network are based on frameworks 
established by existing studies [74,77,78]. These analyses provide a 
clear decision framework for whether blockchain technology should be 
used and which type of blockchain network is suitable for implementa-
tion. This prototype (1) requires data storage, (2) has multiple writers, 
and (3) lacks an always online trusted third party (TTP). These three 
requirements and the native digital financial value transfer layer of 
blockchain technology made it a necessity for the artifact in this paper. 
However, given the systems complexity and scope, it remains unclear 
whether all participants are trusted or known, and whether public 
verifiability is required in all cases. Further investigation is needed 
with a finer granularity, considering every stage of the prototype life-
cycle with different levels of human participation. Thus, to simplify the 
testing and demonstration with users, the network was initially chosen 
as a public permissionless blockchain network and later switched to a 
private blockchain network (effectively a fork of the previous public 
permissionless blockchain).
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5.5. Software and hardware integration

The information flow and process logic described in Section 5.3 
was implemented using the technologies and programming languages 
selected according to Table  2. The final technology stack and technical 
interactions are shown in Fig.  8. There are three main components that 
need to be implemented and coded: the front-end using the Angular 
framework with JavaScript, HTML, and CSS; the back-end using Python 
as the main programming language; and most importantly, the smart 
contracts using Solidity. Inter-component communication among the 
smart contract, front-end and back-end, is crucial to enable the coor-
dination and operation of the prototype. Fig.  8 shows that there is no 
direct connection between the front-end and the back-end. Instead, the 
smart contracts take on the role of orchestrating the operations, thus 
ensuring the self-autonomy of no1s1. All code is available on Github 
at the URL https://github.com/no1s1labs/no1s1. Below we elaborate 
more on the role and implementation of the three components.

5.5.1. Blockchain smart contracts
The smart contracts coded in Solidity form the backbone of no1s1 

and govern how the prototype operates. They encode the most impor-
tant logic of no1s1 and store the on-chain state of no1s1, represented 
by variables that were defined to store key information that is re-
quired for the functioning of the prototype. An example is the variable
no1s1Occupation that stores a boolean value whether the prototype is 
occupied or not. In addition to state variables about no1s1, the no1s1 
smart contract also contains state variables about users, such as how 
much meditation time they have purchased, and whether and for how 
long they have already meditated. Since multiple state variables are 
associated with a user, a construct called structs is used to organize and 
store this related data together. To query the information about one 
specific user, the smart contract uses key–value pairs called mappings
that associate each user-struct with a unique key created based on the 
users’ blockchain-address and a chosen user name.

To modify or interact with the state variables, smart contract func-
tions need to be executed. The functions in the smart contract define 
the actions that can be taken by users, the no1s1 back-end, or other 

https://github.com/no1s1labs/no1s1
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Table 2
Selection and rationale of technology choices for software and network. 
 Topic Choices Selection criteria Selected Rationale  
 DLT design Public permissionless, 

Public permissioned, 
Private, Consortium, 
Hybrid

Open accessibility signals 
ownerless system, superior 
transparency, security and 
immutability, independent 
from third parties

Public 
permissionless

1. Public permissionless blockchains provide a high 
level of security and immutability due to their 
independence from third parties. 2. Smart contracts 
on public permissionless blockchains provide 
programmability of ownership by controlling all 
access rights to on-chain information and value. 3. 
High transparency signals the machine sovereignty 
and provides trust for users.

 

 Type of public 
blockchain

Ethereum, Cosmos, 
Solana, Bitcoin, Stacks

Turing completeness, 
popularity adoption, 
resource availability

Ethereum 1. Ethereum is one of the first blockchains to 
achieve Turing Completeness. 2. The ecosystem is 
established and the community provides rich 
resources for building applications. 3. Its virtual 
machine is used in many other networks.

 

 Testing network Goerli, Rinkeby, 
Sepolia, local

Stability, ease of use, 
compatibility

Rinkeby 1. Rinkeby testnet was one of the largest, most 
active and supported testnets. 2. Test-ether can be 
easily obtained by request from the faucet.

 

 Integrated 
development 
environment

Hardhat, Truffle, 
Ganache, Remix

Features, ease of use, 
stability, performance

Remix, Ganache, 
Truffle

1. Remix is one of the easiest to use platforms for 
beginners with a web-based interface. 2. Ganache 
and Truffle work together to create a more 
comprehensive development framework with 
additional testing features that result in better 
performance.

 

 Smart contract 
languages

Solidity, Vyper, 
Clarity, Anchor, 
CosmWasm

Popularity and adoption, 
ecosystem and resources, 
compatibility, security

Solidity 1. Solidity is the native and most widely used 
smart contract language for the Ethereum network. 
2. It has a mature tooling ecosystem with rich 
packages and libraries. 3. Its security has been 
proven in large-scale real-world applications.

 

 User interface 
framework

Angular, React, Vue Features, performance, 
ecosystem

Angular 1. Angular is a full-featured framework with strong 
support tools and scalable functionality. 2. Rich 
ecosystem and out-of-the-box templates.

 

 Hardware 
programming 
language

Python, C, C++, Java, 
JavaScript

Compatibility, ease of use, 
ecosystem, resources

Python 1. Python has simple syntax, human readability, 
and is beginner friendly. 2. Python has a strong 
ecosystem of both libraries and frameworks to 
support hardware development and interface with 
blockchain networks.

 

 Interface library 
with blockchain

web3.js, ether.js, 
web3.py

Compatibility, features, 
stability and security, 
ecosystem, resources

web3.js, web3.py 1. web3.js was the first library to interact with 
Ethereum with comprehensive functionality. 2. 
Widely adopted and offers rich resources and tools. 
3. web3.js shares a similar syntax with web3.py

 

contracts to interact with the state variables, and therefore the phys-
ical prototype. The pseudocode of the most important smart contract 
functions are listed in Appendix  A.1; they enable the space access 
logic shown in Fig.  7. For example the buy()-function allows a user 
to purchase meditation time and is executed by a user. If successful, 
the smart contract updates the user struct with the most recent values 
for the respective state variables. Similarly, the function checkAccess() 
is called by the no1s1 back-end when a user scans a QR code to 
ensure the code is valid. Upon success, the smart contract updates the 
respective state variables of both the user and no1s1, e.g. ensuring a 
code cannot be used twice. To prevent unauthorized execution of a 
function, modifier functions are defined that provide conditional infor-
mation. For example, only users that have successfully meditated can 
call the refundEscrow() function. Other functions can only be called by 
the back-end of no1s1.

Finally, the smart contracts hold also the financial value of the pro-
totype in cryptocurrency. To pay no1s1, users can send ether, the native 
cryptocurrency of Ethereum, to the smart contract by executing the 
buy() function. The smart contracts keep track of all payments through 
state variables and can refund users with the difference between the 
paid escrow amount and the actual amount used for meditation.

The smart contracts of no1s1 were coded with many common 
security practices in mind to avoid exploitation of the prototype, e.g. by 
stealing funds or meditating without paying. In addition, state variables 
like the isOperational boolean variable can be utilized to deactivate the 
entire smart contract by special admins in case the prototype would 
have needed to stop operation. The whole functionality described above 
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was also divided into two sets of smart contracts: a data contract 
and an app contract. The data contract handles the storage and man-
agement of all sensitive state variables such as user information and 
financial transaction, holds the funds of no1s1, as well as core smart 
contract functions that interact with the previous two. On the other 
hand, the app contract holds state variables and functions that are 
likely to change over time, such as the meditation price. Having these 
two separated smart contracts ensures smart contract updatability, as 
changes in operational logic, e.g. to the meditation price, can be im-
plemented through redeploying only the app contract without affecting 
the integrity of the data contract. If not structured in this manner, the 
stored prototype data in the data contract would be lost during such a 
smart contract update, resulting in the historical data of the prototype 
being erased. Moreover, this design adds a layer of security to the core 
on-chain data of the prototype stored in the data contract, since all 
functions are designed to be invoked through the app contract, and 
additional modifiers could be implemented also at a later point in case 
there would have been permission errors in the data contract.

5.5.2. Front-end
The front-end (see Fig.  8, blue) ensures the user interaction with the 

no1s1 smart contracts. The no1s1 decentralized application was coded 
using the Angular framework with JavaScript, HTML and CSS. The 
website was hosted on a free static Github server and made accessible 
through the URL https://no1s1.space. This allowed users to access the 
no1s1 front-end with a browser of their choice, both on desktop and 
mobile. In addition, support for a blockchain wallet such as Metamask 

https://no1s1.space
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Fig. 9. (a) Overview of iterative testing process; (b) Detailed testing processes 1–5.
was integrated using the web3.js library. The wallet provides a connec-
tion to one or more blockchain nodes, which can then interact with the 
no1s1 smart contracts by executing transactions, such as function calls 
(see Fig.  8, green). With this, users could execute transactions such as 
buy() to purchase meditation time conveniently from their web browser 
by connecting and unlocking their crypto wallet and pressing one of the 
buttons implemented for this purpose.

5.5.3. Back-end
The back-end (see Fig.  8, orange) ensures the response of the 

physical no1s1 space to state changes in the smart contract, or in turn 
to change the state in the smart contract upon events in the physical 
space. This logic is coded in Python and deployed on a Raspberry Pi, 
which is capable of connecting to other physical hardware of no1s1 as 
well as to the Internet. Using the Web3.py library, the no1s1 back-end 
also has its own wallet to connect to the Ethereum blockchain and listen 
for state changes related to no1s1, as well as to execute functions. For 
example, if the distance sensor successfully detects the user entering the 
space and closing the door, the back-end triggers the checkActivity() 
transaction to change the state of the isOccupied variable to indicate 
that a user is meditating and no other user can enter. It can also trigger 
the functionality of the physical prototype. For example, by listening 
to the smart contract’s events, the back-end will catch the successful 
execution of the checkAccess() function and trigger the opening of the 
door.

6. Testing and demonstration

To assess the viability of the conceptualization and design of the 
prototype, the final artifact no1s1 is tested as the first prototype of a 
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self-owning intelligent building. Based on multiple tests, the prototype 
was further improved especially with regards to the user experience, 
and was thereafter comprehensively demonstrated. This chapter shows 
first the iterative testing processes during the construction of no1s1, 
and subsequently, describes the final demonstration of the artifact with 
the collected user feedback.

6.1. Iterative testing process

Graph (a) in Fig.  9 shows that the iterative development process 
comprises seven sub-processes, which fall into four main categories: 
unit testing, integration testing, system testing, and user acceptance 
testing (UAT). Graph (b) in Fig.  9 illustrates in detail the components 
involved in sub-processes 1 to 5.

The unit testing is where software, hardware and physical con-
figurations, are tested independently to ensure proper functionalities 
within each unit (see sub-processes 1 to 3 in Fig.  9). Within the unit, 
different components require to be tested for their inter-connectivity, 
as shown by the dotted lines in (b) of in Fig.  9. Integration testing 
focuses on evaluating the interactions between software and hardware 
components (see sub-processes 4 in Fig.  9). During this stage, the goal 
is to identify interface defects and ensure the functionality from com-
bined components works together as intended. The gray lines in graph 
(b) of Fig.  9 represent these integration tests between software and 
hardware components. System testing (see sub-processes 5 in Fig.  9) 
assesses security, spatial arrangement, and connectivity once hardware 
components are integrated with the prototype’s physical structure. The 
black lines in graph (b) of Fig.  9 indicate the expansion of system 
testing from software and hardware components to physical prototype 
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Fig. 10. Examples of unit testing. (a): Battery unit; (b): Solar Panel and battery controller; (c): Solar-battery, controller and shunt units; (d): Front-end. (Note: numerous components 
in the photo were upgraded after unit testing.)
configurations. UAT (see sub-processes 6 in Fig.  9) is the final step when 
users are involved. The end-users validate the software’s functionality 
in real-world scenarios, ensuring that it meets user needs and is ready 
for implementation.

6.1.1. Unit testing
The unit testing process is the isolated testing of a single com-

ponent, as represented in processes one, two and three in Fig.  9. 
The processes for each hardware, software, and physical configuration 
unit are outlined in graph (b) of Fig.  9, with real examples of the 
prototype shown in Fig.  10. Software unit tests, (process 1 in (a) and 
(b) of Fig.  9) are carried out in 5 parts: (1) front-end software units; 
(2) smart contract units; (3) back-end units; (4) front-end and smart 
contract unit inter-connectivity; (5) back-end and smart contract unit 
inter-connectivity.

For the front-end unit, it was important to test the data interactions, 
display and logging. The process typically involves debugging in the 
code editor, followed by deployment in a local environment to ensure 
that the encoded components display correctly and the data logging 
functions as intended (as shown in picture (d), Fig.  10). Smart con-
tracts follow a comparable initial process before being deployed in a 
local blockchain simulation or a web-based integrated development 
environment. The back-end units, encoded in Python, are tested in 
an integrated development environment or a code editor, similar to 
the front-end. Once the front-end, smart contracts and back-end are 
confirmed to operate independently, their unit connectivity to each 
other is tested in a local deployment environment using libraries like 
web3.js, web3.py, with both a local server for the front-end and a local 
blockchain environment for the smart contracts. These processes are 
illustrated as dotted green lines in (b.1) of Fig.  9.

Hardware units (process 2 in (a) and (b) of Fig.  9) undergo basic 
functionality testing through the following steps. Step 1 connects the 
components to electricity without a software interface, as shown in 
the first three images of Fig.  10. Step 2 tests the inter-connectivity 
of multiple hardware components, indicated by yellow dotted lines in 
graph (b.2) of Fig.  9. The picture (c) in Fig.  10 illustrates connectivity 
testing with solar-battery power units, verifying that the solar panel is 
charging the battery and that data is being read accurately from the 
controller board. The controller in (b) Fig.  10 exhibited inconsistent 
performance and unstable connectivity, so it was replaced with a new 
industrial-grade MPPT controller.

Unit testing of the physical structure requires testing the physical 
components before integrating hardware systems (process 3 in Fig. 
9). The whole physical structure is described in detail in the first 
paragraph of Section 5.1, and also illustrated in Fig.  5. Its unit testing 
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covers the following five parts: (1) the mobile floor system; (2) the A-
frame structure and its attachment to the floor; (3) the side panels and 
canopies and their attachments to the A-frame; (4) the door unit and its 
attachment to the wood canopies; (5) the chair unit and its attachment 
to the floor and back canopies. The attachments of physical components 
are represented as red dotted lines in graph (b.3) of Fig.  9.

6.1.2. Integration testing
Integration testing is shown in Fig.  9 as process number 4, and this 

process refers to the integration of software and hardware units. In the 
last Section 6.1.1, software and hardware units were examined sepa-
rately, however, most hardware requires a software to be controlled, 
interacted with, or accessed by a user, and the records of the hardware 
need to be updated to the blockchain through software interfaces. These 
testing processes are shown as gray lines in graph (b) of Fig.  9.

Detailed examples of controlling hardware via software are shown 
in Fig.  11, where a screen is connected to the Raspberry Pi, controlling 
the LED lights (picture (a) in Fig.  11), a motion sensor (picture (b) 
in Fig.  11) and a camera (picture (b) in Fig.  11). For these three 
components, the LED lights and the motion sensor are mainly used as a 
signal for the users, while the camera is integrated into the access logic 
(more details in Section 5.3.1) and has direct interactions with both 
the user, the back-end and the blockchain. These testing processes are 
mainly related to electronic sub-systems 2,3 and 4 in Fig.  6.

6.1.3. System testing
The main evolution from integration testing to system testing is 

to fit the hardware and software systems into the physical structure 
configuration and spatial arrangements (see process 5 in Fig.  9). All 
hardware components require system testing and are illustrated as 
black lines in graph (b) of Fig.  9. Examples of integrating and fitting 
electrical systems, the electric door lock and other sensors into the 
physical structure are shown in Fig.  12.

Picture (a) in Fig.  12 represents an initial effort to integrate elec-
tronic components directly into the structure. However, as the system 
grew in complexity, the placement of the Raspberry Pi made iterative 
testing and updates to the hardware and software difficult due to 
limited access. While the electric lock and camera needed to remain 
in their designated positions, the Raspberry Pi and other electrical 
components were later organized into electrical boxes. Picture (b) in 
Fig.  12 tests the hardware and software components while the hardware 
components are mounted in the physical space. It is clear that the 
hardware placement and cable organization must be carefully designed. 
The stars in graph (b.2) of Fig.  9 depict this complexity. The compo-
nents marked with a yellow star require a voltage regulator. Various 
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Fig. 11. Examples of integration testing. (a): LED light control testing; (b): Distance sensor control testing; (c): Camera unit, LED light and button control testing.
components demand different voltage levels, such as 5 V, 12 V, and 
24 V for input and 24 V, 12 V, and 240 V for output. The orange star 
indicates data and power cables; while some components can use a 
single cable for both functions, it is more common for separate cables 
to be used for data and electricity.

Pictures (c) and (d) in Fig.  12 illustrate the evolution of electronics 
enclosures. Key components such as the Raspberry Pi, camera, motion 
actuator, battery shunt, voltage regulators and MPPT were initially 
organized and mounted in a plastic box for easier mobile testing, as 
shown in picture (a) of Fig.  12. When integrated into the structure of 
the prototype, it was found that such an enclosure strategy created 
difficulties for cable passage, which hampered connectivity between 
the energy system and other components. As the complexity of the 
electrical system increased, the enclosure iterated into the picture (b) 
in Fig.  12, which is a custom-built wooden casing. The hardware 
components and cables were reorganized and rearranged according to 
the no1s1’s physical structure and spatial requirements.

6.1.4. User Acceptance Testing (UAT)
While previous testing processes have verified that the software, 

hardware units and physical configuration operate as intended, UAT 
ensures the no1s1 prototype meets the needs of the audience in dif-
ferent settings (illustrated as the sub-processes (6) and (7) in Fig.  9). 
By allowing human interaction, unique user-specific issues are exposed 
and areas for improvement were identified. There are three main areas 
of impact: (1) hardware and physical configurations, (2) software user 
interface, (3) procedures involving user interactions.

Hardware requires basic safety measures, such as casings and en-
closures to prevent damage and accidents during interactions and to 
ensure visibility for demonstration purposes. Additionally, the modular 
design, color-coded wiring and labeled ports allow for future upgrades 
and adaptations, ensuring that the system can evolve alongside tech-
nological advancements. This can also be seen in the iterative testing 
process of the electronic enclosures (in Fig.  12 from (c) to (d)). In 
addition to the rationale for system testing discussed previously, this 
iteration addresses user needs by providing a more open casing that 
enhances system visibility.

Furthermore, UAT can also be implemented with only the software 
component, e.g., to improve the web-front as shown in the left image 
in Fig.  13. Integrated with the electrical system and the blockchain 
through previous testing processes, the web-based front-end has im-
proved user accessibility, ease of use, and reduced waiting time, with 
additional user-friendly functions such as displaying the real-time status 
of the energy system to increase the data transparency.

One of the most important process improvements that cannot be 
achieved without the user is the space access processes (see Sec-
tion 5.3.1 and picture (b) of Fig.  13). User feedback on the transaction 
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wait time, actuator response time, sensor accuracy, and user interface 
friendliness provides valuable insights for refining the overall usability 
and ensuring that the system meets user expectations. The series of im-
provements during this testing phase not only provides system integrity 
but also extends the life of the system through improved security and 
accessibility.

6.1.5. UAT case studies
After the internal iterative testing phase described in Section 6.1, 

the prototype was evaluated as a complete artifact in real-world de-
ployments (shown in Fig.  14). Benefiting from the modular design and 
mobility of the structure, the case studies were conducted in three 
different locations with different user profiles over the course of more 
than a year. This real-world evaluation process is part of the final 
testing step (process 7 in Fig.  9).
Case 1 (picture (a) of Fig.  14 ). no1s1 was deployed on the Ethereum 
testnet, Rinkeby. Users interacted with the prototype with guided steps 
using their mobile phones for registration and payment.

• Location: ETH Zurich Student Project House, Zurich, Switzerland
• Duration: 1 day
• Users: practitioner, students, and researchers

Case 2 (Picture (b) of Fig.  14 ). no1s1 was deployed on the Ethereum 
testnet, Rinkeby. Users interacted with the prototype using an iPad, fol-
lowing explanations and guided steps to minimize human intervention 
in the process.

• Location: ETH Zurich Pavilion at the World Economic Forum, 
Davos, Switzerland

• Duration: 3 days
• Users: more than 40 users with various academic and business 
background that are attending World Economy Forum

Case 3 (Picture (c) of Fig.  14 ). As a concept showcase, museum visitors 
can learn about no1s1 through an on-screen video narrated by AI 
voices. Feedback has been gathered through unstructured discussions 
with users. The prototype is powered on but not open for registration 
or payments.

• Location: House of electronic Arts, Basel, Switzerland
• Duration: 2 month
• Visitors: people with an artistic interest in digital installations that 
move through the museum

During this user evaluation phase, several critical issues emerged. 
Firstly, there is a delicate balance between user-friendliness and decen-
tralization in the access mechanism. Many users do not have a crypto 
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Fig. 12. Examples of system testing. (a): Raspberrypi testing; (b): Electric cable placement testing; (c): Electronic plastic casing box testing; (d): Electronic wood casing testing.
Fig. 13. Eamples of UAT testing. (a): Front-end user interaction testing; (b): Access interaction testing.
wallet for direct payments, and in exhibition setting, time constraints 
make on-boarding these users with a crypto wallet challenging. Thus, 
for UAT, a pre-funded crypto wallet was programmed for all the users 
to make quick payments. However, in the final demonstration, this 
procedure is improved due to the user’s concern about putting his own 
assets at risk. Secondly, the wait time for on-chain data transactions 
exceeded the typical attention span of the average user, prompting 
consideration of network transaction throughput. To reduce transaction 
time, the demonstrations used a locally hosted public network instead 
of Ethereum testnet. Thirdly, the mechanism for operating the door 
had some complexities that required calibration. For example, during 
testing, it was observed that users frequently took longer to enter the 
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space, so the door’s programmed wait time was adjusted based on 
actual interactions. Despite these challenges, it is important to highlight 
that the overarching concept of the prototype has demonstrated its via-
bility and functionality, providing a positive indication of its potential 
to reshape the domain of building access mechanisms.

6.2. Demonstration

The final implementation of the prototype was tested with 31 users 
at the University of Zurich (UZH) in the open lobby of an institutional 
building (see Fig.  15). The selection of this location ensured security 
for the physical structure, enabled continuous access to grid electricity 
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Fig. 14. The three UAT case studies: (a) ETH student project house; (b) ETH pavilion at WEF; and (c) HeK exhibition.
 

and a reliable Wi-Fi connection, all of which were essential for the 
prototype’s operation. User profiles ranged from students, researchers 
from ETH Zurich and the University of Zurich, industry practitioners, 
and even curious passersby. Users pre-registered by choosing a 30-min 
time slot and signing a pre-agreement form prior to the testing period.

6.2.1. Technical set-up
Based on the observations of the testing phases, adjustments were 

made for the final demonstration. A new UZH Ethereum local blockchain
network was selected as the implementation environment, a private 
derivative of the Ethereum chain. Therefore, the blockchain is compat-
ible with Ethereum smart contracts, ensuring a seamless transition and 
operation. The basic information of the network is as follows:

• Network name: UZHETH
• Network URL: https://vm-216.s2it.uzh.ch
• Chain id: 5
• accessibility: Public

This choice offers: (1) increased transaction throughput and reduced 
user waiting times, (2) an easy-to-use faucet for all users to acquire 
and utilize their own test cryptocurrency, (3) maintenance of a similar 
system security level to the testnet, and (4) cost-effective transactions 
due to the low monetary values of these tokens. Furthermore, to 
ensure that users could onboard seamlessly with the automated and 
independent testing process, they were required to spend time to set 
up a crypto wallet and pre-fund it. Each individual’s testing period was 
30 min, inclusive of the time required for onboarding prior to the test 
and a subsequent 10-min questionnaire session.
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6.2.2. Demonstration procedure
The demonstration procedure was refined during the series of test-

ing phases (see Sections 6.1.1, 6.1.3, and 6.1.2) especially the UAT 
case studies (see Section 6.1.5). It was found that many users have 
no experience with crypto-currency or a wallet. In UAT case study 2, 
a pre-funded wallet was implemented that users could access through 
a custom-designed iPad app. While this setup was convenient, it di-
minished the sense of giving real funds to the house. Thus, a new 
demonstration procedure was designed as follows:

• Pre-Demonstration: An advertisement about the demonstration 
was circulated to potential users. Interested participants were 
required to register for a specific time slot to attend the demon-
stration. Once registered, users received links to additional in-
formation regarding the prototype, ensuring they were properly 
prepared for the demonstration.

• Demonstration: During the allocated 30-min time slot, the demon-
stration began with a 5-min introduction to the prototype’s con-
cept and operation. Following this, users spent the next 10 min 
installing the Metamask crypto wallet app. After successfully 
setting up Metamask, users received UZHETH currency for testing 
no1s1. Participants interacted then with the no1s1 platform by 
registering through the web interface on their phone and deposit-
ing funds into the no1s1 wallet. To streamline the testing process, 
the no1s1 usage time was pre-configured to 1 min.

• Post-Demonstration: After the demonstration, users were encour-
aged to provide constructive feedback by completing an online 
questionnaire. This questionnaire served multiple purposes: (1) 
validate the feasibility of the no1s1 platform, (2) gather user 
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Fig. 15. Final demonstration of no1s1 at UZH.
Table 3
Exemplary user transaction details. 
 Title Data  
 Blockhash 0 × 42c001dabe70ad1302bc85fd44e923c1d6b541894be50ad4d08b367bd9bd9f79 
 Blocknumber 2 787692  
 From(address) 0 × 2f383f9704cBAE28E2b1FC4d620D9e8eC34B9524  
 Gas 110218  
 Gasprice 1 000000000  
 Hash(transaction) 0 × 3fe4c28377dcfcbc77b0e30f57f7b698595e5c14714af5b9d12dc0664b4faabe  
 To(address) 0xE7C1FBCE16D2f88F890A6a2c27B93B4636A80f5D  
 Nonce 10  
 Value 5E+17  
 Timestamp 1660661845  
 Time 2022-08-16 16:57:25+02:00  
insights on the concept, and (3) identify potential areas for im-
provements and extensions.

7. Evaluation

The evaluation of the design artifact is based on the results of 
the demonstration, the user feedback, and a critical reflection on the 
fulfillment of key system requirements as reflected in the final version 
of the artifact.

7.1. Results of demonstration

During the final demonstration, 31 users successfully interacted 
with the prototype. An example of the transaction data is shown 
in Table  3. The participants’ experience directly confirmed both the 
completion of the transactions and the codification structure between 
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the app contract and the data contract (explained in Section 5.5). 
Each transaction adhered to the encoded access logic, as detailed in 
Section 5.3.1, ensuring a secure and well-structured execution.

7.2. Assessment of key system requirements

After the demonstration, the researchers critically assessed the per-
formance of the artifact against the eight key system requirements: 
blockchain integration, comprehensive metadata, self-agency, financial 
transaction, access condition, and user interaction (see Section 4.1). 
The results are summarized in Table  4. Upon successful transactions 
and collection of users metadata, the verification of the prototype is 
conducted against the system requirement developed under Section 4.1. 
The Table  4 outlines the fulfillment levels of the prototype against 
key system requirements. The ‘‘Blockchain Integration’’ requirement is 
mostly fulfilled, as most critical statuses of the prototype are recorded 
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Table 4
Verification based on system requirements.
 Key requirements Detailed description for each of the four autonomy features Fulfilled? 
 Blockchain 
integration

Operation autonomy: Three main types of data, namely user, prototype occupancy, 
and security, were all updated and recorded on the blockchain. The energy data was 
working effectively, but the indoor solar input was missing in the last demonstration.
Human interface autonomy: User identity and occupancy data was recorded 
on-chain and retrieved by the front-end and back-end interfaces to verify the user’s 
identity. 
Revenue and ownership autonomy: User payment and escrow return data was 
recorded on-chain and retrieved by the front-end and back-end to verify all payment 
processes.

Mostly  

 Comprehensive 
metadata

Operation autonomy: Operation-related transactions were recorded. 
Human interface autonomy: Human-interface-related transactions were recorded. 
Revenue and ownership autonomy: Revenue and financial transactions were 
recorded.

Yes  

 Self-agency Operation autonomy: Achieved autonomous access and exit processes, security, 
occupancy time and experience control, and partial energy control without human 
intervention. 
Human interface autonomy: Users were able to interact with the system with a 
minimal onboarding process, largely due to their unfamiliarity with blockchain 
technology. 
Revenue and ownership autonomy: Established self-ownership of financial assets 
through cryptocurrency without any human involved having access.

Mostly  

 Financial 
transaction

Operation autonomy: N/A 
Human interface autonomy: N/A 
Revenue and ownership autonomy: Revenue generation from space rentals was 
encoded in smart contracts using cryptocurrency.

Partially  

 Access condition Operation autonomy: Allowed pseudonymous access for users. 
Human interface autonomy: Simplified user access with web-based front-end, QR 
code scanning, and digital wallets. 
Revenue and ownership autonomy: Ensured that the revenue belonged to no1s1.

Yes  

 User interaction Operation autonomy: Hardware operations related to the physical prototype were 
mainly performed in the back-end to reduce latency and wait time. 
Human interface autonomy: Simplified the process with a web-based front-end, QR 
code scanning, and escrow process. 
Revenue and ownership autonomy: Users interacted directly with the prototype 
system for financial and operational purposes.

Partially  

 Physical scale Operation autonomy: Designed for single user interaction, ensuring focused 
operational efficiency. 
Human interface autonomy: N/A 
Revenue and ownership autonomy:N/A

Yes  

 Functionality Operation autonomy: Users participated autonomously in core functionalities (e.g. 
meditation). 
Human interface autonomy: Users only had to register on the front-end and scan 
their QR code using a physical camera built into the device. The rest of the 
interaction was automated. 
Revenue and ownership autonomy: The prototype has accumulated revenue and 
owns assets.

Yes  
on-chain; however, the indoor solar input data was missing in the last 
demonstration. The ‘‘Comprehensive Metadata’’ requirement is fully 
met, with all transactions recorded alongside 11 critical metadata 
points. Similarly, the ‘‘Self-agency’’ requirement is also mostly satisfied, 
as the system allows users to maintain ownership of their financial 
assets without any access rights granted to human stakeholders, and 
minimized level of operational autonomy is achieved. Human can 
interact with the system directly with minimized guidance. The ‘‘Fi-
nancial Transaction’’ requirement is partially fulfilled through encoded 
revenue generation for space rentals in smart contracts. However, 
more complicated financial mechanisms tied to operation and users 
can be developed. The ‘‘Access Condition’’ requirement is fully met, 
allowing pseudonymous access for users without identity restrictions. 
The ‘‘User Interaction’’ requirement is partially fulfilled, as some users 
still demanded guidance during interactions. Lastly, both the ‘‘Physical 
Scale’’ and ‘‘Functionality’’ requirements are fully met, enabling single-
user interactions and allowing users to autonomously engage in core 
functionalities, such as meditation, through a streamlined process. This 
mapping ultimately showcased the successful realization of prototype’s 
intended functionalities.
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7.3. Assessment of achieved scope of autonomy

Based on the assessment of the key system requirements, the fol-
lowing sections critically assess the degree to which the four scopes of 
autonomy are achieved.

7.3.1. Operation autonomy within the management autonomy category
Achieving operation autonomy requires the fulfillment of 7 system 

requirements (excluding financial transactions). To reduce maintenance 
needs and emphasize operational autonomy, the prototype is specifi-
cally designed as a meditation space (see Section 4.2). Users in this 
space only need to sit with minimal activities. This significantly de-
creases the complexity of user activity within the prototype, leading 
to less maintenance such as frequent reoccurring cleaning. Addition-
ally, it simplifies operational requirements by eliminating complex 
building systems such as drainage or insulation. The operation system 
successfully enables autonomous access, payment and exit processes, 
supports pseudonymous access through web-based front-end interfaces 
and QR code scanning, and optimizes latency by streamlined hardware 
operations in the back-end. The essential operational data is recorded 
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Fig. 16. User feedback of no1s1 artifact during the final demonstration.
on the blockchain with its metadata and retrieved as truth for verifying 
all important operational steps. Users can engage in core function-
alities like meditation with minimal on-boarding aid, reinforcing the 
prototype’s autonomous operational model. The general operational 
autonomy processes meet completely or partially all 7 key requirements 
that were intended to be achieved (see detailed description in Table  4).

7.3.2. Human interface autonomy within interaction autonomy category
Achieving human-interface autonomy requires implementation of 

six key system requirements (excluding financial transactions and phys-
ical scale). The developed interfaces ensure that user identity and 
occupancy data are recorded on-chain and easily retrieved by both 
front-end and back-end interfaces for user identity verification. The 
system simplifies user access, enhancing the overall user experience. 
Human interface autonomy meets completely or partially the 6 key 
requirements (see detailed description in Table  4).

7.3.3. Revenue and ownership autonomy within financial autonomy cate-
gory

Achieving revenue and ownership in financial autonomy requires 
the fulfillment of 7 key system requirements (excluding physical scale). 
The electric system of the building is designed to hold its own crypto-
wallet, where the access of the funding in the wallet is only granted to 
the prototype system itself. This exclusivity of fund access by the system 
itself marks the self-ownership of the prototype. The logic of revenue 
generation processes are encoded through smart contracts. The smart 
contracts are designed to be modular and robust, allowing for future 
updates to rental pricing models and other financial mechanisms to be 
integrated into the existing code base.

Additionally, the revenue and ownership of the prototype are de-
signed to be closely linked to its energy consumption. Energy serves 
as the only value for the machine. The energy consumption during 
operation determines the rental price of the space, which in turn 
becomes the revenue generated.

All financial records and transaction are on-chain, ensuring trans-
parency, security and decentralized access. The system allows the 
prototype to accumulate and hold its crypto-assets without human 
intervention. Overall, revenue and ownership autonomy meets the 8 
requirements (see detailed description in Table  4), demonstrating a new 
possibility for cyber–physical systems to digital ownership.
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7.4. Assessing user feedback

User feedback was collected using a survey, to which 19 of the 31 
participants responded. By exploring the users’ satisfaction levels and 
views on concept relevance, the survey offers insights into the current 
artifact’s performance and establishes a basis for making informed 
decisions to guide future improvements.

In Fig.  16, each bar represents the number of times a specific 
feedback point was mentioned. A majority of users expressed posi-
tive views about the prototype, praising its overall experience. Users 
widely agreed that the prototype effectively embodies the concept of 
an autonomous self-owning house, offering a glimpse into future. Addi-
tionally, users also found the prototype to be user-friendly, contributing 
to its overall ease of use. Notably, six users reported an enhanced under-
standing of blockchain technology following their testing experience. 
Other positive feedback included a desire to ‘‘meditate longer’’ and 
‘‘see more automation’’. However, a noteworthy critique emerged con-
cerning the level of automation; users expressed a desire for increased 
automation in certain aspects. Furthermore, a minor criticism pertained 
to the limited meditation length imposed by the testing setup. The 
least selected feedback points were related to the background noise 
during meditation and the user’s desire to pay for meditation. This 
multifaceted feedback not only provides valuable insights for refining 
the prototype but also serves as validation that the prototype operated 
smoothly and for the most part met user expectations.

In addition to gathering direct feedback on users’ experiences with 
the prototype, participants were asked to share their perspectives on 
the benefits and challenges of blockchain technology in the context 
of autonomous buildings as in Figs.  17 and 18. While not conducted 
in a structured interview format, this supplementary inquiry provides 
insights and, to a certain extent, validates users’ demands and concerns 
regarding the conceptualization and future prospects of blockchain-
enabled autonomous buildings. This approach sought to gain insights 
directly from users, allowing their input to contribute meaningfully to 
the potential future application of the proposed concept.

According to Fig.  17, users prioritize transparency and reduced 
intermediaries as the primary benefits of implementing blockchain 
technology in autonomous buildings, with 12 and 10 selections respec-
tively. Other notable benefits, each receiving more than 7 selections, 
include fractional ownership, altering ownership structures of existing 
real estate, and new incentives through token usage.

Interestingly, the main challenges perceived by users (see Fig.  18) 
in adopting blockchain technology are not technical; rather, they relate 
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Fig. 17. Blockchain technology’s benefits for autonomous buildings.
to user literacy in technical tools (11 selections), market volatility of 
cryptocurrencies (10 selections), and legal uncertainties (10 selections). 
Technical concerns, such as the adaptability of smart contracts and 
the maturity of technology, rank as secondary challenges with 7 and 
8 selections.

8. Discussion

8.1. Moving from automation to agency

The growing discourse of human-building interaction suggests re-
thinking of the role of buildings and non-human entities not only as 
passive players but as active participants in the built environment. This 
becomes particularly relevant due to the rapid development of artificial 
intelligence, enabling a form of ‘‘building cognition’’ [6,10,116–118]. 
These existing studies form an early basis to move towards an ‘‘agentic’’ 
understanding of intelligent buildings as autonomous cyber–physical 
agents, in contrast to previous decades of work focused on building 
automation logic that serves as a passive recipient of human interaction 
[5]. A crucial aspect missing from this discussion is a clear under-
standing of the full economic self-agency and ‘‘self-ownership’’ of these 
agents. Without it, future discourse is at risk of being irrelevant or 
focused narrowly on human-controlled scenarios. This paper uniquely 
explores how it is possible to also grant buildings ownership autonomy 
via self-custodial blockchain-based financial assets.

One key contribution in this shift is the creation of a tangible 
artifact. The no1s1 prototype garnered significant attention due to its 
tangibility, as most blockchain research lacks systematic physical im-
plementations [119]. Furthermore, the process of creating the physical 
artifact also facilitates a deeper understanding of the matter and raised 
new questions from participants. For example, what is the relationship 
between automation and ownership? To what extent do the machine 
agents of intelligent building possess decision-making rights? These 
questions are rarely asked in built environment research beyond prop-
erty rights and ownership management [120]; when raised, it is often in 
the context of digital governance [79] or user ownership [121], without 
considering machine self-agency. Understanding machine self-agency 
and its impact on humans is likely an essential next step in the future of 
both human-building interaction and more generally human-machine 
collaboration in the built environment [8,122].
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Furthermore, this paper offers a potential technical foundation for 
future research discourse on human-building interaction by demon-
strating, which could be iterated upon to show how smart and in-
telligent buildings can co-create value and eventually manage assets 
alongside users. The technical framework (see Fig.  4) illustrates the 
relationship between the various components required for technical 
implementation of self-owning physical objects. In the case of no1s1, 
the cyber–physical system needs a web-based front-end to achieve (1) 
digital user interaction, and (2) the physical response from/to the 
back-end and other technical infrastructure. The chosen interaction 
successfully facilitates the coordination of intelligent buildings with 
humans without intermediaries, shifting the required trust related to 
counterparty risk with non-human agents to the technical peer-to-peer 
blockchain network.

8.2. Research limitations

This paper explores the possibility of establishing a self-owning 
system by constructing and iterating the artifact using the design 
science methodology. To ensure the viability of building a practical 
artifact, it is essential to identify key requirements that limit the scope 
to only the critical components while allowing for future expansion and 
full implementation. Furthermore, this paper emphasizes developing 
overarching concepts and frameworks rather than optimizing system 
efficiency or technical configurations, and therefore did not aim to 
gather data or metrics for improving efficiency or enabling meaningful 
comparisons with technically optimal self-owning intelligent buildings. 
As a result, the research design faces two main types of limitations 
and challenges: those specific to the artifact (Sections 8.2.1, 8.2.2, and 
8.2.3) and those general to the study (Section 8.2.4). Together, these 
limitations and challenges highlight critical areas not only for techni-
cal optimization of the artifact but also for broader implementation 
challenges, both of which are essential for advancing toward a fully 
autonomous, self-owning intelligent building system at scale.

8.2.1. Scope limitations
The no1s1 artifact was well received according to the user feedbacks 

and it demonstrated the feasibility of a small-scale, self-owned build-
ing. However, implementing a fully autonomous, self-owning building 
system is significantly more complex and challenging at scale and 
throughout the building’s entire life cycle. First, the artifact suffers from 
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Fig. 18. Blockchain technology’s challenges for autonomous buildings.
scope constraints. The envisioned scope of autonomy (shown in Fig. 
1) is only partially achieved, raising concerns about its scalability to 
large-structure buildings. Beyond the limited scope of autonomy, the 
prototype’s design does not account for the entire life cycle or the 
changing stakeholder groups throughout different stages.

8.2.2. Technical limitations
Due to resource and time constraints, the prototype also had to 

make technology and tooling compromises that prioritized the prac-
ticality of demonstrating the defined key system requirements. Mov-
ing forward, technical system optimization of the artifact for real-
world implementation should be prioritized. For example, the choice 
of blockchain network will significantly affect the system’s overall 
technical efficiency, latency, and security, and should be compared 
and discussed in detail for future implementation. Observation from 
this prototype indicates that cost-efficiency analysis is critical when 
scaling this system for real-world application due to the volatility of 
cryptocurrency prices and the potential high transaction fees. However, 
cost-effective analysis is complex and requires optimization in multi-
ple aspects, including smart contracts, blockchain network selection, 
system logic, and on-chain data volume.

To conclude, the following technical research directions can be 
identified to improve the system technical performance: (1) compar-
ing different blockchain types—private, public, and consortium—for 
various functionalities; (2) evaluating communication protocols, IoT 
system, data schema and processing; (3) conducting cost-efficiency 
analyses for transaction gas fees; (4) developing a true autonomous 
key management system for autonomous non-human entities; and (5) 
assessing system cybersecurity risks.

8.2.3. Testing set-up and environment limitations
Frequent prototype relocation was time-consuming due to disassem-

bly and reassembly; future research should enhance transportability. 
Although three UAT cases and a demonstration (see Sections 6.1.5 
and 6.2) were performed to demonstrate the success of the concept, 
the number of user interactions still can hardly support a statistically 
relevant analysis. Users were also often highly educated, familiar with 
the technology, and given a tutorial to help them navigate the process.

Although the conditions of the test sites were as close to real-world 
application as possible, the researchers were constantly monitoring 
the process to guarantee the system was working, so it was not fully 
evaluated in an environment completely without human assistance. 
Additionally, test sites were carefully selected with secure, guarded 
22 
areas, power and connectivity. This prevents a more comprehensive 
assessment of the scalability and robustness of the prototype’s full 
autonomy in random locations.

8.2.4. General challenges
The level of decentralization should be evaluated for the whole pro-

cess, considering both the technical and human factors. For example, 
the current implementation relies on a middle-ware layer based on 
a Raspberry Pi as a back-end (see Section 5.5), which processes and 
formats the sensor data before transacting it to the blockchain. The 
middle-ware layer can be viewed also as a single point of failure. Its 
failure would bring no1s1 to a halt. Multiple network devices would 
increase security through decentralization and redundancy. Beyond 
technical level of decentralization, the management and ownership 
decentralization need to be considered in real-world human-machine 
interactions.

Scalability also remains a significant challenge in the system design 
context. Scaling up the system would for example lead to a higher 
transaction volume on the public blockchain due to more stakeholders 
and increased operational complexity. The system may then face bot-
tlenecks in transaction processing times and high transaction costs. To 
address these challenges, future research could explore the integration 
of layer-2 blockchain scaling solutions [123,124].

Scaling the system would also increase the number of sensors and 
actuators required to provide the necessary feedback to the smart 
contract about the physical state. Therefore, ensuring standardized, 
synchronized, and integrated data streams would become increasingly 
complex. Without proper standardization, discrepancies in data formats 
or synchronization issues could compromise the system’s functionality 
and autonomous decision-making feedback loops. Future iterations of 
the system should explore the adoption of standardized data models 
and IoT protocols to ensure seamless interoperability. Additionally, 
implementing advanced data integration techniques, such as semantic 
data models or machine learning algorithms, could further enhance the 
system’s ability to process and utilize sensor data effectively, ensuring 
reliable and accurate operations in a blockchain-enabled environment.

There are already inherent cybersecurity risks associated with the 
use of public blockchain systems, which would also multiply as system 
interactions scale. Risks include data transparency of sensitive infor-
mation, potential smart contract exploits, and susceptibility to network 
instability or attacks such as Sybil attacks. The security measures imple-
mented in the prototype’s smart contracts, such as separating logic and 
data into multiple interacting contracts, ensured successful protection 
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during testing. (see Section 5.5). More research will be required on 
robust smart contract auditing processes.

The above limitations provide a starting point for implementing a 
more advanced system at scale. Continuous innovation and adaptation 
to the evolving technology landscape will be required to improve the 
potential limitations associated with the current state of blockchain 
technology.

8.3. Future research directions

This section focuses on the high-level future research directions 
for self-owning buildings in the built environment. The findings of 
this paper advocate for a paradigm shift in the perception of own-
ership within the built environment. The following chapters outline 
the implications and suggest future research directions following the 
three main objectives of this paper (see Section 2.5). Future stud-
ies could expand beyond these objectives, integrating insights from 
other disciplines such as social science [48,125], economics and fi-
nance [126–128], AEC management [70,129,130], value engineering 
[49,131,132], digital twin [56,118], urban planning and governance 
[68,133,134], organizational science [135,136], law [35,86,137], and 
real estate [73,138,139].

8.3.1. Cyber-physical integrated agents and systems
Cyber-physical systems face increasing complexity, especially re-

garding their interface with human and social issues [1,114]. These 
issues have inspired research on cyber–physical-human systems and 
cyber–physical-social systems [2]. For example, for the proof-of-work 
mechanism, physical infrastructure is at the core of computing power 
to maintain blockchains decentralized network [29]. The trend of inte-
grated cyber–physical applications with incentive mechanisms is often 
referred to as DePin (Decentralized Physical Infrastructure) [140]. In 
addition, new research linking intelligent agents to DePin has created 
theories around intelligent cyber–physical agents [141]. Even though 
limited in its scope, this paper pioneers the integration of the disciplines 
of cyber–physical systems, smart buildings, and blockchain technology 
in the built environment and hopefully inspires further research along 
these lines.

8.3.2. Automation, ownership and self-agency
Automation in the built environment is closely tied to ownership 

due to the embedded user engagement and coordination involved. It 
is critical that researchers and engineers become aware that technical 
design decisions can directly alter the dynamics of decision rights and 
ownership between human and machine agents. This relationship is 
reciprocal, dynamic, and complex, and requires close examination and 
analysis [98].

For future studies, the above quest should be considered in the con-
text of advances in AI. The agent-hood of AI and its moral and ethical 
dimension have long been critically explored [142,143]. Scientists seek 
to define, describe, and evaluate the value and self-agency of technol-
ogy relative to its human counterparts [144–146]. Establishing clear 
ownership mechanisms for agents will become increasingly important 
as we move to more complex, interconnected systems where machine 
agency is not just an extension of human control, but a co-dependent 
relationship. This presents a unique opportunity for studies in the built 
environment, as human and machine agents often coexist in the same 
digital and physical environment.

8.3.3. Peer-to-peer coordination and digital governance
Blockchain-based digital governance can be managed in a unique 

transparent manner that aligns with principles of common pool re-
sources [51,147–149]. The data recorded on-chain could be the source 
of truth to assist the coordination of human and machine agents in 
cyber–physical systems [150]. Drawing also on experiments in decen-
tralized autonomous organizations [43], the potential lies in further 
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exploring how on-chain coordination mechanisms could regulate the in-
teractions and transactions of machine and human agents at scale. Fur-
ther large-scale experiments in the built environment would certainly 
provide interesting research insights for peer-to-peer digital governance 
of networked human and machine agents in the built environment.

9. Conclusion

This paper highlighted how blockchain technology can enable self-
agency in intelligent buildings, allowing them to achieve financial 
ownership. By utilizing DSR methodology and introducing a physical 
artifact, no1s1, the feasibility of this concept and the ability of intel-
ligent buildings to participate in the digital economy is highlighted. 
The successful implementation demonstrates the technical feasibility 
of creating self-agency of things in the built environment, disrupt-
ing traditional models of ownership and governance, and confirming 
theoretical work outlining this potential shift towards new economic 
systems based on decentralized peer-to-peer participation. This pa-
per emphasizes the potential of re-engineering embedded ownership 
systems within smart and intelligent buildings using peer-to-peer net-
works, offering new pathways for blockchain applications for the future 
of intelligent built environment. Notably, the no1s1 artifact intends to 
explore a new model of asset ownership and resource distribution that 
incorporates both human and machine agents in the built environment, 
in the hope of a positive symbiosis and collaborative future. It also 
enriches the discourse of autonomous and cyber–physical systems in 
the built environment with a focus on the impact of ownership on 
human, social, and economic aspects. Future research should expand 
interdisciplinary studies to include social sciences, economics, law, 
management, and governance to better understand autonomous build-
ings as active agents. Investigating machine self-agency, AI ethics, and 
decision-making mechanism is also crucial to fostering scalable human-
machine collaboration in the built environment. Last but not least, 
the discourse and technical framework of blockchain-based engineered 
ownership can be applied across different cyber–physical systems in 
other domains such as manufacturing.
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Appendix

A.1. Smart contract pseudocode and interactions

The algorithms show in pseudocode the smart contract space access 
logic of the five main functions mentioned in Fig.  7. The complete code 
is available on Github at the URL https://github.com/no1s1labs/no1s1.

Algorithm 1 Smart contract function that allows a user to purchase 
meditation time.
1: function Buy(selectedDuration, txSender, username, 
escrowAmount, maxDuration, goodDuration, lowDuration)

2:  if 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 > 𝑚𝑎𝑥𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 then
3:  Throw Error: "Requested duration exceeds maximum al-
lowed duration."

4:  end if
5:  if value of funds sent < 𝑒𝑠𝑐𝑟𝑜𝑤𝐴𝑚𝑜𝑢𝑛𝑡 then
6:  Throw Error: "Insufficient funds provided for escrow."
7:  end if
8:  if 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ≥ 𝑔𝑜𝑜𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 then
9:  Ensure battery level is Full.
10:  else if 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ≥ 𝑙𝑜𝑤𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 then
11:  Ensure battery level is Full or Good.
12:  else if 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 > 0 then
13:  Ensure battery level is Full, Good, or Low.
14:  end if
15:  𝑘𝑒𝑦 ← HASH(𝑡𝑥𝑆𝑒𝑛𝑑𝑒𝑟, 𝑢𝑠𝑒𝑟𝑛𝑎𝑚𝑒)
16:  if 𝑘𝑒𝑦 exists in no1s1Users with non-zero boughtDuration then
17:  Throw Error: "User has already purchased meditation time."
18:  end if
19:  Store 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦] with:
20:  𝑏𝑜𝑢𝑔ℎ𝑡𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ← 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛
21:  𝑎𝑐𝑐𝑒𝑠𝑠𝑒𝑑 ← FALSE
22:  𝑎𝑐𝑡𝑢𝑎𝑙𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ← 0
23:  𝑙𝑒𝑓 𝑡 ← FALSE
24:  𝑝𝑎𝑖𝑑𝐸𝑠𝑐𝑟𝑜𝑤 ← amount of funds sent
25:  Increase 𝑒𝑠𝑐𝑟𝑜𝑤𝐵𝑎𝑙𝑎𝑛𝑐𝑒 by the amount of funds sent.
26:  Emit newQRcode(key).
27: end function

Algorithm 2 Smart contract function that allows no1s1 to check user 
access for a scanned key.
1: function CheckAccess(key, goodDuration, lowDuration)
2:  𝑎𝑙𝑙𝑜𝑤𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ← 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑏𝑜𝑢𝑔ℎ𝑡𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛
3:  if 𝑎𝑙𝑙𝑜𝑤𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 = 0 then
4:  Throw Error: "No meditation time purchased for this key."
5:  end if
6:  if 𝑎𝑙𝑙𝑜𝑤𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ≥ 𝑔𝑜𝑜𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 then
7:  Ensure battery level is Full.
8:  else if 𝑎𝑙𝑙𝑜𝑤𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ≥ 𝑙𝑜𝑤𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 then
9:  Ensure battery level is Full or Good.
10:  else if 𝑎𝑙𝑙𝑜𝑤𝑒𝑑𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 > 0 then
11:  Ensure battery level is Full, Good, or Low.
12:  end if
13:  Update 𝑛𝑜1𝑠1𝑂𝑐𝑐𝑢𝑝𝑎𝑡𝑖𝑜𝑛 ← FALSE.
14:  Emit accessSucceeded(allowedDuration).
15: end function
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Algorithm 3 Smart contract function that allows no1s1 to record user 
presence on-chain upon detection.
1: function CheckActivity(pressureDetected, key)
2:  if 𝑛𝑜1𝑠1𝑂𝑐𝑐𝑢𝑝𝑎𝑡𝑖𝑜𝑛 = TRUE then
3:  Throw Error: "Space is not occupied, access not checked."
4:  end if
5:  if 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑎𝑐𝑐𝑒𝑠𝑠𝑒𝑑 = TRUE then
6:  Throw Error: "Access has already been registered for this 
user."

7:  end if
8:  if 𝑝𝑟𝑒𝑠𝑠𝑢𝑟𝑒𝐷𝑒𝑡𝑒𝑐𝑡𝑒𝑑 = TRUE then
9:  𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑎𝑐𝑐𝑒𝑠𝑠𝑒𝑑 ← TRUE
10:  Emit userActive(TRUE).
11:  else
12:  Update 𝑛𝑜1𝑠1𝑂𝑐𝑐𝑢𝑝𝑎𝑡𝑖𝑜𝑛 ← TRUE
13:  Emit userActive(FALSE).
14:  end if
15: end function

Algorithm 4 Smart contract function that allows no1s1 to record user 
exit upon re-opening the door.
1: function Exit(doorOpened, actualDuration, key)
2:  if 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑎𝑐𝑐𝑒𝑠𝑠𝑒𝑑 = FALSE then
3:  Throw Error: "User has not accessed the space."
4:  end if
5:  if 𝑑𝑜𝑜𝑟𝑂𝑝𝑒𝑛𝑒𝑑 = FALSE then
6:  Throw Error: "User has not left the space."
7:  end if
8:  Update 𝑛𝑜1𝑠1𝑂𝑐𝑐𝑢𝑝𝑎𝑡𝑖𝑜𝑛 ← TRUE.
9:  Increment 𝑐𝑜𝑢𝑛𝑡𝑒𝑟𝑈𝑠𝑒𝑟𝑠 ← 𝑐𝑜𝑢𝑛𝑡𝑒𝑟𝑈𝑠𝑒𝑟𝑠 + 1.
10:  Add 𝑎𝑐𝑡𝑢𝑎𝑙𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 to 𝑐𝑜𝑢𝑛𝑡𝑒𝑟𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛.
11:  Update 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦] with:
12:  𝑎𝑐𝑡𝑢𝑎𝑙𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 ← 𝑎𝑐𝑡𝑢𝑎𝑙𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛
13:  𝑙𝑒𝑓 𝑡 ← TRUE
14:  Emit exitSuccessful(actualDuration).
15: end function

Algorithm 5 Smart contract function that allows the user to refund 
unused funds paid.
1: function RefundEscrow(sender, username, meditationPrice)
2:  𝑘𝑒𝑦 ← HASH(𝑠𝑒𝑛𝑑𝑒𝑟, 𝑢𝑠𝑒𝑟𝑛𝑎𝑚𝑒)
3:  if 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑎𝑐𝑐𝑒𝑠𝑠𝑒𝑑 = FALSE then
4:  Throw Error: "User has not accessed the space."
5:  end if
6:  if 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑙𝑒𝑓 𝑡 = FALSE then
7:  Throw Error: "User has not left the space."
8:  end if
9:  𝑎𝑐𝑡𝑢𝑎𝑙𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 = 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑎𝑐𝑡𝑢𝑎𝑙𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛
10:  𝑝𝑟𝑖𝑐𝑒 = 𝑎𝑐𝑡𝑢𝑎𝑙𝐷𝑢𝑟𝑎𝑡𝑖𝑜𝑛 × 𝑚𝑒𝑑𝑖𝑡𝑎𝑡𝑖𝑜𝑛𝑃 𝑟𝑖𝑐𝑒
11:  𝑒𝑠𝑐𝑟𝑜𝑤 = 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].𝑝𝑎𝑖𝑑𝐸𝑠𝑐𝑟𝑜𝑤
12:  𝑎𝑚𝑜𝑢𝑛𝑡𝑇 𝑜𝑅𝑒𝑡𝑢𝑟𝑛 = 𝑒𝑠𝑐𝑟𝑜𝑤 − 𝑝𝑟𝑖𝑐𝑒
13:  Remove 𝑒𝑠𝑐𝑟𝑜𝑤 from 𝑒𝑠𝑐𝑟𝑜𝑤𝐵𝑎𝑙𝑎𝑛𝑐𝑒.
14:  Reset 𝑛𝑜1𝑠1𝑈𝑠𝑒𝑟𝑠[𝑘𝑒𝑦].
15:  if 𝑝𝑟𝑖𝑐𝑒 ≥ 𝑒𝑠𝑐𝑟𝑜𝑤 then
16:  𝑎𝑚𝑜𝑢𝑛𝑡𝑇 𝑜𝑅𝑒𝑡𝑢𝑟𝑛 = 0
17:  else
18:  Send 𝑎𝑚𝑜𝑢𝑛𝑡𝑇 𝑜𝑅𝑒𝑡𝑢𝑟𝑛 to 𝑠𝑒𝑛𝑑𝑒𝑟.
19:  end if
20:  Emit refundSuccessful(price, amountToReturn).
21: end function

https://github.com/no1s1labs/no1s1
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Source code available at https://github.com/no1s1labs/no1s1.
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