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ABSTRACT With rising numbers of people living in cities leading to increasing congestion and pollution,
mobile crowdsensing applications form a potential solution to make transport systems smarter and more
efficient. However, sharing data comes with the risk of private information being disclosed. Therefore, a
clear incentive is necessary to motivate smart device users to share data about their activities and their
environment. Taking a choice modelling approach, this study aims to identify factors related to incentives
and privacy that explain choice behavior of users in crowdsensing applications. We find that the effort
required by users is a main factor influencing the willingness to share data. 47% of respondents (n=125)
indicated to be highly concerned about their privacy. However, the risk of re-identification was found to
be the least important factor to respondents, a finding which could be explained by the Privacy Paradox.
Our findings imply that a trade-off has to be made by developers of crowdsensing applications between
the richness of information on one hand, and the privacy risks and participation rate of users on the
other hand. We propose three practical principles for designing effective and value-sensitive crowdsensing
applications for smart mobility, which are 1) Tailor-made applications, 2) Transparency by design, and
3) Ensuring attractiveness of applications. Furthermore, our study provides a basis for further research on
user preferences in smart mobility applications, which will become increasingly important in the light of
current challenges in the field of mobility.

INDEX TERMS Smart mobility services, crowdsensing, choice modelling, willingness to share data,
privacy calculus.

I. INTRODUCTION

BY2050, it is expected that 70% of the world’s popula-
tion will live in cities and surrounding regions [1]. The

growth we see in cities all around the world has direct effects
on climate change, rising emission and pollution levels, as
well as on infrastructure and transport requirements [2].
Smart mobility is one of the critical features contributing
to smart and sustainable development [3]. Current chal-
lenges relating to congestion, accidents, and scarceness of
space lead to increased delays, energy expenditure, and pol-
lution [4]. This raises the need for better planning of traffic
and infrastructure. Emerging solutions in the field of smart

The review of this article was arranged by Associate Editor
Sergio Di Martino.

transportation systems, smart charging, and Mobility as a
Service (MaaS) ask for new ways to acquire large amounts
of data. These data can be used for analyzing and predicting
mobility flows and make public and private transport more
efficient, safe, and sustainable.
Crowdsensing is a novel paradigm in the field of Internet

of Things, enabling both public and professional users to
gather, analyze, and share data about the urban environ-
ment using built-in sensors and applications in smart mobile
devices [5]. Considering that over 94% of the population has
access to a mobile network in 138 countries [6], there is a
huge potential in obtaining real-time data from smartphones
and other smart devices. Shit [7] argues for the relevance of
crowdsensing methods for the realization of intelligent trans-
port systems. Data collected from applications running on
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travelers’ smart devices can contribute to better predictions of
traffic flows and of the traveler situation, leading to valuable
information for transport operators, authorities, and travelers.
Yet, according to Ribeiro et al. [4] the impact of users

and their readiness to get involved in these new opportuni-
ties is a crucial and little addressed element regarding the
digitization of transport. A key challenge in unlocking the
potential of crowdsensing applications for smart mobility is
the identification of robust incentives that enhance participa-
tion of individuals [8], [9]. However, sharing data can lead
to risks related to privacy. Sensing measurements might be
tagged with location information or may enable the identifi-
cation of personal routines and habits [10], [11]. For users,
a clear benefit should therefore exist in order to encourage
them to share their personal data about their activities and
environment. Incentive mechanisms can motivate users to
participate, but also require a quantification of privacy [12].
General studies on the motivations of volunteers to engage in
crowdsensing tasks and the effectiveness of incentives across
different contexts are still lacking [13]. Furthermore, the spe-
cific privacy concerns of users, which can be linked to their
different characteristics, have to be further researched [14].
This paper explores what factors related to privacy and

incentives affect the willingness of smart device users to con-
tribute to crowdsensing systems for smart mobility. Through
the lens of a discrete choice experiment, we aim to identify
the trade-off that these individuals make between potential
costs and benefits of participating in sensing applications.
The primary contribution of this paper is the empirical
insight it provides into trade-offs concerning data sharing
in smart mobility services. An additional, secondary contri-
bution concerns the method that is applied. Choice modelling
is a method not often applied to the topic of crowdsensing.
Thus, this study expands the research field of crowdsensing
for smart mobility by providing new insights on behavior and
user preferences regarding crowdsensing systems. Moreover,
these insights are applied to practical use cases in the field of
smart mobility. From these scientific contributions, a clear
relevance follows for policy and society, by contributing
to the societal debate regarding data sharing and privacy.
Insights in user perceptions can help organizations collect-
ing data to make ethical choices, taking into account users
and their preferences. This can lead to the development of
effective smart mobility services while protecting values like
trust and privacy.

II. BACKGROUND
A. CHALLENGES IN SMART MOBILITY
Three semi-structured interviews were conducted with var-
ious parties in the field of smart mobility in order to get
insight in the current challenges relating to digitization in
the mobility sector. Each one of these interviews leads to
one use case illustrating a challenge with regard to smart
mobility, as displayed in Table 1. The main modes of trans-
portation that the use cases are focused on are described in
the third column.

TABLE 1. Conducted interviews.

The first interview concerns a municipality, aiming for dig-
itization of crowd management. Although cameras have been
used to count the number of people at a specific moment in
time, there is a wish for additional data to get a more detailed
view on crowdedness. Real-time data on crowdedness could
be compared with historical data to prepare, monitor, and
control traffic flows, for example by providing alternative
routes to travelers. A use case related to the first one is a
public transport operator wishing to predict crowdedness in
vehicles and communicate capacity information to travelers.
To this end, data from public transport cards, weights in vehi-
cles, and infrared sensors have been used. However, these
solutions do not suffice in providing detailed information.
With data collected real-time, capacity requirements at spe-
cific locations can be determined, travel behavior can be
understood, and products can be improved. The challenge
of data collection not only concerns public, but also private
mobility. In the third interview, sharing data with respect to
traffic was mentioned. For example, traffic information can
be optimized by signaling accidents and proposing alterna-
tive routes to car drivers nearing an accident. This can lead
to increased safety and decreased traffic delays.

B. CROWDSENSING FOR SMART MOBILITY
Crowdsensing applications can contribute to the identified
challenges in the field of smart mobility [15]. With real-
time data collected from travelers’ smart devices, traffic
flows as well as travel behavior and travel demand can
be predicted [7]. Also, this allows transport operators to
deliver more personalized services to travelers [16]. By
gaining more insight in the current traffic system, trans-
portation authorities can improve transport policies. For
example, they can optimize congestion charges, taxation,
and subsidies, contributing to smoother and more sustainable
transportation [15].
However, major challenges in crowdsensing include trust

and privacy issues, as well as the provision of appropriate
incentives [9]. Several studies highlight the importance of
incorporating privacy-preserving mechanisms into the design
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of crowdsensing incentives [8], [17], [18]. Specifically, a
major concern with respect to privacy is maintaining user-
level control over sensitive sensor data [19]. Here, privacy
related to crowdsensing is defined as “the guarantee that par-
ticipants maintain control over the release of their sensitive
information. This includes the protection of information that
can be inferred from both the sensor readings as well as from
the interaction of the users with the participatory sensing
system”. Data captured by crowdsensing systems can reveal
the identity of an individual based on location data and other
data attributes and thus violate privacy [9]. A key challenge
in crowdsensing is the identification of robust incentives that
ensure participation of individuals, while taking into account
privacy risks [8].

Previous studies have addressed incentive mechanisms for
vehicular crowdsensing (VCS) applications [20], [21], [22],
in which vehicles act as probes that collect information
about the environment. However, in this research we choose
to focus specifically on mobile crowdsensing applications
that use sensors from mobile devices such as smartphones,
smart watches or smart bracelets. These applications have
a huge potential coverage since the application can be used
by anyone owning a smartphone or other smart device,
and solutions can be applied to different modes of both
public and private transport. However, research on the trade-
offs that users make when sharing data using the sensors
on their smartphone is still limited [13]. As described in
Section II-A, three different types of potential applications
of mobile crowdsensing are identified. In Section V, The
results of our study are specifically applied to these use
cases in the field of smart mobility.

C. THE BENEFIT-COST TRADE-OFF
A theory relevant in this context of privacy risks and behav-
ior of consumers is Privacy Calculus Theory. This model
was first proposed by Laufer and Wolfe [23]. This theory
states that individuals are more likely to disclose personal
information if the benefits exceed the costs of data shar-
ing [24]. Before making a decision whether or not to share
data, consumers weigh the risks and benefits to assess the
outcomes, and react accordingly [25]. Privacy risks are
related to the expected loss of personal information to exter-
nal parties or loss of control over personal information.
Benefits of information disclosure can be provided in the
form of financial rewards, personalization, and social adjust-
ment benefits [26]. In previous studies, Privacy Calculus
Theory has mainly been applied in the context of individuals’
self-disclosure on social networks or on websites. However,
Privacy Calculus Theory as the theoretical basis in the con-
text of IoT applications has been limited [27]. A conceptual
model that applies the Privacy Calculus Theory to the context
of crowdsensing systems is presented in Figure 1.

In this benefit-cost trade-off, perceived benefits are either
monetary or non-monetary incentives, which motivate indi-
viduals to engage in crowdsensing systems. Perceived costs

FIGURE 1. Privacy Calculus.

are concerns about the disclosure of location or other per-
sonal data. Individuals are assumed to weigh these incentives
and privacy concerns and make a decision on whether or not
to participate in the crowdsensing system according to this
trade-off.

D. BASICS OF CHOICE MODELLING
This trade-off is made explicit in our research by applying
a choice modelling approach. Choice modelling has been
widely used in the field of travel behavior for identifying
preferences for travel options that are not revealed in the
market [29], for example to explore the choice travelers
make between different travel routes [30]. Other examples
of the application of choice modelling in the field of trans-
portation are studies determining travelers’ willingness to
pay for advanced public transport information services [31],
the willingness to pay for safety improvements in passenger
air travel [32], and the willingness to adopt Mobility as a
Serivce (MaaS) in metropolitan areas [33].
A discrete choice model describes the choices of decision-

makers between different alternatives [34]. The Multinomial
Logit (MNL) model, which is the most well-known discrete
model, is derived by assuming that a decision-maker faces a
choice among a certain amount of alternatives. When choos-
ing an alternative, the decision-maker obtains a certain level
of utility (or satisfaction). The utility of an alternative is
composed of a systematic part (Vi), which can be measured
by the researcher, and an unobserved part (εi), which is an
error term representing unobserved factors, heterogeneity in
tastes, or randomness in choices.
The utility of an alternative i is defined as:

Ui = Vi + εi (1)

where:
i = alternative, e.g., scenario 1, scenario 2
Ui = utility of alternative i
εi = unobserved utility of alternative i (error term).
In this equation, the systematic part is defined as:

Vi =
∑

m

βmxim (2)
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where:
m = attribute, e.g., monetary reward, type of data
βm = attribute weight for an attribute m in alternative i

(to be estimated in the model)
xim = attribute value of attribute m for alternative i, e.g.,

€20, €40.
According to Random Utility Maximization (RUM) theory,

which is underlying the MNL model, the decision-maker will
choose the alternative providing the greatest utility [34], [35].
These choices can only be predicted up to a probability

because of the error term, i.e., a higher systematic utility
means there is a higher probability of the alternative being
chosen. This probability is determined as:

pi = eVi

1 + eVi
(3)

where:
pi = probability that alternative i is chosen
Vi = systematic utility of alternative i.
In the MNL model, the assumption is that no correlation

exists between the choices made by an individual. However,
in reality, repeated choices made by the same individual
are correlated, caused by variation in preferences and tastes
across individuals, as well as (partial) stability in prefer-
ences and tastes within the individual, across time. Since
this implies the assumption that the dataset contains more
information than it does in reality, we correct for this error by
estimating Mixed Logit (ML) models for panel data in addi-
tion, which are able to capture utility-correlation between
consecutive choices of respondents [34]. In order to obtain
the ML model, an additional error component is added to the
model, capturing (part of) the correlation between choices
made by the same individual. This error component is drawn
from as a zero mean continuous, normal distribution, in such
a way that only the variance (σ ) has to be estimated.

Our research aims to explain choice behavior in terms of
underlying factors. Since there is a lack of understanding
in the preferences of potential contributors to crowdsensing
systems, a choice modelling approach is suitable to address
the knowledge gap. Approaches suggested in literature to
design effective incentive mechanisms for crowdsensing
applications have mostly relied on purely game-theoretic
approaches. Users in crowdsensing systems might, however,
exhibit different behavior. Modelling approaches can there-
fore complement previous studies by exploring the design
space of user behavior [9]. The underlying factors that are
used to explain choice behavior in crowdsensing applications
for smart mobility are discussed in the next paragraph.

E. POTENTIAL FACTORS INFLUENCING THE
WILLINGNESS TO SHARE DATA
Individuals have a varying degree of perceived privacy con-
cerns and attach a different value to their privacy [27].
This potentially influences the described benefit-cost trade-
off. Kumaraguru and Cranor [28], reviewing works on

TABLE 2. Privacy index.

privacy indexes by Westin between 1978 and 2004, men-
tion three categories referring to different groups regarding
privacy concerns: 1) Privacy Fundamentalist, 2) Privacy
Pragmatist, and 3) Privacy Unconcerned. In order to derive
this Privacy Index, the statements as displayed in Table 2
are used [36]. Respondents agreeing with the first state-
ment and disagreeing with the second and third state-
ments, are considered Privacy Fundamentalists. Privacy
Unconcerned respondents are respondents who disagree
with the first statement and agree with the second and
third statements. All other respondents are categorized as
Privacy Pragmatists. Since these attitudes towards privacy
could influence the willingness of potential users to share
data in a crowdsensing application, these are taken into
account in the experiment.
A literature review was conducted in order to identify

factors influencing the benefit-cost trade-off made by indi-
viduals when deciding whether or not to share data in
crowdsensing applications for smart mobility. Since includ-
ing too many factors in a choice experiment can lead to
increased choice difficulty [37], five out of fourteen fac-
tors were selected to be included in the choice experiment,
based on their prevalence in literature and the possibility to
be influenced by policy or design.
Monetary reward: Bhatnagar and Kumra [38] found a sig-

nificant positive impact of extrinsic, monetary rewards on the
willingness to share IoT product data (n = 337). This is con-
firmed by research by Turland and Slade [39], concluding
that participation rates are significantly higher when pro-
viding even a small monetary benefit. Furthermore, recent
work shows that rewarding drivers with a small incentiviza-
tion budget when taking minor detours towards roads with a
higher sensing demand, can lead to significant improvements
in spatio-temporal coverage, especially for minor roads [22].
Required effort: Effort is seen as the time spent by per-

forming sensing tasks. The expectation is that a higher
effort has a negative effect on the willingness to partici-
pate. Salim and Haque [11] distinguish three levels regarding
user engagement in crowdsensing systems. The lowest level
(aware and consent) means that participants are aware of
their participation and provide consent for data being col-
lected, but their interaction with the system remains minimal
or passive. Engaged users are more actively involved in
the system and interact with the system by adding their
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feedback and experiences. At the collaborative level, which
is the highest level of participation, users actively contribute
more data and aim for a better coverage in data collec-
tion activities [11]. For example, participants can be asked
to derive from their initial planned trajectory in order to
achieve a better-balanced sensing coverage [20], [21], [22].
It is expected that a higher engagement level leads to a lower
willingness to share data. Besides privacy concerns, this is
therefore an additional “perceived cost” that is expected to
influence the Privacy Calculus.
Risk of re-identification: The protection of users’ iden-

tity is a core aspect for privacy. In a study by
Schomakers et al. [40], anonymization is discovered as the
most important factor that influences users’ decision to share
data (n = 126). Collected mobility data are potentially sen-
sitive, since they could be used to reconstruct information
about individual participants, such as commute patterns, rou-
tines, or private locations. For example, collection of GIS
(Geographical Information System) coordinates simplifies
the process of identifying the exact location of drivers, but
also increases risks regarding privacy and security [41]. Thus,
the risk of re-identification potentially influences the privacy
risk as perceived by the user.
Types of data: Several sensors embedded in smart devices

can be used for data collection. These sensors include sensors
for localization (GPS, Wi-Fi, Bluetooth), physical motion
sensors (accelerometer, gyroscope), environmental or contex-
tual sensors (temperature and humidity sensors, barometer),
and multimedia sensors (camera, microphone) [11], [42].
According to Christin et al. [43], time and location data,
sound samples, pictures and videos, acceleration, and envi-
ronmental data can be potential threats to privacy when being
shared with unauthorized parties. Especially when linked
with other information provided by individuals, sharing
microphone and camera data can be a threat to privacy [38].
The types of data being collected may therefore influence
the perceived privacy risk. The willingness of people to share
data in a crowdsensing system may depend on the kind of
data being collected [40], [45].
Data use: Another factor potentially influencing the will-

ingness of individuals to share data, is the party with whom
the data are shared [15], [46], [47]. Users are found to be
more reluctant to share data with corporate institutions com-
pared to academic institutions [43]. This finding is confirmed
by research by Aitken et al. [48], showing that participants
have greater support for data usage by the public sector com-
pared to usage by the private sector. However, Turland and
Slade [39] find an opposite effect in a study on crowdsens-
ing for farm management. Here, users are more concerned
about sharing data with the government compared to sharing
with private organizations, echoing concerns about govern-
ment surveillance. Related to the data collecting party, the
purpose for which the data are used can play a role for indi-
viduals when considering participation in sensing tasks [8],
[40], [48].

III. METHODOLOGY
A. STATED CHOICE EXPERIMENT
Data collection is required to model factors influencing
choice behavior in crowdsensing applications. A choice can
be made between collecting revealed preference (RP) data,
mirroring the actual choices people made in real-life situa-
tions, or stated preference data, by presenting respondents
with hypothetical choice scenarios [34]. Since crowdsens-
ing is an emerging field for which no historical data are
available yet, stated preference data were collected instead
of revealed preference data. These data were collected by
conducting a stated choice experiment, in which respondents
have to choose whether they would share data or not in a
presented situation.

B. EXPERIMENT DESIGN
The hypothetical choice situations, also referred to as choice
sets, were constructed by operationalizing the five factors
identified in Section II into attributes. Each attribute is
varied in different attribute levels. These levels are based
on the literature review as described in Section II. The
numerical levels require some additional explanation. Several
previous studies use monetary benefits that range between
€5 and €75 per month [49]. In order to maintain equal
distance between the attribute levels, we use a compara-
ble range from €0 and €60 to vary the monetary reward.
The risk of re-identification is derived from the k-anonymity
factor as used in previous research [40]. To increase the
comprehensiveness of the attribute for respondents without
knowledge on anonymization techniques, we reframed this
attribute as the risk of re-identification. Since a large gap
was observed in previous research between attribute levels
because of unrealistic values [40], we use three levels with
a slight difference in risk of re-identification. This risk of
re-identification is roughly based a k-anonymity of 1 out of
10 (10%), 1 out of 5 (20%), and 1 out of 3 (30%). Since
“complete anonymization” does not exist in reality, such a
level was not used.
All attributes and attribute levels varied in the experiment

are presented in Table 3.
Based on the attributes and attribute levels, the software

NGene was used to construct choice sets for the choice exper-
iment. The software finds the minimum number of choice
scenarios, making sure that attribute levels have zero correla-
tion, all pairs of attribute levels occur equally often across all
pairs of alternatives, and each level occurs an equal amount
of times for each alternative (also known as an orthogonal
design) [50]. Taking into account these conditions, NGene
found 36 choice sets, which is a number of scenarios that
can still be perceived as too exhausting for a single respon-
dent. Therefore, blocking was applied, by dividing the choice
sets into three smaller blocks of choice sets. This means
that each respondent was presented with only 12 scenarios.
Respondents were randomly assigned to block 1, block 2 or
block 3.
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TABLE 3. Attributes and attribute levels.

FIGURE 2. Example of a choice situation in the choice experiment.

C. SURVEY DESIGN
The stated choice experiment was conducted through an
online survey. The survey included an introduction to the
topic and the experiment, after which 12 hypothetical choice
situations were presented. An example of a choice scenario
as presented to respondents is displayed in Figure 2.

FIGURE 3. Categories according to Privacy Index.

At the end of the survey, the statements related to the
Privacy Index, as well as questions related to personal char-
acteristics were presented, including age, gender, education,
income level, digital behavior, and altruism.

IV. RESULTS ANALYSIS
A. DESCRIPTIVE ANALYTICS
The target population comprised all smart device owners
being 18 years or older. A total number of 125 appropriate
records were collected. Of these 125 respondents, 38 partic-
ipated in block 1 (30,4%), 40 in block 2 (32,0%), and 47
in block 3 (37,6%). In total, the “yes” option was chosen in
39% of the cases, and the “no” option was chosen in 61%
of the cases. In order to see how respondents perceive pri-
vacy, they were categorized using Westin’s Privacy Index, as
described in Section II-E . We found that, in our sample, 6%
of respondents belong to the Privacy Unconcerned category,
47% to the Privacy Pragmatists, and 47% to the Privacy
Fundamentalists (Figure 3). When compared to percentages
from previous surveys reported by Woodruff et al. [51], it
appears that the Privacy Unconcerned percentage is almost
similar (5-10%), the Privacy Pragmatist percentage is slightly
higher (40-58%), and the Privacy Fundamentalist percentage
is slightly lower (34-49%) in previous research.
Using the obtained data, several models were estimated.

This estimation process is discussed in Section IV-B. Based
on the performance of the estimated models, the model
that fits the data best is selected for further analysis in
Section IV-C. Section IV-D elaborates on the final model
that is selected. In Section IV-F, conclusions are drawn on
the relative importance of factors on the willingness to share
data, after which these results are discussed more elaborately
in Section IV-F.

B. MODEL ESTIMATIONS
First, an MNL model was estimated including only the main
effects of the factors, which is the simplest model and con-
sidered the base model. The systemic utility of this model
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TABLE 4. Dummy coding of data use factor.

is as follows:

Vyes = βyes + βmon · mon+ βeff · eff + βrid · rid
+ βtod · tod + βuseaca · (use == 1)

+ βusecor · (use == 2) + βusesoc

· (use == 3)

Vno = 0 (4)

where:
Vyes = the systematic utility of sharing data
Vno = the systematic utility of sharing no data
βyes = the base utility (constant) of choosing the “yes”

option
βmon = the marginal utility of the factor monetary reward
βeff = the marginal utility of the factor effort
βrid = the marginal utility of the factor risk of re-

identification
βtod = the marginal utility of the factor type of data
βuseaca = the marginal utility of the factor data use by an

academic institution
βusecor = the marginal utility of the factor data use by a

corporate institution
βusesoc = the marginal utility of the factor data use by a

societal organisation.
Since the factor data use has categorical levels, this factor

is dummy coded. Table 4 defines how this factor is coded.
The parameters useaca, usecor, and usesoc are estimated by
comparing them to the reference category, which is data use
by a governmental institution.
Besides the base model, a variety of other models were

estimated, e.g., by including the effects of privacy percep-
tions or personal characteristics on the willingness to share
data, also known as interaction effects. Furthermore, several
Mixed Logit (ML) models were estimated, in order to cap-
ture heterogeneity in choices. We used 500 Halton draws
to estimate the ML models, since these draws provide bet-
ter coverage compared to using random draws [34]. Out of
the estimated models, only the 14 most interesting models
were included in the research, based on their performance
and new insights they provide. All models were estimated
using the Apollo package, which is a statistical tool in R. For
every model, the estimation outcomes include the parameter

estimates, measures for goodness of fit, and standard errors
associated with the parameter estimates.

C. MODEL PERFORMANCE
An essential step in discrete choice modelling is the selection
process of models. Several ways exist that allow comparing
different models. However, the model that is most useful for
a given dataset depends highly on the purpose and context
of the research [50].
The first strategy to compare models statistically is based

on the estimated Log-Likelihood values. These values provide
information on how well a model explains the data. For each
model, the Likelihood Ratio Statistic (LRS) was calculated,
which is obtained by (5):

LRS = −2 · (LLA − LLB) (5)

where:
LLA = Log-Likelihood of null model
LLB = Log-Likelihood of estimated model.
The LRS is used to evaluate whether the model performs

better than “throwing a dice”. Specifically, the statistic indi-
cates how well the model performs compared to a model in
which all parameters are set to zero (the null model) [34].
If the LRS is higher than the threshold according to the

χ2 table, the conclusion can be drawn that the estimated
model is better than the null model at a given significance
level. A higher LRS indicates a better model fit. Since the
null-Log-Likelihood (LL(0)) is similar for all models in this
case, a higher LL(final) indicates a better performance.
A second statistic for scoring and comparing models is

the Bayesian Information Criterion (BIC). The BIC value
is based on the Log-Likelihood of the models and gives
a penalty to more complex models that include a higher
amount of parameters. A lower BIC value is considered
better than a higher BIC value [34].
Lastly, McFadden’s Rho-squared is a widely used measure

for the goodness-of-fit of discrete choice models, measuring
the uncertainty that is explained by the model, which is
defined as (6)

McFadden’s pseudo− R2 = 1 − ln(LL)

ln(LL0)
(6)

The obtained value is always in the range of [0,1] and
a higher value represents a better model fit. Note that this
measure should be used in a relative sense and there is no
rule of thumb for what is a “good fit” [50].
All 14 models were evaluated based on their model fit. It

appeared that the MNL models with interaction effects did
not explain the data better than the base model. The ML
model with an additional error term performed better than
the MNL model and was thus further inspected. The ML
model with an error term for all parameters had the best
model fit. The performance metrics for these three models
are presented in Table 5.

The base model, which is an MNL model only including
the five parameters, explains 15.53% of the initial uncer-
tainty. The Likelihood Ratio Test resulted in a value of
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TABLE 5. Performance of estimated model.

322.96. This is higher than the χ2 value with 8 degrees
of freedom, which is equal to 15.507. Thus, we conclude
that the estimated model fits the data better than the model of
throwing a dice. The Mixed Logit model with an additional
error term added to each parameter appeared to perform best
on the data, compared to the other estimated models. In this
model, unobserved heterogeneity is captured and corrected
for. The model has a Rho-square of 0.3499, meaning that
it explains 35% of the initial uncertainty. Also, the BIC for
this model is relatively low, and the final Log-Likelihood is
relatively high, meaning that the Mixed Logit model with
all parameters random performs better when compared to
the other models. Thus, this model is selected as the final
model for further analysis.

D. PARAMETER ESTIMATES
The parameter estimates of the final model, including the
standard errors of these parameters, are presented in Table 6.
The second column presents the parameters estimated in
the model. The third column (estimate) shows the estimated
weight of the factors, which is defined as the utils gained or
lost by 1 unit increase of the attribute. The fourth column
displays the standard errors associated with the parameter
estimates, illustrating the variation of the estimate across
the sample. This standard error is a measure of uncertainty
about the true β. The fifth and sixth column present the
t-Test results. The t-ratios, which are based on the param-
eter divided by its standard error, are used for determining
if the attributes have an effect on choices in the population.
Based on these t-ratios, the p-values are computed. Factors
with an indicated p-value being higher than 0.05 are consid-
ered statistically insignificant, meaning that no effect can be
observed in the population. More specifically, p can be seen
as the probability that the null-hypothesis that the true β (in
the population) = 0, is true. If this probability is smaller
than 0.05, this null hypothesis is rejected.
The parameter for data use by societal organizations

appears to be insignificant (p>0.05). This means we have
too little evidence to reject the null-hypothesis (i.e., that β

= 0 in the population). However, since our research has a
design goal rather than a social science question and this
estimate is still the best guess for the parameter, we choose

TABLE 6. Estimates ML model with all parameters random.

to keep the parameter included in the model. All sigma’s
(the error terms) are significant. Thus, it can be observed
that more heterogeneity is captured in this model, which has
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FIGURE 4. Relative importance of attributes (ML model).

extra error terms for all parameters. The monetary reward
parameter has a positive sign, representing a positive effect
on the willingness to share data, while the effort, risk of
re-identification and type of data parameters have a negative
sign, which is as expected.

E. MODEL INTERPRETATION
The parameter estimates cannot be interpreted directly.
Therefore, by using the utility ranges of the attributes, the
relative importance of each factor in the decision to share
data in a crowdsensing application is calculated. The rela-
tive importance can be obtained by calculating the utility
contribution of an attribute as a percentage of the sum of
utility contributions. The utility contribution is calculated by
multiplying the estimate with the maximum value of the
attribute. According to the utility contributions, effort is the
most important factor that affects the benefit-cost trade-off
by individuals (26%), as presented in Figure 4. The other
factors playing a role in the decision, in order of importance,
are types of data (21%), data use (18%), monetary reward
(18%), and risk of re-identification (17%).

F. DISCUSSION OF RESULTS
The factors that were included in the model are discussed
in the following paragraphs, in order of importance.
Effort: Heiskala et al. [15] notes that users may feel over-

burdened when applications ask them to report observations.
No previous study was found that included both required
effort and privacy-related attributes in a choice experiment.
From the results, however, it can be concluded that effort
does play a highly important role in consumers’ decisions
regarding data sharing, and is regarded as more important
than the types of data being collected, the data use, or the
risk of re-identification.
Data use: When making a decision whether or not to

participate, users take into account the party collecting the
data and for what purpose. According to the results, the
potential parties collecting data, ranked from most accepted
to least accepted are 1) An academic institution aiming to
investigate transport modes, 2) A governmental institution
aiming to improve mobility, 3) A societal organization aim-
ing to address local issues regarding mobility, and 4) A

FIGURE 5. Utility contribution of types of data attribute levels.

corporate institution aiming to improve products or services.
Data collection by academic institutions is most accepted,
while data collection by corporate institutions for improv-
ing products and services is least accepted. These findings
are in line with previous studies on data sharing, in which
was found that people claim higher rewards when sharing
data with corporate institutions when compared to academic
institutions [40], [43].
Monetary reward: The finding that people are more likely

to share data when receiving a higher financial reward in
return is in line with research by Derikx et al. [52] and
Schomakers et al. [40]. These studies also found that indi-
viduals are more willing to share data when a financial
compensation is offered in return.
Train [34] describes a function to calculate the Value of

Time. This is defined as the extra cost that a person would
be willing to incur in order to save time. This Value of Time
is calculated by using the estimated coefficients of cost and
various time components. Inspired by this definition, we can
specify a function that calculates the Value of Privacy (VoP).
This function is defined in (7).

VoP =
δV

δRID
δV

δMON

= βrid

βmon
(7)

Here, βrid presents the estimate for the risk of re-
identification attribute, and βmon presents the estimate for
the monetary reward attribute. According to the base model,
the Value of Privacy is equal to 1.41 €/pp, meaning that
people want to receive an amount of €14.10 per month if
the risk of re-identification is increased by 10 percentage
points.
Types of data: In order to determine if an unequal utility

contribution from each attribute level can be observed for the
types of data factor, the factor was tested for non-linearity
effects. In Figure 5, the results are displayed. The utility con-
tribution displayed on the y-axis is a measure to compare
the impact that attribute levels have on the choice made by
individuals. Since types of data has a negative impact on indi-
viduals’ choices, a higher utility contribution indicates that
the attribute level has a higher negative impact on the utility
(satisfaction) of people. From Figure 5, a large increase in
disutility can be observed when moving from the third to
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the fourth level, which means multimedia data is shared in
addition. This means that people are more sensitive to the
types of data attribute when more types of data are being
shared.
Our finding that there is a large gap in acceptance between

collection of location, motion and context data and the col-
lection of multimedia data in addition to these data, confirms
previous research on sharing data from smart home appli-
cations [47]. The collection of motion data in addition to
location data is highly accepted by users, while the collection
of multimedia causes a large decrease in acceptance.
Risk of re-identification: The risk of re-identification

appeared to be least important to participants in our study.
From the statements categorizing individuals in Westin’s
Privacy Index, it appears that only a small number of people
were categorized as Privacy Unconcerned, while a percentage
of 47% of respondents were in the “Privacy Fundamentalist”
group. This means that people in our study indicate to be
concerned about their privacy and about how their data is
handled. However, this is not clearly reflected in the choices
they make, since the risk of re-identification factor has a
relatively low importance.
In order to see if people being highly concerned about

their privacy assign a higher importance to the risk
of re-identification factor, the preferences of the Privacy
Fundamentalists were further examined by estimating an
MNL model for only this group of people. When comparing
the estimated parameters to the estimates for the whole sam-
ple, it appears that the Privacy Fundamentalist group assigns
a slightly higher importance to privacy-related factors (risk
of re-identification, types of data, data use). However, these
differences are insignificant in the population.
Since 47% of respondents indicate being highly concerned

about their privacy, the fact that the risk of re-identification
is regarded as the least important factor seems unexpected.
This phenomenon can be explained by a concept known as
the “Privacy Paradox”, describing that on one hand, people
express their concerns about the handling of their personal
data, while at the same time, they often choose to share their
data voluntarily and rarely make an effort to actively protect
their data [53].

V. APPLICATIONS FOR SMART MOBILITY
From the conducted interviews described in Section II, it
appears that parties are already collecting data. However,
these data is often not real-time. By involving users, mobile
crowdsensing could be a valuable data source in addition to
existing sources of data. Yet, the challenges of how to take
into account users’ preferences, and how to achieve a suffi-
cient coverage, remain. In order to get insight in what factors
could be influenced by parties in the field of smart mobility
(municipality, car manufacturers, and transport operators) to
design crowdsensing applications with the desired participa-
tion rate, the use cases as described in Section II-A were used
for the purpose of defining choice situations, with attributes
as varied in our choice experiment. Using the results from

TABLE 7. Participation rates for crowd management in a city.

the estimated base model, the probabilities of acceptance
for these combinations of attribute levels not included in
the choice experiment, can be calculated. Table 7 shows
an example of three different scenarios for implementing
crowdsensing as a solution to digitize crowd management in
a city.
By analyzing the expected participation rates, two main

trade-offs for designing crowdsensing applications for smart
mobility were identified. One finding was that a trade-off
has to be made between the reliability of collected data
and the participation rate. Requiring more inputs from users
can enhance the reliability of the data, since feedback is
provided about, e.g., the precise location of an individual.
However, this also requires more effort from users, leading
to a lower participation rate. This finding aligns with and
adds to the Technology Acceptance Model originated by
Davis [54], stating that perceived ease of use influences the
likelihood of an application being adopted by a user.
Another trade-off needs to be made between the richness

of information and the privacy of users. Collecting more
data, like contextual data and multimedia, can provide more
information about the context and travelling situation of a
specific user [55]. Especially for applications in transport
modes like trams or buses, which are often driving next to
other vehicles in a crowded city, more accurate data are
needed to determine the exact location and current mode of
transport of a user. Since research by Masoud et al. [42]
argued that the accuracy of location information can be
improved by collecting contextual data, this could be an
effective way to gain accurate insights. Also, multimedia data
can be collected to characterize places more easily by using
location-tagged images and videos and can further enrich the
obtained information. However this also increases the risk
of a data leading to a specific individual. Consequently, the
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collection of additional data results in a lower participation
rate. Depending on the specific requirements for the smart
mobility application, as well as the specific mode of trans-
port for which the application is being used, these trade-offs
can be evaluated differently.

VI. DISCUSSION
A. SCIENTIFIC AND SOCIETAL IMPLICATIONS
Since little research has been conducted before on user
behavior and incentives in mobile crowdsensing systems,
our study adds to this field of research. Future research can
build upon this study by investigating the user-friendliness
of crowdsensing applications and further investigating the
effort attribute, which appeared to be an important factor for
potential users. Also, our study provides an insight in the
monetary value users assign to their privacy when presented
with different choice scenarios. Further research should be
conducted on the risks of crowdsensing applications and user
perceptions of these risks.
Besides scientific implications, this study also has soci-

etal implications. Our research goes beyond the technological
aspects of crowdsensing applications and provides insights in
values and trade-offs that come with developing crowdsens-
ing applications for smart mobility. Taking into account the
preferences of users as discovered in our research allows
for a value-sensitive design of crowdsensing applications.
Based on our study, practical guidelines can be derived
for designing crowdsensing applications. We propose three
principles:

• Tailor-made applications, by giving users control over
the data they want and do not want to share, thus
meeting differing preferences among users.

• Transparency by design, by being transparent to users
about potential risks and involving their concerns in the
design process from the beginning.

• Ensuring attractiveness of applications, by minimizing
the user-burden and giving social incentives such as
awards.

B. LIMITATIONS
When interpretating the results of this study, several
limitations should be noted. Three limitations are mentioned.
The first limitation concerns the setup of the experiment.

In order to limit the length of the survey, the amount of
attributes was reduced to only 5 factors. However, 14 fac-
tors in total were identified in the literature research. Because
of this simplification, other factors potentially influencing
the willingness to share data are unaddressed in this study.
Although the choice of factors was made carefully, consid-
ering a higher amount of factors or attribute levels may lead
to a richer explanation of the choice behavior. Also, when
setting up the experiment, the ranges of the monetary reward
and risk of re-identification attribute levels were determined
based on a careful review of previous experiments. However,
choosing a higher or lower upper limit for these levels may
have led to different results on the relative importance of

these factors. Future research could investigate the amount
of money that participants would want to receive in turn
for sharing their data, to determine the most realistic range
for this attribute. Previous research found that people even
want to pay money when receiving relevant personalised
promotions from their insurance company [52]. A future
experiment could investigate if people would want to pay
for participating in a sensing application, if being provided
with a useful service.
Secondly, we should mention that the risk of re-

identification attribute gives a limited indication of the
degree of privacy protection. The risk of re-identification
was based on the principle of k-anonymization. In our study,
the risk of re-identification appeared to be the least impor-
tant attribute that influences the decision of individuals to
share data, a finding which is not in line with research
by Schomakers et al. [40]. This could be due to two rea-
sons. First, in the experiment set-up, we varied the attribute
between 10% and 30%, which is a limited range. Although
“full” anonymization is not really possible (which would be
the 0% level), in reality the range could be larger, like men-
tioned in Section VI-A. Furthermore, the question can be
asked whether participants fully understood the meaning of
the risk of re-identification and what effect it can have on
their privacy. In the survey, we provided an explanation of the
attribute. However, the risk, described in percentages, could
still have been a rather intangible attribute to respondents.
Lastly, the choice for applying choice modelling as the

main method in this research requires some reflection. A
discrete choice experiment makes the trade-offs explicit that
play a role in the motivation of individuals with respect to
data sharing, and allows for a prediction of future choices
of individuals. The discrete choice experiment indirectly
recovers the values behind people’s choices, which pro-
vides insights on ethical aspects to incorporate in application
design. The choice modelling approach is unique in assign-
ing a numerical value to the weighing of these underlying
motivating factors. However, the ethical aspects regarding
privacy and trust should not be overlooked. Even if con-
sumers indicate they want to sacrifice a part of their privacy
in turn for some benefit, the question should always be asked
if certain data should indeed be collected [56].

VII. CONCLUSION
This paper explored factors influencing the willingness of
smart device owners to share data in mobile crowdsensing
applications for smart mobility. Implementing crowdsensing
applications is a potential solution contributing to smarter
and more efficient mobility systems. When choosing whether
or not to share data in a crowdsensing application, we found
that the required effort of participation is regarded the most
important factor by respondents. The risk of re-identification
was found to be the least important factor in our sample.
However, this does not mean that privacy is not important
to smart device users. A relatively high amount of respon-
dents (47%) indicated being concerned about their privacy.
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The phenomenon known as the Privacy Paradox could have
played a role, stating that people tend to indicate being highly
concerned about their privacy, while this is not reflected in
their actual choices.
This study provides a new understanding of user pref-

erences in crowdsensing systems for smart mobility. While
previous research investigated the benefit-cost trade-off look-
ing at privacy- and money-related factors, we show that
the required effort is an additional factor which is highly
important to users. Also, new insights were gained in the
preferences of people that are highly concerned about their
privacy and the handling of their personal data, by using
the indexes as defined by Westin. Besides understanding the
user side of crowdsensing applications, we were able to get
insight in the challenges experienced by parties in the field
of smart mobility when implementing such applications. By
conducting interviews with relevant parties, we gained an
understanding of current developments in the smart mobility
sector. Through combining both quantitative and qualitative
approaches, our study explores the expected participation of
potential users in different scenarios, which were derived
from realistic use cases. The insights provided by this study
form a basis for further research on perceived benefits and
privacy perceptions of users, contributing to the design value-
sensitive and effective smart mobility services, which are
becoming more critical for ensuring the efficiency, safety,
and sustainability of transportation systems.

ACKNOWLEDGMENT
The authors thank AKKA Netherlands, in particular Dr. R.
Kherrazi, for providing their support during the research pro-
cess in the period from September 2021 to January 2022.
Furthermore, we thank Prof.dr.ir. C.G. Chorus and T. Szép,
M.Sc. (TU Delft) for providing methodological advice dur-
ing the research process. Experiment input for this paper is
based on research conducted as part of an industry-based
project between September 2021 until January 2022. The
“raw material” of the study as M.Sc. thesis can be found on
repository.tudelft.nl.

REFERENCES
[1] J. Jin, J. Gubbi, S. Marusic, and M. Palaniswami, “An information

framework for creating a smart city through Internet of Things,” IEEE
Internet Things J., vol. 1, no. 2, pp. 112–121, Apr. 2014.

[2] T. Paalosmaa and M. Shafie-Khah, “Feasibility of innovative smart
mobility solutions: A case study for Vaasa,” World Electr. Veh. J.,
vol. 12, p. 188, Oct. 2021.

[3] S. Paiva, M. A. Ahad, G. Tripathi, N. Feroz, and G. Casalino,
“Enabling technologies for urban smart mobility: Recent trends,
opportunities and challenges,” Sensors, vol. 21, no. 6, pp. 1–45,
2021.

[4] P. Ribeiro, G. Dias, and P. Pereira, “Transport systems and mobility
for smart cities,” Appl. Syst. Innov., vol. 4, no. 3, p. 61, 2021.

[5] N. B. Truong, G. M. Lee, T.-W. Um, and M. MacKay, “Trust eval-
uation mechanism for user recruitment in mobile crowd-sensing in
the Internet of Things,” IEEE Trans. Inf. Forensics Security, vol. 14,
pp. 2705–2719, 2019.

[6] “Mobile network coverage by country.” International
Telecommunication Union. 2016. [Online]. Available: https://
www.theglobaleconomy.com/rankings/Mobile_network_coverage

[7] R. C. Shit, “Crowd intelligence for sustainable futuristic intelligent
transportation system: A review,” IET Intell. Transp. Syst., vol. 14,
no. 6, pp. 480–494, 2020.

[8] R. I. Ogie, “Adopting incentive mechanisms for large-scale participa-
tion in mobile crowdsensing: From literature review to a conceptual
framework,” Human Centric Comput. Inf. Sci., vol. 6, no. 1, p. 24,
2016.

[9] M. Riahi, R. Rahman, and K. Aberer, “Privacy, trust and incen-
tives in participatory sensing,” in Participatory Sensing, Opinions
and Collective Awareness (Understanding Complex Systems). Cham,
Switzerland: Springer, 2017, pp. 93–114, 2017.

[10] R. Du, P. Santi, M. Xiao, A. V. Vasilakos, and C. Fischione, “The
sensable city: A survey on the deployment and management for
smart city monitoring,” IEEE Commun. Surveys Tuts., vol. 21, no. 2,
pp. 1533–1560, 2nd Quart., 2019.

[11] F. Salim and U. Haque, “Urban computing in the wild: A survey
on large scale participation and citizen engagement with ubiquitous
computing, cyber physical systems, and Internet of Things,” Int. J.
Human Comput. Stud., vol. 81, pp. 31–48, Sep. 2015.

[12] S. Bennati, I. Dusparic, R. Shinde, and C. M. Jonker, “Volunteers in the
smart city: Comparison of contribution strategies on human-centered
measures,” Sensors, vol. 18, no. 11, p. 3707, 2018.

[13] F. Restuccia, S. K. Das, and J. Payton, “Incentive mechanisms for
participatory sensing: Survey and research challenges,” ACM Trans.
Sens. Netw., vol. 12, no. 2, pp. 1–40, 2016.

[14] X. Kong, X. Liu, B. Jedari, M. Li, L. Wan, and F. Xia, “Mobile
crowdsourcing in smart cities: Technologies, applications, and future
challenges,” IEEE Internet Things J., vol. 6, no. 5, pp. 8095–8113,
Oct. 2019.

[15] M. Heiskala, J.-P. Jokinen, and M. Tinnilä, “Crowdsensing-based
transportation services—An analysis from business model and sus-
tainability viewpoints,” Res. Transp. Bus. Manag., vol. 18, pp. 38–48,
Mar. 2016.

[16] Z. Xiao, H. B. Lim, and L. Ponnambalam, “Participatory sensing for
smart cities: A case study on transport trip quality measurement,”
IEEE Trans. Ind. Informat., vol. 13, no. 2, pp. 759–770, Apr. 2017.

[17] V. Kotovirta, T. Toivanen, R. Tergujeff, and M. Huttunen,
“Participatory sensing in environmental monitoring—Experiences,” in
Proc. 6th Int. Conf. Innov. Mobile Internet Serv. Ubiquitous Comput.
(IMIS), 2012, pp. 155–162.

[18] H. Ma, D. Zhao, and P. Yuan, “Opportunities in mobile crowd sensing,”
Infocommun. J., vol. 7, no. 2, pp. 32–38, 2015.

[19] D. Christin, A. Reinhardt, S. S. Kanhere, and M. Hollick, “A survey on
privacy in mobile participatory sensing applications,” J. Syst. Softw.,
vol. 84, no. 11, pp. 1928–1946, 2011.

[20] A. Chakeri, X. Wang, Q. Goss, M. I. Akbas, and L. G. Jaimes,
“A platform-based incentive mechanism for autonomous vehicle
crowdsensing,” IEEE Open J. Intell. Transp. Syst., vol. 2, pp. 13–23,
2021.

[21] J. A. Khan and Y. Ghamri-Doudane, “ROVERS: Incentive-based
recruitment of connected vehicles for urban big data collec-
tion,” IEEE Trans. Veh. Technol., vol. 86, no. 6, pp. 5281–5294,
Jun. 2019.

[22] S. Di Martino and L. L. L. Starace, “Towards uniform urban map
coverage in vehicular crowd-sensing: A decentralized incentivization
solution,” IEEE Open J. Intell. Transp. Syst., vol. 3, pp. 695–708,
2022.

[23] R. S. Laufer and M. Wolfe, “Privacy as a concept and a social issue: A
multidimensional developmental theory,” J. Soc. Issues, vol. 33, no. 3,
pp. 22–42, 1977.

[24] Y. Wang, X. Jia, Q. Jin, and J. Ma, “QuaCentive: A quality-aware
incentive mechanism in mobile crowdsourced sensing (MCS),” J.
Supercomput., vol. 72, no. 8, pp. 2924–2941, 2016.

[25] T. Dinev and P. Hart, “An extended privacy calculus model for e-
commerce transactions,” Inf. Syst. Res., vol. 17, no. 1, pp. 61–80,
2006.

[26] H. J. Smith, T. Dinev, and H. Xu, “Information privacy research: An
interdisciplinary review,” MIS Quart. Manag. Inf. Syst., vol. 35, no. 4,
pp. 989–1015, 2011.

[27] E. Princi and N. C. Krämer, “Acceptance of smart electronic moni-
toring at work as a result of a privacy calculus decision,” Informatics,
vol. 6, no. 3, p. 40, 2019.

VOLUME 4, 2023 417



BOOGERT AND DING: ENGAGING THE CROWD IN SENSING FOR SMART MOBILITY

[28] P. Kumaraguru and L. F. Cranor, “Privacy indexes: A survey
of Westin’s studies,” Dept. Comput. Sci., Carnegie Mellon Univ.,
Pittsburgh, PA, USA, Rep. CMU-ISRI-5-138, 2005.

[29] D. A. Hensher, “Stated preference analysis of travel choices: The state
of practice,” Inst. Transp. Stud., vol. 21, pp. 107–133, May 1994.

[30] C. G. Chorus and M. Bierlaire, “An empirical comparison of travel
choice models that capture preferences for compromise alternatives,”
Transportation, vol. 40, no. 3, pp. 549–562, 2013.

[31] E. Molin, C. G. Chorus, and R. van Sloten, “The need for advanced
public transport information services when making transfers,” Eur. J.
Transport Infrastruct. Res., vol. 9, no. 4, pp. 397–410, 2009.

[32] E. Molin, J. Blangé, O. Cats, and C. G. Chorus, “Willingness to pay
for safety improvements in passenger air travel,” J. Air Trans. Manag.,
vol. 62, pp. 165–175, Jul. 2017.

[33] I. Lopez-Carreiro, A. Monzon, and M. E. Lopez-Lambas, “Comparison
of the willingness to adopt MaaS in Madrid (Spain) and Randstad
(The Netherlands) metropolitan areas,” Transp. Res. A, Policy Pract.,
vol. 152, pp. 275–294, Oct. 2021.

[34] K. Train, Discrete Choice Methods With Simulation. Cambridge, U.K.:
Cambridge Univ. Press, 2003.

[35] D. McFadden, “Economic choices,” Amer. Econ. Rev., vol. 91, no. 3,
pp. 351–378, 2001.

[36] A. F. Westin, “Privacy on & off the Internet: What
consumers want.” Nov. 2001. [Online]. Available:
http://www.aicpa.org/download/webtrust/priv_rpt_21mar02.pdf

[37] A. Pearce et al., “Respondent understanding in discrete choice exper-
iments: A scoping review,” Patient Patient-Centered Outcomes Res.,
vol. 14, pp. 17–53, Jan. 2021.

[38] S. Bhatnagar and R. Kumra, “Understanding consumer motivation to
share IoT products data,” J. Indian Bus. Res., vol. 12, no. 1, pp. 5–22,
2020.

[39] M. Turland and P. Slade, “Farmers’ Willingness to participate in a
big data platform,” Agribusiness, vol. 36, no. 1, pp. 20–36, 2020.

[40] E.-M. Schomakers, C. Lidynia, and M. Ziefle, “All of me? Users’
preferences for privacy-preserving data markets and the importance
of anonymity,” Electron. Mark., vol. 30, no. 3, pp. 649–665, 2020.

[41] X. Wang, M. C. Lucic, H. Ghazzai, and Y. Massoud, “Empowering
real-time traffic reporting systems with NLP-processed social media
data,” IEEE Open J. Intell. Transp. Syst., vol. 1, pp. 159–175, 2020.

[42] M. Masoud, Y. Jaradat, A. Manasrah, and I. Jannoud, “Sensors of
smart devices in the Internet of Everything (IoE) era: Big opportunities
and massive doubts,” J. Sens., vol. 2019, May 2019, Art. no. 6514520.

[43] D. Christin, C. Büchner, and N. Leibecke, “What’s the value of your
privacy? Exploring factors that influence privacy-sensitive contribu-
tions to participatory sensing applications,” in Proc. Workshop Privacy
Anonymity Digit. Econ., 2013, pp. 918–923.

[44] L. C. Klopfenstein, S. Delpriori, A. Aldini, and A. Bogliolo, “‘Worth
one minute’: An anonymous rewarding platform for crowd-sensing
systems,” J. Commun. Netw., vol. 21, no. 5, pp. 509–520, 2019.

[45] P. Lorenzo, J. Padilla, and A. Requejo. “Consumer preferences for
personal data protection in social networks: A choice modelling
exercise.” Oct. 21, 2020. [Online]. Available: https://papers.ssrn.com/
sol3/papers.cfm?abstract_id=3716206

[46] J. V. Johansson et al., “Preferences of the public for sharing health
data: Discrete choice experiment,” JMIR Med. Inform., vol. 9, no. 7,
2021, Art. no. e29614.

[47] E.-M. Schomakers, H. Biermann, and M. Ziefle, “Users’ preferences
for smart home automation—Investigating aspects of privacy and
trust,” Telematics Inform., vol. 64, Nov. 2021, Art. no. 101689.

[48] M. Aitken, G. McAteer, S. Davidson, C. Frostick, and S. Cunningham-
Burley, “Public preferences regarding data linkage for health research:
A discrete choice experiment,” Int. J. Popul. Data Sci., vol. 3, no. 11,
pp. 1–13, 2018.

[49] N. M. Khoi, S. Casteleyn, M. M. Moradi, and E. Pebesma, “Do mon-
etary incentives influence users’ behavior in participatory sensing?”
Sensors, vol. 18, no. 5, pp. 1–29, 2018.

[50] P. Mariel, D. Hoyos, J. Meyerhoff, M. Czajkowski, and
T. Dekker, Environmental Evaluation With Discrete Choice
Experiments Guidance on Design, Implementation and Data Analyis.
Cham, Switzerland: Springer, 2021.

[51] A. Woodruff, V. Pihur, S. Consolvo, L. Schmidt, L. Brandimarte,
and A. Acquisti, “Would a privacy fundamentalist sell their DNA for
$1000· · · if nothing bad happened as a result? The Westin categories,
behavioral intentions, and consequences,” in Proc. 10th Symp. Usable
Privacy Security, 2014, pp. 1–18.

[52] S. Derikx, M. de Reuver, and M. Kroesen, “Can privacy concerns
for insurance of connected cars be compensated?” Electron. Markets,
vol. 26, no. 1, pp. 73–81, 2016.

[53] N. Gerber, P. Gerber, and M. Volkamer, “Explaining the privacy para-
dox: A systematic review of literature investigating privacy attitude
and behavior,” Comput. Security, vol. 77, pp. 226–261, Aug. 2018.

[54] F. D. Davis, “Perceived usefulness, perceived ease of use, and
user acceptance of information technology,” MIS Quart., vol. 13,
pp. 123–130, Sep. 1989.

[55] L. De Wilde, C. Macharis, and I. Keseru, “Technical requirements for
organising campaigns in citizen observatories,” Transp. Res. Procedia,
vol. 48, pp. 1418–1429, Sep. 2020.

[56] K. Shilton and D. Estrin, “Ethical issues in participatory sensing,”
CORE Issues Prof. Res. Ethics, vol. 1, no. 5, pp. 1–29, 2012.

RIA JOHANNA VAN DEN BOOGERT received the master’s degree in
complex systems engineering and management from the Delft University
of Technology in 2022. As part of her graduation project, she investigated
crowdsensing for smart mobility by taking a choice modeling perspective.
She is currently working as a Financial Trainee with the Dutch Government,
holding positions with the Ministry of Foreign Affairs and the Ministry of
Infrastructure and Water Management.

AARON YI DING (Member, IEEE) received the Ph.D. degree from the
University of Helsinki in 2015. He leads the Cyber-Physical Intelligence
Lab as a Tenured Associate Professor with TU Delft. With over 16 years
of research and development experience across EU, U.K., and USA, he
has worked with TU Munich with J. Ott, the University of Cambridge
with J. Crowcroft, and Columbia University with H. Schulzrinne. His
research focuses on edge AI solutions for cyber–physical systems in
smart health, mobility, and energy domains. He has over 80 peer-reviewed
publications, receiving best paper awards and recognition from ACM
SIGCOMM, ACM EdgeSys, ACM SenSys CCIoT, IEEE INFOCOM, and
the esteemed Nokia Foundation Scholarships. He is an Associate Editor
of ACM Transactions on Internet of Things and IEEE OPEN JOURNAL OF

INTELLIGENT TRANSPORTATION SYSTEMS.

418 VOLUME 4, 2023



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Helvetica
    /Helvetica-Bold
    /HelveticaBolditalic-BoldOblique
    /Helvetica-BoldOblique
    /Helvetica-Condensed-Bold
    /Helvetica-LightOblique
    /HelveticaNeue-Bold
    /HelveticaNeue-BoldItalic
    /HelveticaNeue-Condensed
    /HelveticaNeue-CondensedObl
    /HelveticaNeue-Italic
    /HelveticaNeueLightcon-LightCond
    /HelveticaNeue-MediumCond
    /HelveticaNeue-MediumCondObl
    /HelveticaNeue-Roman
    /HelveticaNeue-ThinCond
    /Helvetica-Oblique
    /HelvetisADF-Bold
    /HelvetisADF-BoldItalic
    /HelvetisADFCd-Bold
    /HelvetisADFCd-BoldItalic
    /HelvetisADFCd-Italic
    /HelvetisADFCd-Regular
    /HelvetisADFEx-Bold
    /HelvetisADFEx-BoldItalic
    /HelvetisADFEx-Italic
    /HelvetisADFEx-Regular
    /HelvetisADF-Italic
    /HelvetisADF-Regular
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /Times-Bold
    /Times-BoldItalic
    /Times-Italic
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryITCbyBT-MediumItal
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Average
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Average
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <FEFF30d330b830cd30b9658766f8306e8868793a304a3088307353705237306b90693057305f002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a3067306f30d530a930f330c8306e57cb30818fbc307f3092884c3044307e30593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f00620065002000500044004600200061006400650071007500610064006f00730020007000610072006100200061002000760069007300750061006c0069007a006100e700e3006f002000650020006100200069006d0070007200650073007300e3006f00200063006f006e0066006900e1007600650069007300200064006500200064006f00630075006d0065006e0074006f007300200063006f006d0065007200630069006100690073002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Recommended"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


