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Abstract

This thesis investigates methods to enhance the robustness of KPN’s network. As reliance on telecom
networks grows, improving network resilience is paramount. Two primary strategies exist: minimiz-
ing failure occurrence and mitigating failure impact. This research focuses on the latter, specifically
increasing network redundancy by transforming existing ring structures into strand structures.

Current ring structures in the network avoid single points of failure (SPOFs) at the link level but fail to
address node-level SPOFs, particularly at Metro Core (MC) locations. MC locations are pivotal, as they
manage customer sessions and route all household network traffic. Node failures at these locations
can disrupt connections for up to 100,000 households. Thus, ensuring that a single node-level failure
can be compensated by another node is crucial. This requires considering both equipment and building
failures, with geographically distant backup nodes necessary for the latter.

Transforming rings into strands, which inherently include two geographically separated MC locations,
addresses these issues but incurs significant costs. While an exact cost estimation is beyond the scope
of this research, the study approximates the length of additional cables required, totaling 206 kilome-
ters. Including cost multipliers for tunnels, bridges, and highways, the adjusted length is equivalent
to 222 ‘kilometers’ of cable. Despite the substantial cost, node failures at the equipment level, which
are more common, can be mitigated with redundant equipment at MC locations. Therefore, a cost-
effective alternative might be forming strands only where rings from different access areas are already
in proximity.
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1
Introduction

1.1. Dependency on Digital Infrastructure
In recent years, the dependency on digital infrastructure has grown significantly, driven by various
socio-economic changes and technological advancements. The COVID-19 outbreak in early 2020
played a pivotal role in accelerating this trend, as many individuals transitioned from traditional office
environments to home offices. This sudden shift necessitated a rapid adaptation to newways of working
and communicating. Consequently, social activities such as cinema visits and in-person gatherings
were largely replaced by digital alternatives like streaming services (e.g., Netflix) and virtual meetings
(e.g., Zoom).

Even as the immediate necessity for online meetings has diminished in the post-pandemic era, the
shift towards digital interactions has become deeply ingrained in our daily lives. Hybrid working models
have emerged as the new norm, enabling people to replace lengthy commutes and business trips with
efficient online meetings. This shift has not only transformed workplace dynamics but also impacted
other sectors such as education, healthcare, and entertainment. For instance, remote learning and
telehealth services have seen widespread adoption, further increasing the demand for reliable network
services.

These changes highlight the need for a robust digital infrastructure that can handle the large amount
of network traffic these activities create. The rapid increase in Internet of Things (IoT) devices, cloud
computing and data-heavy applications has made this need even more urgent. As data traffic keeps
growing, having a reliable network has become more important than ever, requiring ongoing improve-
ments in network infrastructure to meet these rising demands.

1.2. Redundancy
The increasing dependency on digital infrastructure underscores the critical importance of network
reliability. Network reliability is a multifaceted concept that involves ensuring uninterrupted service and
maintaining optimal performance levels despite potential failures. To enhance the reliability of KPN’s
network, there are essentially two primary approaches: (1) reducing the occurrence of failures and (2)
mitigating the impact of failures.

The first approach, known as improving resilience, involves measures such as strengthening cable
durability, implementing rigorous maintenance protocols, and avoiding areas prone to cable breaks.
Resiliency can also encompass proactive monitoring and predictive maintenance strategies to identify
and address potential issues before they lead to failures. By enhancing the physical and operational
aspects of the network, resiliency aims to minimize the likelihood of disruptions.

In contrast, the second approach, referred to as improving redundancy, entails incorporating backup
servers, alternative paths, and redundant systems to ensure continuous operation despite failures.
Redundancy strategies can include deploying multiple data centers, creating diverse routing paths, and
utilizing failover mechanisms that automatically switch to backup systems in the event of a failure. By

9



1.3. KPN network 10

providing multiple layers of redundancy, the network can maintain service availability and performance
even when individual components fail.

Collectively, these strategies fall under the broader concept of enhancing the robustness of the network.
Robustness refers to the network’s ability to withstand and recover from adverse conditions, ensuring
reliable service delivery under varying circumstances. Enhancing robustness involves a combination
of resiliency and redundancy measures to create a stable network infrastructure.

This study will focus on the second approach: increasing the redundancy of the network to ensure
its proper functioning. By exploring various redundancy strategies and their implementation, this re-
search aims to provide insights into effective methods for boosting network reliability and supporting
the continuous growth of digital infrastructure dependency.

1.3. KPN network
1.3.1. Overview
All the central offices and cabinets located throughout the Netherlands are ultimately connected to each
other, forming the KPN network. The core of this network consists of four data centers in the cities of
Zwolle, Arnhem, Rotterdam, and Amsterdam. These so-called ZARA locations are the points where
internet traffic transitions from the KPN network to the global internet. Additionally, services such as
television are distributed from these locations across the rest of the network. Each of these locations
is interconnected with the other three, like a fully connected graph, ensuring an uninterrupted network
connection even if one of the connections or one of the ZARA locations itself fails. [7]

These ZARA locations are connected to 160 Metro Core (MC) locations. The Netherlands is divided
into an equal number of access areas, with these regional nodes serving as central points. The MC
locations are responsible for assigning IP addresses to customers (see section 1.4) and caching popular
content, reducing the need for requests to travel higher up the network. From a ZARA location, several
MC locations are connected to another ZARA location. This structure is referred to as a strand in the
rest of this report and shown in Figure 1.1.

A

R A

Z

Figure 1.1: A visual representation of the interconnections between ZARA locations (triangles) and the connection of some
MC locations (squares) to two ZARA locations using a strand topology.
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In these access areas, both fiber and copper connections are currently active. Since the future of
the network is focused on fiber, this report also focuses on these connections. For simplicity, copper
connections are omitted from this description. KPN currently uses two types of fiber technologies, each
with its own network structure: Active Optical Network (AON) and Passive Optical Network (PON). [15]

In Active Optical Networks, each connection/address has a separate fiber running to the central office.
This central office is also known as a Point of Presence (PoP). Thus, for each connection, there is
a dedicated active optical port in the PoP (i.e., each connection has its own laser that generates the
optical signal). It is essentially the ‘simple standard way’ to set up a network, where the optical signals
at the households are converted one-to-one into an electrical signal by the Network Termination Unit
(NTU). In the case of AON, City PoPs and Area PoPs are present in the access area. City PoPs are
connected in a ring to the Metro Core location and are also connected to about twenty Area PoPs.
In an Area PoP, the fibers are organized in patch panels, called Optical Distribution Frame (ODF).
These are often organized in ODF trays. The fibers terminate in the ODF trays, where they are spliced
onto a connector, allowing an optical patch cable to be inserted. This patch cable is connected to the
equipment at this location, which includes the laser that illuminates the fibers and the receiver that
converts optical signals to electrical signals.

In Passive Optical Networks, multiple connections are served per active optical port in the central office.
A single active signal, which starts in the Optical Line Terminal (OLT) of a Metro Access (MA) location,
is split/duplicated with a passive optical splitter in a street cabinet. Such an optical splitter, called an
Optical Aggregation Point (OAP), can split the active optical signal into 64 fibers. All connected house-
holds receive a portion of the time to send and receive signals, as shown in Figure 1.2. Consequently,
the theoretical bandwidth is lower for these types of connections and they have higher technical com-
plexity. However, the installation and operational costs are lower, as the laser is shared among multiple
households. Therefore, fewer lasers are needed, which also saves energy. The OLT encrypts each
household’s signal with a different key, so the Optical Network Terminal (ONT) in the homes can only
decrypt the signal intended for them.

OLT

ONT

ONT

ONT

1:64

In a KPN 
building

In street
cabinet In your

home

Figure 1.2: Packets from the Optical Line Terminal to the Optical Network Terminal.

Figure 1.3 shows a slightly outdated overview of the logical network structure, created by dr. ir. R.
van de Bovenkamp [4]. The four red points represent the four ZARA locations. The pink points are
disregarded for simplicity. The blue points represent Metro Core locations, which are connected with
two lines to the rest of the network (i.e., two ZARA locations). The green points are the central offices
in the access areas. This figure clearly shows that all internet traffic from an access area is routed to
a Metro Core location. To limit the impact of failures, it has been agreed that no more than 100,000
households will be connected per access area.
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Figure 1.3: An overview of KPN’s logical network structure.

1.3.2. History
As one of the leading telecommunications and IT providers in the Netherlands, KPN has been instru-
mental in establishing a robust network infrastructure crucial for the nation’s connectivity. Its rich history
dates back to the late 19th century when telecommunications were still in their infancy. The first public
telephone network in the Netherlands became operational in Amsterdam, where a telephone operator
from the Nederlandsche Bell-Telephoon Maatschappij (NBTM) connected 49 subscribers. In 1893, the
Administration of Post and Telegraphy (APT) was established as an independent organization funded
by the Ministry of Water Management, Trade & Industry. The introduction of the Telegraph and Tele-
phone Law in 1904 led to a significant increase in telephone connections, reaching 75,000 subscribers
by 1915. In that year, the organization became a state enterprise named State Enterprise of Post and
Telegraphy (P&T). Only in 1928 was the name changed to State Enterprise of Post, Telegraphy and
Telephony (PTT) to include the element ‘telephone’.

In subsequent years, telephony became increasingly important, with the number of subscribers reach-
ing two million by the 1960s. Until this time, calls were routed through a manually operated exchange,
which was replaced by an automatic system in 1962. By the end of this decade, the first internet
(ARPANET) was established, connecting two universities in the United States. It was not until 1988
that the National Research Institute for Mathematics and Computer Science got access to the internet
and the Netherlands became the second country in the world to get connected to this digital highway.

In 1989, the government restructured PTT into an independent entity, granting it the designation royal
and renaming it Koninklijke PTT Nederland NV (KPN), with its primary operating companies being PTT
Post BV and PTT Telecom BV. The government remained the sole shareholder until the company’s
public offering in 1994. PTT Post and PTT Telecom go their separate ways in 1998. PTT Telecom then
becomes known as KPN NV.
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As technology advanced, the usage of the network also evolved. The network was no longer solely used
for telephony; internet traffic became an increasingly significant component of telecommunications. To
handle the growing volume of network traffic, many copper cables were replaced with fiber optics. This
transition started at the core of the network and extended in the direction of the households over time.
KPN aims to have 80% of all households connected to fiber by 2026. [11] The advantages of fiber over
copper include significantly higher bandwidth, allowing for faster data transmission, and immunity to
electromagnetic interference, resulting in less signal degradation over long distances. [1, 2]

1.3.3. Hierarchy
The type of cable is not the only change the network has undergone; the network topology has also
evolved over time. Initially, the network was constructed as a telephone network using copper cables,
employing a tree topology. In this configuration, households were connected to a local exchange in
their neighborhood. Several of these local exchanges were connected to a junction exchange in their
municipality, which in turn were connected to a district exchange in their region. This hierarchical struc-
ture ensured that cable lengths were kept manageable, maintaining a strong signal quality. Moreover,
in a tree topology there is only one path from one node to another, which simplifies both the routing
and the maintenance on the network.

With the advent of fiber optics, the distance a cable can cover has significantly increased. While having
a single route to other locations simplifies routing and maintenance, it also makes the network more
vulnerable for failing connections. This has led to a revision of the network architecture. The network
remains hierarchical, but the cables are now configured as rings. This difference is depicted in Fig-
ure 1.4. On the left, a district exchange connects to multiple junction exchanges, each of which is
connected to several number exchanges. On the right, MA locations are connected in a ring structure
to an MC location, which in turn is connected to the rest of the KPN network. An advantage of this latter
configuration is that network traffic can be routed in both directions around the ring, so a cable break
is no longer fatal for connectivity.

DE0

JE0 JE1 JE9

NE0 NE1 NE9 NE0 NE1 NE9 NE0 NE1 NE9

...

...

... ... ...

Horizontally Aligned Balanced Tree with Transparent Nodes and Black Borders

(a) Visualization of a tree network architecture.

MC0

MA0

MA1

MA2

MA3

MA4 MA5

MA6

MA7

MA8

MA9

...
Ring Structure with Node 0 on Top

(b) Visualization of a ring network architecture.

Figure 1.4: The graph topology in the previous and current KPN network.

1.4. Sessions
Just as it is necessary to have the recipient’s address when sending mail, a subscriber of KPN needs
to have an IP address. KPN uses two versions of IP addresses: IPv4 and IPv6. The former consists of
a 32-bit address space, which allows for approximately 4.3 billion unique addresses. Due to the growth
of internet-connected devices, IPv4 addresses have become scarce. To address this limitation, IPv6
was introduced, offering a vastly larger 128-bit address space, which can accommodate approximately
3.4× 1038 unique addresses.

When a device connects to the KPN network, the MC location assigns it an IP address, either IPv4 or
IPv6, depending on the network configuration and device capabilities. This IP address is essential for
the establishment of sessions between the device and other entities on the internet. When the neces-
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sary routing and forwarding rules are set up, data can be exchanged. Once a session is established,
the IP address serves as the identifier for the device throughout the duration of the session. Session
management involves monitoring and maintaining the connection, ensuring that data packets are cor-
rectly routed between the device and other internet hosts. This includes handling any changes in the
network topology, such as the device moving between different access points within the network.

IPv4 Addressing
IPv4 addresses are typically represented in decimal format, separated by periods (e.g., 172.16.254.1).
This addressing method is well established and supported by most network infrastructure. However,
the limited number of available addresses has led to the implementation of techniques such as Network
Address Translation (NAT), which allows multiple devices on a local network to share a single public
IPv4 address. While effective, NAT can introduce complexity and potential performance issues.

IPv6 Addressing
IPv6 addresses are represented in hexadecimal format, separated by colons (e.g., 2234:0000:0000:
6904:0019:d2ff:feb3:5e4f). The expanded address space not only resolves the issue of address
exhaustion but also simplifies network configuration and improves routing efficiency.

1.5. Network Failures
The KPN network consists of various components, each of which can potentially fail at some point. To
minimize the impact of these failures, it is crucial to anticipate these scenarios in advance. D.R. Kuhn
[16] classified the sources of failure into six categories: human error, acts of nature, hardware failures,
software failures, overloads, and vandalism. In this report, we distinguish between three different types
of components that are prone to failure: (1) cables, (2) equipment, and (3) buildings. We refer to the first
type as link failures and the latter two as node failures. Both equipment and buildings are considered
nodes within the KPN network.

Link failures are the most common type of failure. They can occur, for instance, when a cable is cut dur-
ing excavation work or when a cable is improperly connected during maintenance. If these cables serve
individual households, the impact is limited to a few customers being disconnected from the network.
However, higher up in the network, a link failure can have more significant consequences. To miti-
gate this, such links are often installed redundantly, meaning they have a backup path. In such cases,
network traffic can be rerouted through an alternative path if the original path becomes unavailable.

The second type of failure involves malfunctioning equipment. The cables leading to households pass
through numerous switches on their way to national nodes. These switches are responsible for ef-
ficiently forwarding network packets to their destinations. As active devices, they are susceptible to
failures. Preventive measures, such as connecting these devices with multiple power supplies, are
implemented to reduce this risk.

The final type of failure we consider involves entire buildings becoming non-operational. Causes for
such failures include fire, flooding (or other natural disasters), sabotage, or power outages. To address
power outages, some locations are equipped with batteries, and generators can be brought to the site
if necessary. In the case of other failures, having backup equipment at the same location is insufficient.
Redundancy can only be achieved by having backup equipment at a geographically separate location.
This scenario is the focus of this study.

1.6. Single Point of Failure
Several measures have already been implemented to prevent andmitigate network interruptions. These
include the installation of redundant cables and the provision of backup batteries at various locations.
The objective is to eliminate Single Points of Failure (SPOF), meaning the failure of a single component
should not affect the overall functioning of the network. Only when multiple components fail simultane-
ously could a disruption occur.

This principle is evident in the KPN network through the way MC locations are connected. The connec-
tion begins at a ZARA location, passing through several MC locations before reaching another ZARA
location. This structure ensures that network traffic from an MC location can route either clockwise or
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counterclockwise to a ZARA location. A similar structure is used for MA locations. Here, the connection
runs from an MC location through several MA locations back to the same MC location. In the event of
a single link failure, traffic can still reach the MC location via the alternative route.

However, this structure introduces a single point of failure at the MC location itself. As this location
forms the connection to the rest of the KPN network and the equipment at this location is responsible
for handing out IP addresses to households, it is essential that households always can connect to an
MC location. For that reason there should be a backup available in case of node failure. Node failure
at equipment level, could be overcome by replicating the devices at the MC locations. However, there
should also be preventive measures in case the building itself is affected by failure. Namely if there
are issues at the MC location, all underlying households (up to 100,000) will be disconnected from the
network. A way to prevent this, is making sure that every ring contains multiple MC locations.

1.7. Problem Statement
To enhance the redundancy of the network, this study aims to eliminate the single points of failure
(SPOFs) at MC locations. These SPOFs exist because the ring both begins and ends at the same MC
location. In the strand structure used for connecting MC locations, these SPOFs are not present. There-
fore, the challenge is to transform the ring-based network architecture into a strand-based structure,
which has proven to be effective at higher levels of the network.

The overarching goal is to ensure that the network’s architecture can sustain the increasing demand
for reliable and continuous digital connectivity, now and in the future. This transformation is critical for
maintaining not just routine communications but also for supporting the nation’s economic stability and
growth in an increasingly digital world.

1.8. Research questions
The main research question is formulated as:

How to transform a network of rings into a network of strands as cost-effectively as possible?

To answer this question, the following subquestions will be addressed:

1. What are the advantages of the stand structure?
2. What factors play a role in the costs of this transformation?
3. What are the potential risks and challenges associated with the transformation?

1.9. Document structure
This thesis is structured as follows: Chapter 2, the Theoretical Framework, provides a deeper under-
standing of the foundational theories pertinent to this study. It explores concepts such as Graph Theory
andMatching techniques, which are crucial for constructing redundant network infrastructures. Chapter
3 describes themethodologies employed throughout the research, offering an overview of the approach
and detailing the algorithms used for network topology transformation, including matching, routing and
strand algorithms. Chapter 4 presents the results and discusses the outcomes of the applied method-
ologies. The conclusion, Chapter 5, synthesizes the findings of the study, discussing key insights and
offering recommendations for future enhancements of network infrastructures.



2
Theoretical Framework

2.1. Graph Theory
To effectively study complex systems such as telecommunications networks, it is crucial to abstract the
actual physical layout into a more analytically tractable form. Graph theory provides a mathematical
framework for this purpose, by reducing complex network components — such as buildings and cables
— into simpler conceptual representations known as nodes and links. This abstraction is used to model
pairwise relations between objects and allows for easier analysis and visualization of the network’s
structure. [14]

n1

n2

n3

n4

n5

Figure 2.1: An example of a graph.

2.1.1. Definition
As pictures speak louder than words, Figure 2.1 shows an example of a graph. The simplest and least
strict definition of a graph is the following: a graph is a set of points and lines connecting some pairs of
the points. [21] In graph theory, the points are called nodes (or vertices) and the lines are called links
(or edges). Thus, the graph depicted in Figure 2.1 comprises five nodes and seven links.

Nodes (N ): These represent discrete entities such as routers, switches, or data centers within a
telecommunications network. Each node can have attributes such as coordinates to denote its physical
location or other relevant information. The set of nodes is written as N = {n1, n2, . . . , ni}, where nx is
the x-th node and i is the number of nodes. The number of elements in a set S is denoted by |S|. In a
set no element is repeated and the order of elements in the list does not matter.

16
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Links (L): In a telecommunications context, links represent the physical or logical connections, such
as fiber optic cables or wireless links, that facilitate communication between nodes. Links can also
have attributes such as distance, capacity, or bandwidth, which are essential for analyzing the quality
and efficiency of the connections. These attributes are sometimes also referred to as the weights. Like
nodes, the set of links is written as L = {l1, l2, . . . , l3}. Each link lx is identified by the pair of nodes
which are connected by lx. An individual link is therefore written as l1 = (n1, n2).

A graph is typically denoted asG = (N,L), capturing all the components of a network and their connec-
tions in a simplified model. By including attributes for nodes and links, such as location and distance,
the graph model becomes more informative. This enriched model allows for a deeper analysis of the
network’s structure. For example, knowing the physical locations of nodes can assist in optimizing the
network layout for better reliability.

2.1.2. Graph Types
Graph theory classifies different types of graphs that can be used to model a variety of network struc-
tures and scenarios in telecommunications. Each type of graph is suited to different aspects of network
design and analysis. [17] Here, we focus on some fundamental types of graphs used in network theory:
undirected graphs, directed graphs, multigraphs, bipartite graphs, and complete graphs.

Undirected Graphs: Undirected graphs are graphs where the relationship between two nodes is
always mutual. That is, if n1 and n2 are nodes connected by a link in an undirected graph, then n1 is
related to n2 and n2 is related to n1. In other words, the order of the nodes is not important. This mutual
relationship is useful in scenarios such as modeling road networks. For example, in a road network
represented as a undirected graph, a connection between junction A and B indicates the presence of
a road segment that allows travel in both directions between A and B.

The formal definition can be expressed as follows:

L ⊆ {(i, j) | i, j ∈ N, (i, j) = (j, i)} (2.1)

Directed Graphs: A directed graph is a type of graph in which the connection between two nodes
is unidirectional. Unlike an undirected graph, in a directed graph, if node n1 is connected to node n2,
there is a relationship from n1 to n2, but not necessarily from n2 to n1. For instance, in a network flow
model, each connection has a source IP and a destination IP. This scenario can be represented by a
directed graph, where the relationship begins at the source IP and ends at the destination IP. In visual
representations of directed graphs, the links are depicted with arrows. These arrows indicate that the
origin node has a relationship with the destination node, but the reverse relationship may not exist.

The formal definition can be expressed as follows:

L ⊆ {(i, j) | i, j ∈ N, (i, j) ̸= (j, i)} (2.2)

Multigraphs: In a typical undirected graph, each pair of nodes is connected by a single link. Likewise,
in a directed graph, each node can connect to another node and vice versa, but each connection is
singular. A multigraph, whether directed or undirected, allows for multiple links between the same
pair of nodes. This is valuable when, for instance, modeling multiple connections between two IP
addresses. In such a multigraph, there would be an edge between the two IP addresses for each
individual connection observed.

The formal definition can be expressed as follows:

L ⊆ {(i, j, n) | i, j ∈ N,n ∈ N} (2.3)

Here, n indexes the multiple links between nodes i and j.

Bipartite Graph: A bipartite graph is a type of graph in which the nodes can be split into two distinct
sets, with all links connecting a node from one set to a node from the other set. No links exist between
nodes within the same set. This structure is useful in modeling scenarios where there are two distinct
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types of entities that interact with each other, such as users and resources in a resource allocation
problem. Bipartite graphs are therefore commonly used in matching problems.

The formal definition can be expressed as follows:

N = N1 ∪N2, L ⊆ {(i, j) | i ∈ N1, j ∈ N2} (2.4)

Complete Graph: A complete graph, also known as a fully connected graph, is a type of graph in
which every pair of distinct nodes is connected by a unique edge. In an undirected complete graph,
this means that there is a direct link between every pair of nodes, and the connections are bidirectional.
Complete graphs are crucial in scenarios requiring direct communication between all nodes, such as in
the design of certain network topologies where every device needs to communicate directly with every
other device without any intermediaries.

The formal definition can be expressed as follows:

L = {(i, j) | i, j ∈ N, i ̸= j} (2.5)

2.1.3. Application in Telecommunications
This graph-based abstraction is not merely a theoretical construct but a practical tool that significantly
enhances our ability to manage, analyze and optimize networks. In telecommunication networks, graph
theory helps to simplify the complexity by modeling the network as a collection of nodes and their
interconnecting links. This representation aids in various analyses, such as:

• Pathfinding and Routing: Determining the most efficient paths for data transmission between
nodes, considering factors like distance and bandwidth.

• Network Reliability: Assessing the network’s robustness by identifying critical nodes and links,
and analyzing potential points of failure.

• Optimization: Enhancing network performance through strategic placement of nodes and links,
and optimizing the use of available resources.

Understanding these graph structures helps in designing networks that are not only efficient but also
robust against failures, ensuring continuous service availability even when individual network compo-
nents fail.

2.2. Matching
Having established a foundational understanding of graph theory and its application inmodeling telecom-
munications networks, it becomes pertinent to explore how these theoretical concepts can be pragmat-
ically applied to solve real-world problems. One application of graph theory in network design and
optimization is through the use of matching algorithms. These algorithms provide a method to pair
elements within a network in a manner that optimizes certain criteria, such as minimizing the distance
between connected nodes. Matching algorithms leverage the graph-based representation of networks
to identify and form optimal pairs of nodes.

In the following sections, we will give a formal definition of a matching and delve into various matching
algorithms.

2.2.1. Definition
In the context of graph theory, a matching in a graph is a set of links that do not share any nodes. [10]
Formally, a matching M is a subset of L such that for every two links l1 and l2 in M , the endpoints
of l1 are distinct from the endpoints of l2. That is, no node is incident to more than one link from the
matching. Mathematically, this can be expressed as:

M ⊆ L such that ∀l1, l2 ∈ M, l1 ∩ l2 = ∅
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2.2.2. Weights
A weighted graph is the basis for applying matching algorithms. The objective is to maximize or mini-
mize a certain attribute of the pairings, such as distance, cost or capacity. The choice of weight metric
significantly influences the matching outcome and must be chosen based on the specific requirements
of the network design. Distance between nodes and the associated costs will be the main weight in
this research.

2.2.3. Algorithms
Greedy Approach
The greedy matching algorithm is a straightforward approach where pairs are formed by iteratively
choosing the two closest unpaired nodes based on the link weights. While not always yielding the
absolute optimal solution, this algorithm is efficient and often provides a sufficiently good solution for
large graphs.

Algorithm Steps:

1. Sort all links in the graph by weight (distance).
2. Initialize an empty set of matches.
3. Iterate through the sorted link list and add an link to thematch set if neither of the nodes it connects

is already matched.

Perfect Matching
For more precise requirements, the Minimum Weight Perfect Matching algorithm finds a set of pairs
such that every node is matched exactly once, and the total weight (sum of distances in this case) is
minimized. This problem is efficiently solvable using algorithms like the Blossom algorithm for general
graphs.

Selecting the right algorithm depends on the network’s specific requirements: whether speed, precision,
or stability is prioritized. In some cases, adaptations or combinations of the above algorithms may be
necessary to meet specific operational requirements.

2.3. Shortest Paths
Another application of graph theory is finding the shortest routes between locations. This topic is par-
ticularly relevant to this study, as the goal is to minimize the costs associated with transforming rings
into strands. These costs are strongly related to the length of the cables that need to be added to the
network of KPN. If these cables were laid in a straight line, determining the route would be trivial. How-
ever, the cables follow the road network of the Netherlands, so a method must be found to calculate
the best route. This section first provides a definition of the shortest path, followed by the methods to
find it.

2.3.1. Definition
The shortest path problem involves determining the path with the minimum total distance or cost be-
tween two nodes in a weighted graph. Based on the earlier definition of a graph, we represent the
graph as G = (N,L), where N is the set of nodes and L is the set of links. Each link (u, v) ∈ L has an
associated weight w(u, v), which indicates the cost, distance, or time required to traverse from node u
to node v. [9]

Given a source node s ∈ N and a destination node t ∈ N , the objective is to identify a path P from s to
t such that the sum of the weights of the links in P is minimized. Mathematically, the shortest path Pst

is represented as a sequence of nodes {n1, n2, . . . , nk} where n1 = s and nk = t, and the total weight∑k−1
i=1 w(ni, ni+1) is minimized.

2.3.2. Dijkstra's Algorithm
Dijkstra’s algorithm is one of the most widely used algorithms for finding the shortest path in graphs. It
operates by maintaining a set of nodes whose shortest distance from the source is known and iteratively
expands this set. [8] Dijkstra’s algorithm does not handle negative link weights because it assumes
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that once a node’s shortest path is determined, it will not change. This assumption holds only if all link
weights are non-negative. In the presence of negative weights, a previously determined shortest path
could be invalidated by a path found later that includes a negative weight, leading to incorrect results.
In the scope of this research this is not a problem, because the link weights are related to the distances
between nodes and these are always positive.

The algorithm consists of the following three steps:

1. Initialization:

• Set the distance to the source node s to 0 and to all other nodes to infinity.
• Create a priority queue (min-heap) and insert the source node with distance 0.

2. Relaxation:

• While the priority queue is not empty:

– Extract the node u with the minimum distance from the priority queue.
– For each neighbor v of u:

* If the distance to v through u is less than the current known distance to v:

∙ Update the distance to v.
∙ Insert v into the priority queue with the updated distance.

3. Termination:

• When the priority queue is empty, the shortest distances from the source to all nodes are
known.



3
Approach

The objective of this study is to transform the ring structures within the KPN network into strands. This
transformation aims to optimize the redundancy of the network while minimizing costs.

This chapter is structured to first give an overview of the algorithm used in this transformation process,
followed by a detailed explanation of its various components.

3.1. Overview
The hierarchical structure of KPN’s network allows for various divisions based on its function and geo-
graphical reach. Firstly, the network can be divided into layers that are closer to the internet exchange
point in the Netherlands, and layers that are closer to individual households. Within this segmentation,
the KPN network comprises three primary layers: the core network, the backhaul network, and the
access network. Comparing the KPN network to a road system, think of the core network as the equiv-
alent of major highways: they handle a lot of traffic, but there aren’t many of them. In this analogy, the
backhaul network functions like regional roads, linking local nodes to regional nodes. Lastly, the access
network operates akin to residential streets, directly connecting individual homes and businesses to the
broader network infrastructure. There are many of these connections, but they handle less traffic.

Another method of dividing the KPN network is based on its geographic distribution within the Nether-
lands. Here, the country is divided into 160 distinct regions, each of which is served by a MC location.
These regions also contain multiple MA locations, along with various infrastructure components such
as splitters, distribution points, and ultimately, connections to households. This division based on ge-
ographic regions is called an ‘access area’, denoting the specific area served by a particular set of
network resources. It encompasses all the necessary components to deliver telecommunications ser-
vices efficiently to the residents and businesses within that region.

An understanding of those divisions is required to comprehend the proposed multi-step algorithm, that
aims to convert the rings in the current backhaul network into strands. The strand topology has already
proven successful in the core network, where a chain of regional nodes are connected at both ends to
a national node. Implementing a similar structure to connect MA locations to MC locations is expected
to yield comparable benefits. The transformation is divided into three main components:

1. The matching algorithm is the initial step in this transformation process. It focuses on pairing
access areas within the existing ring topology. These pairings are essential as they form the basis
for the connections in the new strand topology. By carefully creating these pairs, the costs of the
network transformation can be kept low.

2. The routing algorithm takes over when the access areas are paired. This component is respon-
sible for determining the optimal paths between the paired access areas. It takes the dutch road
network as input and outputs the route for the new cable connection.

3. The strand algorithm is the final step, which implements the actual reconfiguration of the network.
Once the access areas are paired and connected, this step involves restructuring the network to
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form the new strand topology.

The output of Algorithm 1 serves as the input for Algorithm 2, which in turn outputs to Algorithm 3.
Consequently, the number of choices available in Algorithm i+1 is constrained by the decisions made
in Algorithm i. To ensure that a wide range of options is considered, all three algorithms must run with
minimal runtime complexity. This approach allows for multiple iterations through all the steps in search
of the optimal outcome. The following sections will provide detailed explanations of each component
of the algorithm.

The reason for an algorithm with multiple steps is the complexity of estimating the costs of the conver-
sion to strands. In the following section, the large number of possible pairs is mentioned, and each of
these pairs can be connected in numerous ways. Therefore, the pairing and the creation of connections
between them are initially separated. After several optimization iterations of both algorithms, it became
possible to combine these steps, merging the first two steps into one. This is described in section 4.3
regarding the results.

3.2. Matching Algorithm
A straightforward solution to the problem addressed in this research involves pairing each ring in the
current backhaul network with the nearest ring from a different access area. This approach would
connect two geographically redundant rings and reconfigure them into two strands (as further detailed
in section 3.4 on the strand algorithm). However, a constraint exists at the MC locations that impedes
this solution. Specifically, the equipment at MC locations is designed to operate in tandem, limiting
communication to only two endpoints. Hence, if a access areaX comprises two rings, it is not possible
to pair ring Xa to access area Y and pair ring Xb to access area Z.

To overcome this limitation, the first step in the conversion process is the matching algorithm. The goal
is to make pairs of access areas. This is used when creating strands from the rings in the paired access
areas. There are multiple ways to create these pairs, but as the goal is to minimize the costs of the
stand conversion, we also focus on that in this first step.

3.2.1. Fully Connected Graph
The matching algorithm uses graph G = (N,L) to determine the optimal pairings of access areas. The
set of nodesN in this graph represents the access areas, which number 160 in the KPN network. Since
any access area can be paired with any other, the set of links consists of all possible node pairs. This
type of graph is known as a complete graph (KN ) and has the following properties:

• Number of nodes1: |N | = 160

• Number of links: |L| = N(N−1)
2 = 160×159

2 = 12, 720

3.2.2. Link Weights
Determining the costs of connecting access areas with cables is not straightforward. Therefore, we
need an alternative measure to express these costs. A metric closely related to the costs of laying
cables is the length of the cables to be added. Hence, in the matching algorithm, we use the distance
between access areas as the weight to be minimized.

However, the exact distance to be minimized is also complex, as it involves the distance between the
two access areas where the cables are closest. To approximate this distance, we use the coordinates
of the MC locations as a starting point.

Version 1: Distance as the Crow Flies
In the first version of this matching algorithm, the direct (straight-line) distance between MC locations
was used. This provides a reasonable approximation of the costs of forming strands between these
access areas and is easy to calculate. However, analysis of the resulting pairs revealed that the costs
in some cases were much higher than expected based on the direct distance. This discrepancy arises
because KPN’s cables predominantly follow the road network, where costs vary by road type. For

1In the remainder of this report, context will indicate whether the set or its cardinality is meant, without using the vertical bars.
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instance, it is significantly more expensive to dig along highways, and laying cables over bridges and
through tunnels also incurs higher costs.

Version 2: Distance by Road
Due to these shortcomings in version 1, a revised approach was adopted in version 2. Instead of
using straight-line distances, link weights are determined by the distance along roads. To account for
different road types, the distance over bridges and through tunnels is multiplied by a factor of 10, while
the distance along highways is multiplied by a factor of 60. This adjustment aims to ideally avoid these
roads or, at the very least, reflect realistic costs.

Both sets of link weights are plotted in Figure 3.1. It shows that both weights yield similar results.
However, the ‘costs’ over the road are always higher than the straight-line distances, especially when
the road is a highway or the road crosses bridges and tunnels.

(a) Weight matrix using the distance as the crow flies. (b) Weight matrix using an approximation of costs by road.

Figure 3.1: The distance matrices used to form a perfect matching.

3.2.3. Runtime complexity
Ideally, each access area is paired with another access area, meaning we seek a perfect matching that
covers every node in the graph. The number of possible perfect matchings in a graph can be calculated
based on the number of nodes.

Number of perfect matchings: Npm = (N − 1)!! = 159!! = 5.449× 10141

Using a brute-force approach, this is the number of options that must be considered. However, Zvi Galil
[10] describes an algorithm with a runtime complexity of O(N3). This significantly reduces the number
of options to be considered when the number of nodes is large, as is the case here. This comparison
is shown in Figure 3.2.
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Figure 3.2: A comparison between the brute-force (N !!) and Galil (N3) approach.

3.3. Routing Algorithm
With the access areas identified for connection, the next step is to determine the optimal route for these
connections. A shortest path algorithm naturally brings to mind Dijkstra’s algorithm, but modifications
are necessary to adapt it for this specific case. Dijkstra’s algorithm is designed to find the cheapest
path between node a and node b in a graph. However, an access area consists of multiple rings, and
each ring comprises multiple coordinates. Therefore, Dijkstra’s algorithm must be rewritten to handle
multiple sources and multiple destinations.

3.3.1. Input graph
As Dijkstra’s algorithm is designed to work on a graph, the question arises regarding which graph
should be used. Thanks to OpenStreetMap2, data on the road network in the Netherlands is publicly
available. However, this data is not initially in graph format. Fortunately, the Python package OSMnx
[3] can convert OpenStreetMap data into graph format. The links in this graph represent the roads in
the Netherlands, including information such as name, type, and length. The nodes correspond to the
intersections of these roads.

In addition to the road network, the graphmust also include the paths of the rings. Since the coordinates
of the cables are known, we can combine these with the coordinates of the nodes. All nodes where the
rings of access area a pass are marked as sources, and all such nodes of access area b are marked
as destinations. This combined data forms the input for the routing algorithm.

3.3.2. Multi-sources multi-destinations Dijkstra
In the extended version of Dijkstra’s shortest path algorithm, each source node is initialized with a
distance of zero and inserted into a priority queue. This priority queue is used to manage the nodes to
be explored based on their tentative distances. The core of the algorithm involves extracting the node
with the smallest distance from the priority queue, updating the distances to its neighbors if a shorter
path is found, and pushing the neighbors into the queue. This process repeats until the queue is empty
or a destination node is reached. When a destination node is found, the algorithm reconstructs the
path by tracing back from the destination node to the source node using a predecessor dictionary. If no
destination is reachable from the sources, the algorithm returns an indication of failure. The complete

2https://www.openstreetmap.org/about

https://www.openstreetmap.org/about
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algorithm can be found in Appendix A.

3.3.3. Runtime complexity
The runtime complexity of the algorithm is mostly determined by the operations involving the priority
queue and graph traversal.

Firstly the source and destination nodes are identified based on a specific attribute. Suppose there
are S source nodes and D destination nodes. The nodes are filtered and classified, which takes O(N)
time, where N is the total number of nodes in the graph.

For each source node, the algorithm sets its distance to zero and inserts it into the priority queue.
Inserting each node into the priority queue takes O(logS) time. Thus, initializing all source nodes into
the priority queue takes O(S logS) time.

The core of the algorithm involves processing nodes extracted from the priority queue. Each node is
processed exactly once, and for each node, all its neighbors are examined. Extracting a node from the
priority queue takes O(logN) time. Checking and updating the distances to each neighbor involves
a priority queue insertion, which is also O(logN). Consequently, processing all nodes and their links
results in a time complexity of O((N + L) logN), where L is the total number of links.

Path reconstruction, which occurs after finding a destination node, involves tracing back through the
predecessor dictionary from the destination node to a source node. This operation takes O(N) time in
the worst case but is generally negligible compared to the main loop’s complexity.

Therefore, the overall runtime complexity of the algorithm isO((N+L) logN). This makes the algorithm
efficient and suitable for large graphs, as it scales logarithmically with the number of nodes and links
in the graph.

3.4. Strand Algorithm
The strand algorithm is the final step in the conversion process, where the network is reconfigured
based on the identified paths and connections. The input of the algorithm consists of a graph with the
original ring structure and the added paths between those rings.

3.4.1. Georedundancy
As the objective of the algorithm is to add redundancy to the network, the strands created in this step
must follow the georedundancy guidelines that also applied to the rings. This means that the left and
right sides of any node in a strand must not be positioned close to each other, in order to prevent a
single cable cut from disconnecting nodes. In practice this requirement handled by default, because
the strand structure reuses the cables that were already used in the ring structure. The next sections
will verify this claim by illustrating three possible scenarios.

Rings separated

Figure 3.3: Scenario 1 where the rings are separated.
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Rings cross

(a) Both MC locations outside intersection. (b) One MC location within intersection. (c) Both MC locations within intersection.

Figure 3.4: Scenario 2 where the rings cross.

Rings share duct

(a) Both MC locations outside shared duct. (b) One MC location within shared duct. (c) Both MC locations within shared duct.

Figure 3.5: Scenario 3 where the rings share a duct.

3.4.2. Implementation of Paths
The strand algorithm comprises two core processes designed to operate on a graph structure.

The first process is a recursive depth-first search algorithm that identifies all possible paths between
a specified source and destination node within a graph (the MC locations). It maintains a list of all
discovered paths while traversing the graph. Each neighbor of the current node is explored, ensuring
that each link is visited only once during the traversal of a single path. Upon reaching the destination
node, the current path is added to the list of all paths.

The second process aims to find a subset of paths from the previously identified set that covers all
nodes in the graph with the minimum total weight. It begins by calculating all possible paths between
the start and end nodes. For each subset of these paths, it checks if the subset covers all nodes in
the graph. If so, it computes the total weight of the subset. The weight of a path is determined by
summing the weights of the links in the path, where link weights correspond to the distances between
nodes. This process iterates through all possible subsets of the paths, starting from subsets containing
the smallest number of paths, and keeps track of the subset with the minimal total weight that covers
all nodes. The minimal subset, once identified, is returned, ensuring the most efficient coverage of the
graph in terms of total path weight.

Together, these processes enable the identification of not just all potential paths between two nodes,
but also the optimal combination of these paths that spans the entire graph with the least cumulative
weight. This is crucial for achieving network redundancy at low costs in the new strand structure.



4
Results

This chapter presents the results generated by the algorithms described in the previous chapter. During
the analysis of the results it turned out that in contrast to expectation thematching and routing algorithms
can be combined to create more cost-effective pairs. Therefore section 4.3 is added to discuss the
results that follow from this.

4.1. Matching
In section 3.2 two versions of the matching algorithm were presented. Version 1 used distance as the
crow flies and version 2 improved upon this using distance by road. Additionally version 2 algorithm
introduced a cost multiplier for highways and roads that go through tunnels or over bridges. There are
160 MC locations, so perfect matching results in 80 pairs, which are visualized in Figure 4.1.

(a) Pairs based on distance as the crow flies. (b) Pairs based on distance by road.

Figure 4.1: The pairs created by the matching algorithm.

It is clear that the pairs created by both versions of the algorithm are very similar; 52 pairs remain
the same in version 2. In many cases, an optimization for straight-line distance also serves as an
optimization for road distance. However, there are some pairs in version 1 that are separated by bodies
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of water, which causes the road distance to bemuch longer than the straight-line distance. Since cables
are laid along roads, it is better to work with these distances. This results in different pairs, particularly
evident in the western part of the Netherlands.

A good example of a case where version 2 is a better cost estimator is depicted in Figure 4.2. In
this instance, version 1 created a pair that crossed the North Sea Canal near IJmuiden, because in a
straight line the MC locations are close together. However, in reality the cables need to go through a
tunnel in this case, which would make this pair very expensive. In version 2, this was recognized, and
the access area north of the canal got paired with the other access area visible on the right side of the
image. Although the distance between these access areas is greater, the costs to connect these will
be lower, as there is no need to cross a body of water.

Figure 4.2: An example of MC areas that are close together but expensive to connect.

Version 1 of the algorithm, optimized for straight-line distance, results in MC location pairs that have a
minimal Euclidean distance. However, this is not necessarily the best estimator of the actual costs to
connect the rings of these MC areas. The fiber optic cables will not be laid in a straight line but along
roads. Moreover, the costs of new cables along some roads are higher than along others. This is
accounted for in the second version of the matching algorithm, and the different outcomes are shown
in Table 4.1. Since version 1 of the algorithm uses straight-line distance as a metric and version 2
uses a cost approximation, both metrics are displayed in the table for comparison. This is done by first
determining which pairs would created by V1 and then looking up the values for these pairs in the cost
matrix used for V2. Similarly the distances between the pairs created by V2 can be looked up in the
distance matrix used by V1.

Table 4.1: A comparison between the results of both versions of the matching algorithm.

(a) Pairs created by version 1.

Statistic Distance Cost

count 80 80
mean 10,848 17,450
std 6,927 17,223
min 1,252 1,864
25% 4,427 5,955
50% 10,367 16,149
75% 16,459 21,490
max 24,982 131,987
sum 867,845 1,396,007

(b) Pairs created by version 2.

Statistic Distance Cost

count 80 80
mean 11,772 16,368
std 7,699 16,236
min 1,252 1,864
25% 4,427 5,719
50% 11,970 15,488
75% 17,246 21,881
max 29,500 131,987
sum 941,796 1,309,465
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In Figure 4.3, the same results are presented in a line graph, where the distance and cost of each MC
pair are sorted in descending order and then accumulated. It is clear that version 2 of the algorithm
yields worse results for straight-line distance, as it is not optimized for this metric. However, version
2 does achieve lower costs compared to version 1. Since the cost metric is more effective at creating
cheap strands, the distance metric will be excluded from further consideration.
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Figure 4.3: A comparison between the two versions of the matching algorithm for both distance and cost.

Note that the distances between the MC areas in this matching algorithm are determined by the co-
ordinates of the MC locations. In reality, the costs are primarily determined by the distance between
the nearest rings of different MC areas. However, the matching algorithm is also intended to deliver
results quickly, allowing multiple configurations to be tested. Using multiple coordinates per access
area would not contribute to this desired speed. Therefore, the coordinates of the MC location were
chosen to approximate the distances.

4.2. Routing
Now that the matching algorithm has determined which MC areas will be connected, the next step is
to find the actual shortest route between them. For this, the coordinates of the MC locations are no
longer used as an approximation of the nearest pairs. Instead, it is the cables in the rings themselves
that need to be connected. Generally, these will be closer to each other than the MC locations, which
form the center of the access area.

The routing algorithm described in section 3.3 works with a graph containing the road network of the
Netherlands. This graph is created using OSMnx [3] and initially consists of 18,885,173 nodes and
39,253,828 links. This is not ideal because the runtime of the routing algorithm scales with the number
of nodes and links, which is quite large in this case. Therefore, some optimization steps are required.
The first step is simplifying the graph by removing all nodes that are not intersections or dead-ends,
by creating a link directly between the end points that encapsulate them. This already reduces the
number of nodes to 4,808,392 and the number of links to 12,846,075. Secondly, the map of the entire
Netherlands is not needed to calculate the shortest route between two access areas. Thus, all nodes
and links falling outside the extreme coordinates of the two respective access areas are removed.
As the third optimization step, duplicate links between the same nodes are removed. Originally, the
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graph is a multigraph, where multiple roads are possible between the same nodes, but for the routing
algorithm, only the shortest link needs to be retained. The fourth and final optimization is the conversion
from a directed graph to an undirected graph. While roads often allow traffic in only one direction, this
does not matter for the cables to be laid. Thus, two directional links between the same nodes can be
replaced by a bidirectional link. After these optimizations, the graph per MC pair consists on average
of 61,253 nodes and 88,469 links, which significantly reduces the runtime of the algorithm.

An example of such an optimized graph is shown in Figure 4.4. It consists of 24,145 nodes and 31,989
undirected links. The red lines represent the rings from two paired access areas that need to be con-
nected, and the green and blue nodes indicate intersections close to those rings. The algorithm is
supposed to find the closest pair of a green and a blue dot following the road network. In this case, it
has basically two choices: the left dam or the right dam. Because the green and blue dots (i.e., the
source and destination nodes) are closer to each other near the right dam, the routing algorithm picks
the road over the right dam as the new cable connection. The distance over the road between the near-
est green and blue dots is 8,482 meters. The scaled distance (including the multiplier for highways,
bridges, and tunnels) is higher, namely 9,429, because 105 meters is marked as a bridge and thus
multiplied by 10.

Figure 4.4: Two access areas plotted on the road network.

A summary of the results of the routing algorithm is shown in Table 4.2. This clearly shows that the
pairs created by V2 of the matching algorithm contain rings that have a smaller scaled distance than
the pairs created by V1. This means that the V2 pairs are likely to result in smaller costs to connect,
than the pairs created by V1. Another noticeable difference is that only 79 of the V1 pairs could be
connected by the routing algorithm. This is because version 1 of the matching algorithm created a pair
where no road exists between the access areas in the cropped graph of the road network. Therefore
the distance by road could not be computed.



4.3. Matching and Routing Combined 31

Table 4.2: The scaled distance between pairs created by V1 and V2 of the matching algorithm.

Statistic Version 1 Version 2

count 79 80
mean 11,725 9,179
std 52,365 50,882
min 2 2
25% 7 6
50% 3,551 3,250
75% 5,833 5,197
max 457,149 457,149
sum 926,240 734,344

With an average scaled distance of 9,179, the rings are, as predicted, closer to each other than the
cost estimation of 16,368 given by the matching algorithm as output. This can be well explained by
the routing algorithm using all coordinates of the rings instead of only the coordinates of the (centrally
located) MC location. Three-quarters of the pairs even have a scaled distance within 5,197, compared
to the estimated value of 21,881 from the matching algorithm. However, the scaled distance of the most
expensive pair is much higher than the costs estimated by the matching algorithm. The reason for this
can again be explained by the fact that the routing algorithm does not use the complete road network
but only a cropped version using the extreme coordinates of the two access areas. This is depicted in
Figure 4.5. As a result, only one route remains which goes through the Westerschelde tunnel and is
also a highway. In reality, there is also a much cheaper route that avoids tunnels and highways, namely
via a part of Belgium.

Figure 4.5: The shortest route between two rings.

4.3. Matching and Routing Combined
To reduce the number of nodes and links in the graph used for the routing algorithm, it initially seemed
beneficial to limit the graph to the outer boundaries of the paired access areas. This prevented the graph
from exceeding memory limits during loading. However, this ‘fix’ simultaneously introduced the problem
that the best route was not always found. Therefore, in a second attempt to solve this problem, the
graph was stored in a more efficient format. Although this significantly increases the number of nodes
(4,808,392) and links (6,775,849) in the graph, it has only a limited impact on the speed of the routing
algorithm. This is due to the way the shortest path algorithm operates. It spreads like an oil slick over
the road network in search of the nearest target. Therefore, the routing algorithm will not suddenly start
exploring roads in Groningen when it is looking for the nearest points in South Holland.

With this optimization, the possibility arose to improve the matching algorithm as well. Whereas initially
only one point was used to pair the access areas, it became possible to use the actual coordinates
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of the rings. As a result, instead of the existing distance (V1) and cost (V2) matrices, a new matrix
can be filled with the scaled distance between the nearest rings of all possible pairs of access areas.
To accelerate the calculation of these values, the fact that certain pairs are not possible due to the
restriction that the cable length between MA locations must not exceed 40 kilometers is taken into
account. This is due to the light intensity of the lasers used. Therefore, if the routing algorithm has not
found a ring of the relevant access area within a radius of 40 kilometers, a very high value is entered
in the matrix. This is intended to prevent these access areas from being matched and ensures that no
time is wasted calculating the shortest route between these rings.

While calculating the shortest distances, the shortest route can also be stored. When the matching
algorithm has determined which access areas can be best combined, the route between them can also
be output immediately. The (one-time) filling of the matrix may take considerably longer (around 12
hours on a powerful laptop), but for creating other pairs, the routing algorithm does not need to run
again.

The pairs and distances resulting from this run can be found in Appendix B. One pair has been created
that is at the limit of the maximum distance between MA locations. For this access area, it is there-
fore recommended to add redundancy in another way, as described in section 1.5. Additionally, the
maximum desired distance in the matching algorithm can still be tuned. For example, by removing all
links between nodes with a distance greater than 6 kilometers, not all access areas will be able to be
matched anymore. However, the sum of the remaining pairs will then decrease significantly and may
even be lower than the sum of the first 75 pairs of the current run.

Figure 4.6 shows the advantage in scaled distance when combining the algorithms. Especially the
worst pair in terms of scaled distance is improved a lot. This is due to the fact that the combined
algorithm is able to choose a route via Belgium, instead of having to go via a highway, as explained in
section 4.2. Some other pairs also slightly improved, but it can be concluded that the cost metric of the
matching V2 algorithm is a decent indicator of the distance between the rings of MC pairs.
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Figure 4.6: A comparison of scaled distance between rings of MC pairs using the matching V2 algorithm vs. the combined
algorithms.
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4.4. Strand
The creation of strands is the last step in the algorithm, as stated in section 3.4. It takes two connected
rings as input graph, and outputs the cheapest paths fromMC location 1 to MC location 2. The example
output is depicted in Figure 4.7. The number indicates to which ring the location belonged before. Both
rings included one MC location and six MA locations. The link (MA1a, MA2a) in this figure was created
by the routing algorithm to connect the two rings. The green and blue lines show the new strand
structure, starting at MC1, covering each MA location and finishing at MC2.
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(a) The original rings.
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(b) The new strands.

Figure 4.7: An imaginary example of the new strand structure from two connected rings.

For the example route that was shown in section 4.2, the strands would follow the path as depicted in
Figure 4.8.

Figure 4.8: The new strand structure of a real MC pair.



5
Conclusion

This research explored ways to enhance the robustness of KPN’s network. In recent years, society
has increasingly relied on digital infrastructure, with KPN being a crucial component. There are various
methods to improve the robustness of a telecom network. On one hand, the occurrence of failures can
be minimized, and resilience can be enhanced by using stronger cables, for example. On the other
hand, the impact of failures can be mitigated, and redundancy can be increased by adding extra cables
to the network. The focus of this research was on increasing redundancy, specifically by transforming
the existing rings in the network into strands. A three-step algorithm was used to select the rings to
transform, compute the length of the cables to be added, and find the routes for the strand structure.

The current ring structure can avoid single points of failure (SPOFs) at the link level. If nodes cannot
be reached clockwise due to a cable break, they can still be reached counterclockwise, and vice versa.
However, SPOFs at the node level cannot be avoided with this structure. This is particularly problematic
for MC locations, which are responsible for setting up customer sessions and all network traffic from
households is routed to/through these nodes. Failures at these locations can be catastrophic for all
connections in an MC area (up to 100,000 households).

Q1: Advantages of the strand structure Therefore, it is crucial that a single node-level failure can be
compensated for by another node. Two types of nodes are distinguished: equipment and buildings. If a
piece of equipment fails, it could be mitigated by having backup equipment ready at the same location.
However, scenarios where an entire location becomes unavailable, such as due to natural disasters,
must also be considered. In such cases, the activities of the original location must be transferred to a
geographically distant location. Unlike the ring structure, a strand structure can achieve this. A strand
always contains two MC locations that are geographically separated.

Q2: Costs of transformation into strands However, transforming rings into strands incurs high
costs. It is necessary to map these costs before deciding if the benefits of this transformation outweigh
them. An actual cost estimation is beyond the scope of this research. Instead, the length of the addi-
tional cables needed for the network is approximated. It involves 206 kilometers of cable. Costs also
depend on the type of road the cables traverse. Thus, a multiplier of 10 is applied per meter of tunnel
or bridge, and a multiplier of 60 per meter of highway. Including these multipliers, the scaled distance
of the cables to be added amounts to 222.

Q3: Risks of transformation into strands Although the exact costs of transforming to strands are
unknown, it is clear that adding 206 kilometers of cable to KPN’s network comes with a significant
price tag. Moreover, node failures at the equipment level (the most common type) can be prevented by
placing redundant equipment at MC locations. Therefore, another option could be to form strands only
when the rings of MC areas already run close to each other. This approach would reduce excavation
work and hence costs.

34
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5.1. Future Work
Since the matching algorithm forms the basis for further results, optimization in this area significantly
impacts the overall outcome of the algorithm. This research mainly focussed on the option of a perfect
matching, where all MC areas are paired. However, this results in some pairs being far apart, making
the benefits of connecting them likely not worth the costs. Future work could investigate a threshold
above which MC areas are not paired. Relaxing the requirement for a perfect matchmight yield different
(cheaper) results.

Additionally, cables already run throughout the Netherlands to connect MC locations. It is cheaper to
use existing fiber optic cables and ducts compared to laying new cables. Future work could therefore
examine whether there is available capacity in the existing network. If this can prevent excavation work
between some pairs, it could save money.

Finally, the current approach is to lay one new cable between MC areas. However, there are situations
where strands become very long, and laying two new cables might not incur much additional cost.
Future research could investigate whether adding a feedback loop after the strand algorithm results
in better strands. This means that when long strands are identified and the original rings run close to
each other at multiple locations, an additional cable is laid between them.

5.2. KPN Recommendations
The algorithms presented in this work and the resulting outcomes provide a foundation for making an
informed decision about whether or not to transform rings into strands. In particular, Appendix B can
be consulted to determine whether the costs outweigh the benefits based on the length of the cables
to be added. Additionally, a decision can be made to opt for a hybrid solution, where only the rings of
the most cost-effective MC pairs are transformed into strands.
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A
Routing algorithm

1 def get_cheapest_source_destination(self, sources: List[int], targets: List[int]) -> Tuple[
List[int], int, int, float]:

2 """Get the cheapest path from one of a set of sources to one of a set of targets.
3

4 Returns:
5 tuple (the cheapest edge path, the source, the target, the costs)
6 """
7 discovered = []
8 dist = defaultdict(lambda: 1e99)
9 pred = dict()

10

11 for source in sources:
12 heapq.heappush(discovered , (0, source))
13 dist[source] = 0
14 pred[source] = -1
15

16 found_target = -1
17 visited = set()
18 done = False
19 while not done:
20 if len(discovered) == 0:
21 done = True
22 continue
23 d_u, u = heapq.heappop(discovered)
24

25 if u in visited:
26 # nodes can be discovered multiple times because we don't update them in the heap
27 continue
28 visited.add(u)
29

30 if u in targets:
31 found_target = u
32 done = True
33 continue
34

35 # Update distances of unvisited neighbors
36 for v in self.graph.neighbors(u):
37 if v not in visited:
38 length = self.graph.get_edge_data(u, v).get('length', 999999)
39 d = dist[u] + length
40 if d < dist[v]:
41 dist[v] = d
42 pred[v] = u
43 heapq.heappush(discovered , (d, v))
44

45 if found_target == -1:
46 warnings.warn("None␣of␣the␣targets␣can␣be␣reached␣from␣the␣sources.")
47 return [], -1, -1, -1
48

38



39

49 p = [found_target]
50 while pred[p[-1]] != -1:
51 p.append(pred[p[-1]])
52

53 p = p[::-1] # Reverse the path to get it in source-to-target order
54

55 # Get the edge list from the path nodes
56 path_edges = [(p[i], p[i + 1]) for i in range(len(p) - 1)]
57

58 return path_edges , p[0], found_target , dist[found_target]



B
MC pair results

Table B.1: Overview of the most cost-effective MC pairs, sorted by scaled distance. The values indicate the length of the
cables to be added, expressed in meters.

MC1 MC2 Highway Bridge/Tunnel Distance Scaled Distance
1. Asd-Slod Asd-Slov 0 0 2 2
2. Zl Zl-N 0 0 2 2
3. Amf Amf-Zlh 0 0 3 3
4. Ht-Slg Ht-Vt 0 0 3 3
5. Asd-Spui Asd-Z 0 0 3 3
6. Hrl Hrl-Hbk 0 0 3 3
7. Asd-Asv Asd-Drs 0 0 3 3
8. Al Ledn-Wdz 0 0 3 3
9. Ut-C Ut-Ovv 0 0 3 3

10. Amr Amr-C 0 0 3 3
11. Bd Bd-Dnbs 0 0 4 4
12. Gv-Bnh Ledn-Csl 0 0 4 4
13. Alr-Hvn Alr-Sfk 0 0 4 4
14. Nm Nm-Dkbg 0 0 4 4
15. Ap-W Ap-Z 0 0 4 4
16. Ed-Klh Wg 0 0 5 5
17. Hlm-San Hlm-Wdp 0 0 5 5
18. Rt-Pdt Rt-Wah 0 0 5 5
19. Ven Vl 0 0 6 6
20. Hvs Hz 0 0 6 6
21. Rt-Klg Rt-N 0 0 6 6
22. Ble Spij 0 0 7 7
23. Ehv-Ton Ehv-Vkh 0 0 7 7
24. Gv-Mx Lsdm-Lev 0 0 8 8
25. Rt-Grod Rt-W 0 0 8 8
26. Niwg-N Ut-Z 0 0 9 9
27. Dt Gv-Btij 0 0 14 14
28. Ah-Rkw Drt 0 0 20 20
29. Dk Vwd 0 0 28 28
30. Ah-Psh Ah-Pts 0 0 127 127
31. Rat Rsn 0 0 284 284
32. Gn-C Hgz 0 32 40 325
33. Owd Wv 0 0 337 337
34. Hfd Kawij-Aw 0 0 705 705
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Table B.1 continued from previous page
MC1 MC2 Highway Bridge/Tunnel Distance Scaled Distance

35. Asn Gn-Z 0 0 854 854
36. Anp Lw 0 0 901 901
37. Asd-Dim Wp 0 0 911 911
38. Cl-C Tl 0 0 1,092 1,092
39. Hn Nsw 0 0 1,439 1,439
40. Db Zt-C 0 0 1,460 1,460
41. Tb-Reit Ww 0 0 1,544 1,544
42. Rt-Trb Ztm-Mzt 0 0 1,723 1,723
43. Apg Wf-old 0 0 1,811 1,811
44. Dtn Zh-old 0 0 1,851 1,851
45. Ddt-Zdt Rt-IJsm 0 0 1,891 1,891
46. Skn Ws 0 0 2,315 2,315
47. Hrv Lw-Aln 0 0 2,398 2,398
48. Gv-Twv Nawij 0 0 2,503 2,503
49. Os Veg 0 0 2,705 2,705
50. Es Hgl 0 0 2,989 2,989
51. Mt-Amb Std-Gln 0 0 3,127 3,127
52. Cu Hm-Rpb 0 0 3,147 3,147
53. Gd Kmpn-C 0 0 3,179 3,179
54. Dtc Wtw 0 0 3,208 3,208
55. Gr-Hrwk Sdt-C 0 32 3,081 3,372
56. Ut-W Wd-Ut 0 0 3,400 3,400
57. Dv Zp 0 75 2,778 3,449
58. Aml Odz 0 0 3,523 3,523
59. Ehv-Strij Tb 0 0 3,818 3,818
60. Co Emn-Agsl 0 0 3,831 3,831
61. Mp Stwk 0 0 3,906 3,906
62. Rm Std 0 13 3,872 3,988
63. Bnv Hd 0 0 4,020 4,020
64. Rsd Sb-old 0 0 4,302 4,302
65. Drn Zv 0 0 4,355 4,355
66. Asd-N Pm 0 36 4,051 4,379
67. Lc Nd-old 0 42 4,108 4,486
68. Hedr-C Sgn 0 32 4,350 4,637
69. Dne Wt 0 44 4,513 4,912
70. Ddv Hgv 0 141 3,789 5,061
71. Gs Mdb 0 0 5,298 5,298
72. Bak Eo 0 41 5,078 5,446
73. Ddt-C Obl 0 0 5,592 5,592
74. Fn Sk 0 0 5,706 5,706
75. Bv Zd-Odh 0 28 5,629 5,880
76. Ehz Mdmr 0 37 6,141 6,473
77. Oth Zvb 0 0 7,073 7,073
78. Mdh Zr 0 105 8,482 9,429
79. Eb Lls-N 0 254 11,235 13,520
80. Boz Tnz 0 934 41,009 49,412

Total 0 1,846 205,662 222,275
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